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Discussion

Introduction

At the Beijing SA2 meeting it was accepted that backward compatibility with pre-release 6 3GPP systems was a requirement.  In addition that the Gr’ and D’ interfaces should be supported.   This contribution looks at the necessary information that needs to be stored in the core network to support WLAN services using the legacy pre-release 6 HLRs that are 3GPP PS Release 99 capable for accessing 3GPP PS services.  

Information Requirements

The following sub-sections present the high level requirements of the information that needs to be stored in the network.

HLR (Central location)

The following basic information needs to be stored in the HLR to provide service

· Subscribers Identity

· Services Subscriber has access to.

· Can this subscriber use this service when roaming

· Where subscribers subscription information is locally stored in the network

3GPP AAA Server (Local information)

The following basic information needs to be stored in the 3GPP AAA Server to provide service

· Subscriber Identity

· Service Subscriber has access to

· Can this subscriber use this service when roaming

· Authentication Vectors

Proposal

It is proposed to include the following as the informative text in the Annex of TS 23.234.

Gr’ Signaling mechanisms to support WLAN service

Introduction

The following sections describe the use of existing GPRS parameters and signaling mechanisms to support the WLAN services when interworking with legacy HLRs. 

The table shows a list of parameters in existing HLR and suggests possible use in context of WLAN operation. However actual use and interpretation is left to the operator.

	Existing GPRS parameter
	Possible WLAN use

	IMSI
	Subscribers Identity

	PDP Context subscription record
	Services Subscriber has access to

	VPLMN Address Allowed
	Subscriber’s ability to use service while roaming 

	SGSN Number, SGSN Address
	Indicate the serving 3GPP AAA Server 

	Authentication Vectors
	Authentication and ciphering


Following procedures are relevant between 3GPP AAA Server and HLR with respect to the information identified above. These messages are exchanged over the Gr’ interface.. 

· Authentication  information retrieval via infoRetrieval procedure

· Subscriber Information retrieval via gprsLocationUpdate procedure

· Deletion of subscription via cancelLocation procdeure.

It is important to note that use of gprsLocationUpdate procedure from WLAN will disconnect subscriber’s existing GPRS context (if any). 

"MAP-SEND-ROUTING-INFO-FOR-GPRS" can be used to find out if the subscriber is active in any SGSN. Since the goal is not to disrupt the ongoing GPRS connection, the 3GPP AAA Server must first find out current status of GRPS activity. If user is inactive GPRS-wise, the 3GPP AAA Server can safely use gprsUpdateLocation procedure towards HLR. If the user is active in GPRS domain, a notification could be sent to the user through the UE for user to decide further action. For example the user may disconnect GPRS connection before proceeding with WLAN access.
infoRetrieval procedure:

Using this procedure the 3GPP AAA server can request for the Authentication Vectors for the user (IMSI) by initiating SEND-AUTHENTICATION-INFO message to HLR. HLR/AuC validates the user (IMSI) and generates Authentication Vectors and responds back with SEND-AUTHENTICATION-INFO-ACK message that contains the generated Authentication Vectors.

The infoRetrieval (Authentication) procedure is illustrated in Figure X below.
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Figure X. infoRetrieval procedure

gprsLocationUpdate procedure:

Using this procedure the 3GPP AAA server can update the HLR with the local storage area information of the user and request HLR for the subscriber information (services, roaming, etc). 3GPP AAA server initiates this procedure by sending UPDATE-LOCATION message with the local storage area information. HLR sends the subscriber information through INSERT-SUBSCRIBER-DATA, which 3GPP AAA server acknowledges . HLR repeats the above procedure until all the data is sent. On successful completion of above procedure HLR responds with UPDATE-LOCATION-ACK message.

The gprsLocationUpdate (Subscriber Information retrieval) procedure is illustrated in Figure X.1 below.
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Figure X.1. gprsLocationUpdate procedure
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