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1. Introduction

WLAN-3G-Interworking means at least common authentication and billing. WLAN clients need information like authentication method, PLMN name,... The actual approach to send PLMN in SSID possibly may not be sufficient. Though WLAN-3G-interworking network selection is out of scope of 3GPP, SA2 should make proposals what information has to be sent and where this will be done to support network selection. 

2. What information is to be distributed

Some information is mandatory for connecting to a public WLAN hotspot, other is a “nice to have”.

Mandatory information is:

· PLMN

· Name of Hotspot (currently SSID)

· Address of AAA

· Possible authentication method (EAP-SIM / EAP-AKA, PEAP, 802.1x,...)

· DHCP present flag or used IP address space and DNS

Nice to have:

· Costs 

· Technology (IEEE 802.11a / IEEE 802.11b / HyperLAN...)

· Category (café, hotel, conference room, airport,...)

· Typ (public, private, corporate)

· Restrictions (like “hotel guests only”)

· Services

· Occupation of Access Point

· Location of hotspot within UTRAN cell

3. How is the information distributed

There exist three fundamental solutions where this information could be provided.

· Sign on the wall

Like “WIFI-Zone” with all information about authentication, costs,... Drawbacks are that these signs have to be in  line of sight to the users, the language could not be customized, the content is not standardized and the method is not state of the art. From Siemens point of view there should be at least additional methods to distribute interworking information.

· Within WLAN

This is not in the scope of 3GPP, but there should be assumptions or recommendations send to e.g. WIG. The vanilla SSID could be standardized, but what if other information should be transmitted with the SSID? The possible length is restricted to 32 octets even less. A more sophisticated solution may be a new information element in the beacon.

· Within 3G

The information could be distributed in 3G network also; either transmitted to dedicated subscribers or broadcasted e.g. in a new WLAN-SIB (System Information Block). Broadcasting over 3G has the additional advantage that users could be lead to the hotspot within UTRAN cell with LCS.

4. Summary and Proposal

Providing some information is mandatory to enable simple authentication in public WLAN hotspots. This information could be send either in WLAN or in 3G or both. Siemens proposes to discuss within SA2 what information should be sent, in which format and where it is to be provided. Expected outcome may be additional text in section 5.7 in the TS23.234 and LS to WIG.

