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7.3 Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:
There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs

· A given PDF may give policy information to a number of GGSNs

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the token in order to redirect the GGSN to a fake PDF.

For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the GGSN directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF.

7.4 Functions with Policy Control
The functions described below are based on the IMS elements (i.e. the P-CSCF represents the AF)
7.4.1 Authorise bearer service
Requests for bearer service are made from the UE. 
The GGSN requests an authorisation decision for a set of IP flows.

The decision identifies whether the set of flows is authorised or not. If authorised, the decision also identifies the maximum authorised QoS class and the maximum authorised bandwidth for the set of flows.
There may be links between the AF and PDF policies to authorise the bearer service.

The AF provides the service determined decision information.

The PDF provides the final policy decision controlling the allocated QoS resources for the authorized media stream to the GGSN.
7.4.2 Exchange of information for charging correlation
IMS charging information is available from the P-CSCF, and is required to be transferred to the GGSN.

The GPRS charging info is available in the GGSN, and is required to be transferred to the AF.
7.4.3 Enable flow
The AF determines when a flow is to be enabled to pass through the access network. 

The PDF opens the gate in the GGSN when ordered from the AF.
7.4.4 Disable flow
The AF determines when a flow is to be disabled from passing through the access network. 

The PDF closes the gate in the GGSN when ordered from the AF.

7.4.5 Revoke authorisation
The AF determines when a previous authorisation decision is no longer approved, and orders the removal of the previously authorised resources.

The PDF removes the allocated resources in the GGSN when ordered by the AF. 
7.4.6 Indicate bearer release/failure
The GGSN indicates when the bearer is released, or bearer failure occurs. The indication is passed through to the AF.
7.4.7 Confirm bearer reservation

The PDF may forward bearer reservation indications to the AF which confirms whether the previous resource authorisation should still be applicable.
7.5 Description of interfaces

The Rel6 policy control makes usage of:

· The interface between the GGSN and the PDF (Go interface) for service based local policy control.

The Go interface ensures that the PDF policy decisions are applied at the GGSN over the UMTS PS domain/GPRS and over the Gi interface.

· The interface between the Application Function (e.g. P-CSCF for the IM Subsystem) and the PDF (Gq interface) for service-based policy control.

The Gq interface ensures that the PDF policy decisions are applied for the service requesting access to IP bearer resources.
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