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3.2 Abbreviations

For the purposes of the present document, the abbreviations in 3GPP TS 21.905 [1] and 3GPP TS 22.141 [2] and the following apply:

CAMEL

Customised Applications for Mobile network Enhanced Logic

CAP


CAMEL Application Part
CGI


Cell Global Identity

CS



Circuit Switched

CSCF


Call Session Control Function

GGSN


Gateway GPRS Support Node

GMLC

Gateway Mobile Location Center

GPRS


General Packet Radio Service

HLR


Home Location Register

HSS


Home Subscriber Server

HTTP


Hyper Text Transport Protocol

I-CSCF

Interrogating CSCF
IETF


Internet Engineering Task Force

IMS


IP Multimedia Subsystem

ISDN


Integrated Service Digital Network

LIF


Location Interoperability Forum

MAP


Mobile Application Part

MSC


Mobile Switching Center

MSISDN

Mobile Subscriber ISDN Number

P-CSCF

Proxy CSCF

PLMN


Public Land Mobile Network

PPR                Privacy  Profile Register

PS



Packet Switched

PUA


Presence User Agent

RFC


Request For Comments

SAI


Service Area Identity

S-CSCF

Serving CSCF

SGSN


Serving GPRS Support Node
SIP


Session Initiation Protocol

SMS


Short Message Service

UE



User Equipment

URL


Uniform Resource Locator

WAP


Wireless Access Protocol

WML


Wireless Markup Language

WV


Wireless Village
End of second change
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5.1 Presence Server

The Presence Server shall reside in the presentity's home network.

The Presence Server shall be able to receive and manage presence information that is published by the Presence User/Network/External agents, and shall be responsible for combining the presence-related information for a certain presentity from the information it receives from multiple sources into a single presence document. The composing process to create the single presence document may involve complex transformations of presence information such as modifying the presence information from one presence source based on information from another presence source.

The mechanisms for combining the presence related information shall be defined based on presence attributes, and according to certain policy defined in the Presence Server. The Presence Server shall be capable of receiving and composing the Presence information received in the standardized formats from authorized sources regardless of the source of the information or the ability to interpret the information contained in the presence tuples. The information that the Presence Server is not able to interpret shall be handled in a transparent manner.
The Presence Server shall also allow watchers to fetch and subscribe either the full set of presence information of a presentity, or only certain tuples within. The Presence Server shall be able to generate partial notifications to a watcher, these partial notifications only contain those tuples of the presentity which have been modified since the latest notification sent to the watcher about this presentity. 


 

The Presence Server shall provide Subscription Authorization Policy. The Subscription Authorization Policy determines which Watchers are allowed to subscribe to a Presentity’s Presence information.  The Subscription Authorization Policy shall be resided in HSS. The Subscription Authorization Policy which is called the privacy data for location service may be resided in GMLC or other entity such as PPR as described in 3GPP TS 23.271[14].  When the watcher requests location related information for presentities, Presence Server shall request to check the Subscription Authorization Policy for LCS at the GMLC or PPR before the Subscription Authorization Policy for presence service is performed. It is implementation dependent whether  Presence Server can access directly the Subscription Authorization Policy check for LCS in GMLC or PPR.
The Subscription Authorization Policy also determines which tuples of  the Presentity’s Presence information the watcher has access. It shall be possible for the Presentity’s Presence User Agent to provide the Subscription Authorization Policy or it may be configured by the operator as part of the service provisioning.
The Presence Server may provide a filtering function that is used to limit the information that is delivered to a watcher.  After subscription the authorized watchers get notified of the actual Presence Information based on the Subscription Authorization Policy and the filters set by the watcher in the subscription.

The Presence Server shall collect watcher information to enable presentity to obtain information of the watchers that are or have been requesting, fetching or subscribing presentity's presence information. Service provider shall be able to define the maximum time period over which information is collected and stored. The watcher information list shall include:

-
identity of the watcher (unless anonymity was requested);
In case of anonymous watcher, the identity of the watcher shall not be provided to the presentity. The presentity shall be able to determine that an anonymous watcher has requested, fetched or subscribed presence information of the presentity including related information as specified in this list without revealing the watchers identity.

-
time of the request, fetch or subscription;

-
length of the subscription; and

-
state of the request or subscription.

The Presence Server shall be able to support the presentity obtaining the above watcher information. The Presence Server shall be able to receive watcher information fetches and subscriptions from the presentity. These watcher information fetch and subscribe requests shall be able to contain filters which define

-
what watchers the presentity is interested in;
Possible categories are:
-
all watchers;
-
defined watchers;
-
new, unauthorised watchers; and
-
defined and new, unauthorised watchers.

-
what information the presentity is interested in; and

The information is all or part of the watcher information list as defined above. 

-
the length of the watcher information history collection period that the presentity is interested in.

In response to watcher information fetches, the presence server shall be able to provide requested watcher information to the presentity. In response to watcher information subscriptions, the presence server shall provide notification to the presentity of the current state of the subscribed watcher information. When there are subsequent changes in the subscribed watcher information, notifications of the changes in watcher information are sent to the presentity.

The Presence Server may support rate-limiting or filtering of the presence notifications based on local policy in order to minimize network load.


5.1.1 Relationship of Presence Server with IMS entities
The Presence Server shall support SIP-based communications with the Presentity Presence Proxy. The Presence Server is a SIP Application Server as defined by 3GPP TS 23.228 [9], and is located using SIP URLs, standard SIP and existing IMS mechanisms (SIP routing, HSS query, ISC filtering, etc…).
The Presence Server shall also support SIP-based communications for publishing presence information.

When the presentity is associated with a UE that has subscribed to an IMS network, according to the home control model its Presence Server shall also be located within the presentity's home IMS network.
The address (es) of Presence Server is included in the filter criteria of subscriber as presentity in HSS.   Upon receiving the request of subscription to presentity from a Watcher Application in UE or a Watcher Application in Application Server, S-CSCF checks whether the presenity is located in the different network from the watchers home network or not. When the presentity is located in the different network from watchers home network, S-CSCF shall evaluate the the initial filter criteria and pass the SUBSRIBE message to the home network of presentity. S-CSCF in the home network of presentity shall download the initial filter criteria from HSS when there is no filter criteria locally in S-CSCF. S-CSCF shall evaluate the initial filter criteria with the message “SUBSCRIBE” and event header “ presence”, etc.    
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