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Start of first change

4.3

Reference points

4.3.1
Reference point Presence User Agent – Presence Server (Peu)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations on the size of the presence information.

Peu shall provide mechanisms for the Presence User Agent to manage subscription authorisation policies.  

Peu shall provide mechanisms for the Presence User Agent to supply only a certain subset of the presentity's presence information to the Presence Server. It shall also be possible for the Presence User Agent to supply the complete presence document over Peu.In order to provide all the functionalities required on this reference point, a combination of multiple protocols may be used.

IPv6 shall be supported for all functionalities required from a Presence User Agent that supports the Peu reference point. An IPv6 capable 3GPP UE shall use IPv6 when accessing Peu.
4.3.2
Reference point Network Agent – Presence Server (Pen)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations to the size of the presence information.

Pen shall provide mechanisms for the Network Agent to manage subscription authorisation policies.  

Pen shall provide mechanisms for the Network Agent to supply only a certain subset of the presentity's presence information to the Presence Server.

In order to provide the all the functionalities required on this reference point, a combination of multiple protocols may be used.

4.3.3
Reference point Presence External Agent – Presence Server (Pex)

This reference point shall allow a presentity’s presence information to be supplied to the Presence Server. [3] provides guidelines for such an interface. The transport on this reference point shall not impose any limitations on the size of the presence information.  

Pex shall provide mechanisms for the Presence External Agent to supply only a certain subset of the presentity's presence information to the Presence Server.

In order to provide all the functionalities required on this reference point, a combination of multiple protocols may be used.  Presence information obtained from an external network by the Presence External Agent is transferred across the Pex reference point to the Presence Server.

4.3.4
Reference point Watcher applications – Presence Server (Pw)

This reference point shall allow a Watcher application to request and obtain presence information. [3] provides guidelines for such an interface. 

The transport shall not impose any limitations to the size of the presence information.

In order to provide all the functionalities required on this interface, a combination of multiple protocols may be used.

This reference point shall support both presence monitoring and fetching modes. In the fetching mode, it shall be possible for the watcher to once request all or only a subset of a presentity’s presence information (i.e. one or more tuples) pertaining to certain communication means and/or contact addresses. 

In the monitoring mode, it shall be possible for the watcher to request monitoring of all or a subset of a presentity’s presence information (i.e. one or more tuples) pertaining to certain communication means and/or contact addresses and to explicitly request full or partial updates.

It shall be possible for the notifications containing the presentity's presence information to contain only the modified tuples, i.e. only those tuples which have changed since the last notification.

IPv6 shall be supported for all functionalities required from a Watcher application that supports the Pw reference point. An IPv6 capable 3GPP UE shall use IPv6 when accessing Pw.
4.3.5
Reference point HSS/HLR – Presence Network Agent (Ph)

This reference point shall allow the Presence Network Agent to query HSS/HLR about the state and status of a subscriber (associated with a presentity) from the CS Domain, GPRS and IMS perspective. This reference point may also allow the enabling of receiving updates of presence information. This reference point uses capabilities defined for the Sh reference point as defined in 3GPP TS 23.002 [14] as well as the MAP interface.

4.3.6 
Reference point S-CSCF – Presence Network Agent (Pi)

The S-CSCF may provide IMS-specific presence information (e.g. about ongoing IMS sessions). This reference point shall use mechanisms defined for the ISC reference point as defined in 3GPP TS 23.002 [18]. 

4.3.7 
Reference point Presentity Presence Proxy – HSS (Px)

This interface shall assist locating the Presence Server of the presentity. This interface is implemented using the mechanisms defined for the Cx and Dx reference points as defined in TS 23.002 [18].

4.3.8 
Reference point Presence Network Agent – GMLC (Pl)

This reference point shall be used by the Presence Network Agent to retrieve location information related to a subscriber (associated with the presentity). This reference point is implemented using the mechanisms as defined in  3GPP TS 23.271 [14] for the Le reference point as defined in TS 23.002 [18].  
4.3.9 
Reference point Presence Network Agent – SGSN (Pg)

This reference point shall allow the SGSN to report mobility management related events to the Presence Network Agent (such as attach/detach/routing area update). This reference point is implemented using the MAP interface.

4.3.10 
Reference point Presence Network Agent –MSC Server/VLR (Pc)

This reference point shall allow the MSC Server/VLR to report the mobility management related events to the Network Agent (such as attach/detach/location area update). This reference point is implemented using the MAP interface.

4.3.11 
Reference point Presence Network Agent – GGSN (Pk)

This reference point shall allow the GGSN to report presence relevant events to the Presence Network Agent (such as PDP context activation/de-activation). This reference point is implemented using the mechanisms of the RADIUS interface for reporting of access requests on Gi reference point as defined in 3GPP TS 29.061 [13].
4.4 
Support of OSA Presence Service Capability Server in the Presence Architecture

An OSA API may be provided to allow external application to access presence service features, details of which are found in 3GPP TS 23.127 [15].

The OSA Presence SCS may act like a presentity or a watcher. The application may then register as a presentity and/or watcher, to supply presence information, to request presence information, to be notified of subsequent changes, to request watcher information, and to manage  subscription authorisation policies. 
End of first change

Start of second change
5.2.1　Presence User Agent

The Presence User Agent element shall provide the following functionality:

· The Presence User Agent shall collect Presence information associated with a Presentity representing a Principal.

· The Presence User Agent shall assemble the Presence information in the format defined for the Peu reference point.

· The Presence User Agent shall send the Presence information to the Presence Server element over the Peu reference point.

· The Presence User Agent shall be capable of managing the subscription authorisation policies.

· The Presence User Agent shall handle any necessary interworking required to support terminals that do not support the Peu reference point.

From a conceptual view, the Presence User Agent (PUA) element resides between the presence server and the user’s equipment as illustrated in the reference architecture in figure 4.2-1. In reality, a Presence User Agent may be located in the user’s terminal or within a network entity. 
Where the PUA is located in UE, the UE shall support the Peu reference point to the Presence Server as illustrated in Figure 5.2.1-1 below. 
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Figure 5.2.1-1. UE based Presence User Agent

Where the PUA is located within the network, the particular network entity shall support the Peu reference point to the presence server as illustrated in Figure 5.2.1-2. In such a case an additional functionality may be required to resolve the location of the presence server associated with the presentity. 

In this case, the interface between the terminal and the Presence User agent is outside of the scope of the present document.
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Figure 5.2.1-2. Network based Presence User Agent
End of second change

Start of third change
6.1.2
Presence Structure to Support Multiple Values for Attributes

Attributes shall be mapped to separate tuples which have unique identifiers. If the presentity wants to show different presence information concerning one attribute to different watchers the presentity shall create more than one tuple that contain the same attribute with different value. The association of tuples to different watchers and watcher groups shall be based on the subscription authorisation policies s. The presentity controls the value of the attribute by modifying the corresponding tuple. Figure 6.1.2-1 illustrates how different values for different watchers are provided utilising subscription authorisation policies s. 

NOTE: The figure 6.1.2-1 is illustrative only and it shall not mandate or limit the server implementation options. 
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Figure 6.1.2-1: Illustration how subscription authorisation  lists are utilised to present different values of the same attribute to different watchers
End of third change

Start of fourth change
7

Subscription authorisation policies
Subscription authorisation policies shall define the watchers who can access the presence information of the presentity. In addition to the watcher identities, the subscription authorisation policies shall contain the presence information or reference to the presence information that is allowed to be accessed by the listed watchers. The subscription authorisation  lists can be logically arranged to be part of the presence server or a separate entity in the network. 

Subscription authorisation lists can be divided into three different categories: personal subscription authorisation  lists, public subscription authorisation  lists and blocking subscription authorisation lists.

Personal and general subscription authorisation  lists shall define which watchers can access which information. Personal subscription authorisation  lists shall explicitly identify watchers, while general subscription authorisation  lists relate to groups of watchers whose exact identities are not necessarily known by the presentity e.g. “all watchers” or “all 3GPP watchers”.

Blocking subscription authorisation lists shall define watchers that are not allowed to access any presence information related to the presentity.

A presentity shall be able to manage several personal and general subscription authorisation  lists as well as blocking subscription authorisation lists.

The three subscription authorisation  list categories shall be evaluated in the following order: blocking subscription authorisation lists, personal subscription authorisation  lists and general subscription authorisation  lists.

The following shows an example where the presentity has defined a single subscription authorisation  list for each category.

 In this particular example, once the hit is found the evaluation is halted and presence information according to access is delivered.

1. Is the watcher on the blocking subscription authorisation list? 

2. Is the watcher on the personal subscription authorisation list?

3. Is the watcher on the general subscription authorisation list (created e.g. by service provider containing all watchers)?

4. Send a notification to the presentity of pending subscription authorisation request.
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Figure 7-1. Example of subscription authorisation  list evaluation order for presence service
End of fourth change

Start of fifth change
A.2.5
Presence User Agent subscribing to watcher list and receiving notification of a new watcher subscription
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Figure A.2.5-1: Presence User Agent subscribing to watcher list and receiving notification of a new watcher subscription

Figure A.2.5-1 shows a Presence User Agent subscribing to watcher list and receiving notification of a new watcher subscription that is not contained in the current subscription authorisation policies s. The details of the flows are as follows:

1)
The Presence User Agent initiates a subscription to the Presence Server requesting notification of any new watcher subscriptions.

2)
The presence server issues a MsgAck to the Presence User Agent.

3)
A watcher  wishes to watch the Presentity. To initiate a subscription, the watcher sends a SubscribePres message request containing the presence related events that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last to the Watcher Presence Proxy. The Watcher Presence Proxy sends the SubscribePres information flow to the Presentity Presence Proxy. 

4)
The SubscribePres is forwarded by the Presentity Presence Proxy to the Presence Server.

5)
The Presence Server checks the subscription authorisation policies s and determines that this is a new watcher subscription not contained in the current subscription authorisation policies s and so sends a notification to inform the Presence User Agent of the request from the new watcher. 

6)
The presence server issues a MsgAck to inform the watcher that the Presence Server has received the watcher’s request for Presence information. The MsgAck is sent to the Presentity Presence Proxy.

7)
The MsgAck is forwarded by the Presentity Presence Proxy to the watcher via the Watcher Presence Proxy. 

Steps 8 – 10 depend on the actions of the Principal. The Principal can ignore the notification sent in step 5 or can respond with an Update of the subscription authorisation policies s to Accept, Accept with conditions or Deny the request.

8)
The Presence User Agent sends an UpdateSubscriptionAuthorisationPolicies s to the Presence Server. (If the Presence User Agent decides to accept, block or accept with conditions the Presence Information requested by the watcher an appropriate SubscriptionAccepted, SubscriptionBlocked or SubscriptionAcceptedWithConditions is sent within the UpdateSubscriptionAuthorisationPolicies s to the Presence Server).

9)
If the UpdateSubscriptionAuthorisationPolicies s accepts the subscription then the Presence Server sends a NotifyPresUp message with the current state of the Presence User Agent to the Presentity Presence Proxy. If the UpdateSubscriptionAuthorisationPolicies s indicates that the subscription is blocked then steps 9 and 10 are not performed.

10)
The Presentity Presence Proxy forwards the NotifyPresUp message to the watcher via the Watcher Presence Proxy.

End of fifth change
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