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Introduction

This contribution aims at clarifying / proposing solutions for architecture 2 and 3. It is a companion document of Tdoc S2-023387, S2-023388 and S2-023462

Discussion

Some points are discussed in the companion documents (S2-023387, S2-023388 and S2-023462), such as 

· whether it is better for UESBI sent to RAN to be made up of a standard bitmap or made up of IMEISV 

· Why it is mandatory for the UE to be able to send its bitmap at the early stage of the RRC connection establishment and giving a proposal on a possible solution how 

· Where to locate the translation of IMEISV into standard bitmap for architecture 2

Other points are not clarified yet and it is the intent of this contribution to clarify

· The nature of the bitmap in both architectures

· Way to work with Gs interface/Network Mode of Operation = 1 in case of architecture 2
· If UESBI is needed by the Gb interface part of the GSM BSS, then architecture 1 or 2 does not need to be developed because the Gb part of a GSM BSS can get the UESBI through a 2 phase access.
· Miscellaneous clarifications for architecture 2 and 3

Proposal

To modify the TR ue.8de according to the text with word revision below



START of modified part

5.1.7
Inter-RNC/BSC Handover/Relocation

Should the anchor MSC send the UESBI to the target BSC/RNC, or, should the “transparent container” be used to carry the information between RAN nodes?

This is to be studied further, however some points to consider are:

a)
all BSCs and RNCs have to be upgraded to support this use of the transparent container. This could involve changes in up to perhaps 4 different hardware platforms (2 GSM BSC vendors and 2 UMTS RNC vendors).

b)
when the UESBI is sent by the anchor MSC, relay MSC functionality is needed to handle BSC/RNC handovers within the relay MSC’s area. With the transparent container the solution works even if the relay MSC has not been upgraded.
c)
A interface (and some E interface) messages have a length limit of around 255 bytes. It needs to be checked whether either approach causes problems.

5.1.8
Impact on VLR Storage Capacity

For every subscriber, the VLR should be able to store the subscriber data sent in [2] MAP Insert Subscriber Data messages plus several Security Vectors. Compared to this volume of data, the 8-10 bytes needed to store IMEISV (or bitmap in architecture 2) per subscriber is small.

5.1.9
Mandatory IMSI Attach to MSC

The GSM CS domain signaling permits networks to not use Attach/Detach. However, the GSM Association has for more than [10] years required network operators to use Attach/Detach.

This is not seen to be a problem.

5.1.10
Handling of UESBIUESBI during the Attach Procedures

Editor’s note: This has not been discussed during the drafting session. 

How is the UESBI handled during the Attach procedure. Eg is the Iu interface Common ID message delayed until both IMSI and UESBI are available, or is it sent twice, once with IMSI and the second time with IMSI plus UESBI?

5.2

Architecture 2:
Iu interface carries Bit Map of UE Faults derived from the IMEISV sent to the CN

5.2.0
Summary

This method is the same as architecture 1, except as listed in the following subsections.

The above sections 5.1.4 to 5.1.10, inclusive apply to Architecture 2.

5.2.1
General description

MSC/SGSN use the IMEISV to derive the Bit Map of UE Faults. 
When the mobile attaches to the MSC/VLR or to the SGSN, the IMEISV is retrieved using the existing MM or GMM/PMM signaling defined in 24.008 (MM Identity  Request procedure or IMEISV request information element within GMM/PMM “authentication and ciphering” procedure). Then access to a translation database is made and as a result MSC/SGSN gets the translation between IMEISV and the bitmap. Which database is accessed is the object of section 5.2.2..
The bitmap is then transferred to the RAN and stored in the internal MSC/VLR or SGSN database for further transfer to RAN: At subsequent Iu interface connection establishments (both ‘initial’ and for ‘handover’), the MSC/SGSN sends the Bit Map of UE Faults to the SRNC (instead of the IMEISV used by architecture 1). 

The SRNC then uses the Bit Map of UE Faults to derive the capabilities of the UE and to take the necessary specific actions as given in the Bit Map bit definitions in TSG RAN specifications.
5.2.2 Location of the database for the conversion between IMEI-SV and standard bitmap
This the object of another contribution
5.2.3
Nature of Bit Map of UE Faults



When a mobile is put on the market it may happen that a radio feature has been  implemented on the mobile (e.g. put as “supported” in the classmark) but has never been deployed on any real network. It may then happen upon operator deployment of the radio feature that it is discovered that this feature is improperly implemented by some mobiles. In this case, 

· A relevant position in the bitmap is reserved by 3gpp about the correct implementation of the feature in mobiles

· the feature is inhibited in the RAN unless RAN receives a bitmap with the bit in the relevant position set to indicate that the mobile correctly supports the feature

For the mobile launched before the problem, the default value of the bitmap is “function not supported” i.e. all bit position/values not defined by 3gpp at the time the bitmap is generated take the value “function not correctly supported”. 
The BMUEF contents does not differ when sent to different makes of RNC as it is a standard defined set of UE capability


The bitmap sent by a SGSN and the bitmap sent by the MSC to the RAN are the same as RAN provides an unified service regardless of whether it serves an UE for CS and/or PS domain service.
5.2.4
Gs interface/Network Mode of Operation = 1
When using NMO=1, SGSN transfers the bitmap to the VLR on Gs. VLR then stores the bitmap to use it at a later RAN interface connection establishments. The bitmap is transferred by the SGSN on the message establishing the Gs association.

5.2.5
Does the VLR/SGSN database store the IMEISV or the BMUEF?

Given that mobiles could stay attached for many days and that the ‘IOT problem database’ could be updated daily, it shall be possible to ensure that the bitmap sent to RAN has the most accurate value . This can be ensured by regularly looking up the translation database of IMEISV into bitmap. This implies that besides the bitmap, the VLR/SGSN also stores the IMEISV. 
Note that if the UESBI needed to be transferred between SGSNs (or MSCs) at RA (or LA) update, then this question is not just an implementation detail. 
5.3
Architecture 3:
IMEISV or Bit Map of UE Faults sent from UE to RAN

5.3.1
General Description

The UE sends its UE Capability Information to the SRNC in one of the messages sent early in the RRC connection establishment. 

In order to handle GSM to UMTS handover, the UESBI is sent by the UE to the GSM BSS within the already-defined “Inter RAT Handover Info” parameter. Existing A interface procedures then carry the UESBI  as part of the “Inter RAT Handover Info” which is already included with the already existing “transparent container” sent in the inter BSC/RNC handover signaling.

Other UMTS/GSM handovers/relocations are also enabled by the “transparent container”.

The nature of UESBI being transferred to RAN is discussed in section 5.3.2
5.3.2 Nature of the UESBI information being transferred

5.3.2.1
General principles
UESBI is a set of bits to be introduced in the RRC protocol. The use of these bits is to support the handling of problems encountered when there are specific faults in early mobiles identified. 

The use of these bits, is to indicate to a network (i.e. RNC), that the mobile doesn’t have a “problem” which is documented in TR XX.XXX (the 3GPP equivalent of the TR 09.94 for known mobile faults) & YY.YYY (the 3GPP equivalent of the TR 09.95 for known standard faults). This allows the network to initiate features or procedures which were found faulty in existing mobiles. In doing this, it is possible to leave existing commercialized mobiles untouched (albeit with limited functionality) whilst at the same time allow the commercialization of new mobiles which can have these features activated.

The absence of these bits should be interpreted by the network to mean that the mobile may have problems described in TRs XX.XXX and YY.YYY and the network should apply the recommended workarounds.
The exact set of messages in which UESBI is to be transferred is to be documented in RAN specifications.

5.3.2.2
Problem definition and use of safety belt and hook bits 

As a rough rule it can be assumed that Two strategies have to apply, they are called “Safety belt” and “General corrections”;

· Safety belt strategy (Safety belt bits)

Some UESBI information is sent in the very early RRC messages sent on radio (e.g. RRC CONNECTION REQUEST) to solve problems that arise in the very early phase of the RRC connection establishment 

Due to size limitations of these messages the number of UESBI bits added will be limited and so these bits should not be used in cases where the use UESBI information in later RRC phases would be sufficient (“General correction strategy”). These bits can be seen as providing a safety belt in early radio connection phases cases hence the terminology.
· General correction strategy (hook bits)

It is intended that these bits are used to solve problems that occur  after the RRC connection is established.

These hook bits are supplied in later RRC messages  (e.g. RRC CONNECTION SETUP COMPLETE and the HANDOVER TO UTRAN COMPLETE):

· after the RRC connection is setup on UTRA ;

· or when the RRC connection is setup as a result of a successful incoming handover (e.g. GSM).

5.3.2.3
Example of possible use of the UESBI .

The following is a list (non exhaustive) of foreseen problems:

· Hole in the standards
This is the case where there is a hole in the standards which leads to the blocking of a feature. In this case a change in the hooks is used.
· Non backward compatible standards change
This is a case where a major problem is found in the standards where the standard is wrong and the easiest change is to perform a non backward compatible change in the mobile.
In this case the CR would be mandated for the network and the mobile would signal its support of the problem in the hooks.
· Mobile implementation errors not found due to lack of IOT or conformance testing  
In this case it is found that a functionality that is either partially tested or not tested at all has a problem when initiated by the network.
In this case, future mobiles that are produced without the problem would then signal the fact that they do not have the problem in the hooks.

5.3.2.4

Way to use the UESBI

Although it is difficult to foresee how many problems and what nature these problems will take, it should be recognized that the number of bits are limited and the following list of possible uses of the hook bits is also envisaged.

Use of the bits (non exhaustive) are foreseen:

· Time stamp
The provisioning of a number of bits to indicate a time stamp (for example representing RAN#33) may be applied when there is a consensus in standards. The time stamp effectively groups a number of faults into a package. In this case mobiles indicating a certain time stamp would indicate that they do not have any of the problems indicated in the TR XX.XXX and YY.YYY versions accepted at the specified RAN meeting. The network must assume that all mobiles with earlier timestamps may have the problems indicated in the technical reports and it should apply the recommended work around.

· Single bit indications
The provisioning of a single bit indication may be allocated where a problem is linked either to a particular procedure/feature or to a particular hardware problem.

5.3.3
Applicability of this Architecture for Use with Other Network Entities

UESBI. 

Even If UESBI is needed by the Gb interface part of the GSM BSS, then architecture 1 or 2 does NOT need to be developed because the Gb part of a GSM BSS can get the UESBI through a 2 phase access. 
There is no requirement to provide UESBI to the A interface part of the GSM BSS,.

If SGSNs or other CN nodes needed the UESBI, then this would imply that

· UTRAN gets directly UESBI from UE

· The CN node has its own way to get CN level UESBI information. 

Anyhow RAN level and CN level UESBI information are of totally different nature 
Note that for this architecture to apply there is no need to have support from the MSC/VLR or SGSN.
5.3.4

Message length limits on A/E interfaces

A interface (and some E interface) messages have a length limit of around 255 bytes. It needs to be checked whether this architecture does not cause message length problems.
The split of UESBI information in 2 parts: “safety belt” bits (to be made known at very early stage of the radio connection establishment hence at very early stage of Hand-Over) and “hook” bits (that may communicated to UTRAN later on) allows to limit the size of information to be transmitted on A/E interface. 
Anyhow the “RRC Connection Request” and the “UTRAN Classmark Change” should both be limited with respect to their size. A rough assessment of the size that would be devoted to UESBI in these messages is 8-10 bits, and hence only that amount of information would need to be transferred on A/E interfaces.  
5.3.5
Extra call set up delay on GSM radio interface.

The mobile sends the Inter RAT Handover Info in the UTRAN Classmark Change message. The addition of extra information to this message may well cause the message to exceed another [20] octet boundary. If this happens, it is likely all call set ups, SMSes and Location Updates would take an 235ms. This has an impact on SDCCH congestion, call set up delay (and obviously, emergency call set up delay).

The split of UESBI information in 2 parts: “safety belt” bits (to be made known at very early stage of the radio connection establishment – hence at very early stage of Hand-Over) and “hook” bits (that may communicated to UTRAN later on) allows to limit the size of information to be transmitted on GSM air interface.
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