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1. Introduction

There has been a lot of discussions towards evolving a 3GPP- WLAN interworking reference architecture. The reference model illustrate the relationship between the various networks that may be involved in 3GPP System – WLAN interworking. Both the roaming as well as the non-roaming scenarios will have to be considered for such a reference architecture. Identifying the interface points both within the 3GPP system as well as within a WLAN deployment scenario is important for an interworking model.

In this contribution it is suggested that the OSA (Open System Access) interface be used as the 3GPP side interface point. 

The Open Service Access

The Open Service Access (OSA) enables applications to make use of network functionality. Network functionality offered to applications is defined in terms of a set of Service Capability Features (SCFs). These SCFs provide functionality of network capabilities, which is accessible to applications through the standardised OSA interface (TS 22.127).

Service Capability Servers provide the applications with service capability features, which are abstractions from underlying network functionality. Examples of service capability features offered by the Service Capability Servers are Call Control and User Location (TS 22.127). 

In this contribution we suggest the use of OSA as the 3GPP side interface end point. The following figure illustrates the use of OSA as the 3GPP side interface point.
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The WLAN system interfaces with the SCFs offered by the SCSs.
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Basic mechanisms in OSA for WLAN interface

The 3GPP-WLAN interface architecture will cover roaming and non roaming issues. The basic mechanisms of OSA that can be used for the WLAN interworking are summarized below (TS 22.127). 


Authentication: Once an off-line service agreement exists, any application can access the authentication function. The authentication model of OSA is a peer-to-peer model. The application must authenticate the framework and vice versa. The application must be authenticated before it is allowed to use any other OSA function.


Authorisation: Authorization is determining what applications are allowed to do. Authentication must precede authorisation. Once authenticated, an application is authorised to access certain service capability features.


Discovery of framework functions and network service capability features: After successful authentication, applications can obtain available framework functions and use the discovery function to obtain information on authorised network service capability features. The Discovery function can be used at any time after successful authentication. The WLAN interworking entity can use these features for discovery of service capability.


Establishment of service agreement: Before any application can interact with a network service capability feature, a service agreement must be established. A service agreement may consist of an off-line (e.g. by physically exchanging documents) and an on-line part. The application has to sign the on-line part of the service agreement before it is allowed to access any network service capability feature.

             Access to network service capability features: The framework must provide access control functions to authorise the access to service capability features or service data for any API method from an application, with the specified security level, context, domain, etc.

Conclusions

In this contribution we suggest that OSA be identified as the 3GPP side interface end point. If this contribution is accepted SASKEN offers to work towards the additional details and expand the scope of SCFs to include any WLAN-3GPP interface specific functionality.

_1086173073.doc






WLAN side entity







OSA as 3GPP side interworking  end point







Intranet / Internet







WLAN Access Network







3GPP visited/home network







HLR/HSS 












_1086172443.doc


SCS







‘Gateway’







OSA API



































































3GPP system







CSE







  ….







HSS







Physical entity







Functional entity











WLAN system












