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This contribution proposes to add the following text to the ‘Technical Report Enhanced support for User Privacy in location services.

Introduction

In order to fulfil national regulatory option, the LCS REL5 shall have the password functionality. This password functionality enables UE to limit unwelcome LCS access from a third party.

5.5 Password

The password shall be handled as the national regulatory option for LCS service to protect UE against monitoring his/her location from the third party access.

The password is set and managed by the UE. The UE is responsible to distribute his/her password to whom it is allowed to request his/her location. Once password has been set and properly distributed, UE is protected against the location request from a third party that does not know his password.
9 Password stage2

There are several ways to standardize the password handling. The following table compares the possible solutions.

	
	Node where password stored
	How to update his password
	Node where password is compared
	Impacts to the standardization

	Alt.1
	GMLC
	Update without any impact to 3GPP. (Using WAP access as an example)
	GMLC
	Le interface

	Alt.2
	HLR
	According to the 3GPP standard 
	GMLC
	Le interface and,

UE-SGSN/MSC password update,

SGSN/MSC-HLR password update,

HLR-GMLC password update



	Alt.3
	UE
	In UE internally
	UE
	Le interface and,

Lg interface (GMLC and serving node),

23.030 interface


[Editor’s note]: A solution to be chosen is FFS. It is recommended that a solution be found taking account of the following aspects. 

· Roaming

· GMLC located in different PLMN

· Security for password handling

