TSG-SA WG2
S2-010430
SA2 Meeting 26 February – 2 March 2001
End-to-end QoS
Gothenburg, Sweden


Source:

AT&T

Title: 
RSVP Proxy Function in GGSN

Document for: 
Approval

1 Introduction

RSVP as currently defined in RFC2205 travels end-to-end, i.e., from the sender to the receiver and back. However, the need for non end-to-end RSVP has been identified for 3GPP environment. In QoS Scenario 6 of TS23.207, RSVP protocol is used between the GGSN and the far end host or far end GGSN. In this scenario, GGSN acts as both RSVP sender and receiver proxy. 

This contribution proposes some high level functional descriptions of RSVP sender proxy and receiver proxy for scenario 6.

2 Discussion

RSVP [RFC2205] is a well-established, standard IETF protocol that is used by applications to signal their QoS requirements to the network and obtain feedback about the network's ability to provide the requested QoS. However, RSVP as currently defined travels end-to-end i.e. from the sender to the receiver and back. In 3GPP environment, this end-to-end nature of RSVP is not always applicable. For example, it might be that some high-end sender UE has been modified to support RSVP; there is no use in forwarding RSVP messages to the low-end receiver UE since it does not support RSVP. Another example is where an operator is very conscious about the air interface efficiency and does not allow any RSVP messages over the air; however, RSVP is still beneficial within the access domain it has been enabled in.

RSVP Sender and Receiver Proxy currently being proposed in IETF may be used to address such situations.

RSVP Receiver Proxy is an intermediate network node originates the Resv message on behalf of the receiver identified by the Path Message. RSVP Sender Proxy is an intermediate network node generates the Path message on behalf of the sender based on some trigger from the sender.

The proxy functionality does not imply merely generating a single Resv or Path message. Proxying the Resv involves installing state in the node doing the proxy i.e. the proxying node should act as if it has received a Resv from the true endpoint. This involves reserving resources (if required), sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down. The device proxying the Path message must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages.

The decision on whether to proxy a RSVP session may be done under policy control. Policy control can be performed using policy that has either been locally specified or specified by a policy server via a protocol such as COPS for RSVP. For example, in the downlink direction, when GGSN receives a RSVP Path message it will query the PCF or the LDP. If the returned decision objects include a RSVP Receiver Proxy flag, the GGSN will install a Receiver Proxy state for the session and return a Resv message back to the sender; otherwise, the GGSN will forward the Path message to the UE as in scenario 4. In the uplink direction, when GGSN receives a PDP Context Activation request it will query the PCF or the LDP. If the returned decision objects include a RSVP Sender Proxy flag, the GGSN will install a Sender Proxy state for the session and generate the Path message.

3 Proposal

It is proposed that following change to be made in Annex A of 23.207.

Proposed changes to Annex A of TS23.207
A.2.6
Scenario 6

The UE performs an IP BS function which enables end-to-end QoS without IP layer signalling and negotiation towards the IP BS function in the GGSN, or the remote host.  The UE provides IP level end-to-end QoS information to the GGSN, using IP specific elements of the context activation/modification message , to enhance the interworking options to an RSVP function in the GGSN.  The end-to-end IP QoS bearer service towards the remote host is controlled from the GGSN.
The scenario assumes that the GGSN supports DiffServ edge functions, and the backbone IP network is DiffServ enabled.  This scenario does not preclude the backbone IP network from having RSVP non-transparent routers.

The GGSN may use the IP specific elements in PDP context activation/modification message to invoke RSVP messages to setup the uplink as well as the downlink flows in the backbone IP network up to the remote host.  For example, in the uplink direction, the GGSN may use the IP specific elements in PDP context activation/modification message to generate the RSVP Path messages, with the desired QoS / traffic specification, to the specified destination IP address.  Also, the GGSN DiffServ edge function may use the IP specific elements in PDP context activation/modification message to select the appropriate DiffServ setting to apply.  This is shown in the figure below.There exist IP specific elements of PDP context activation/modification message that is transferred from the UE to the GGSN.  The elements are discussed in Annex B.
In the uplink direction, the GGSN acts as a RSVP Sender Proxy and originates the Path message on behalf of the UE. The GGSN will maintain the end to end QoS semantics while implementing the proxy functionality. It must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages for the session.

In the downlink direction, the GGSN acts as a RSVP Receiver Proxy and generates the Resv message on behalf of the UE. The GGSN should install a Resv Proxy state and act as if it has received a Resv from the true endpoint (UE). This involves reserving resource (if required), sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down.
The decision on whether to proxy a RSVP session may be done under policy control.  Policy control can be performed using policy that has either been locally specified or specified by a policy server via a protocol such as COPS for RSVP 
In this scenario, the control of the QoS over the UMTS access network (from the UE to the GGSN) may be performed either from the terminal using the PDP context signalling. Alternatively, subscription data accessed by the SGSN may override the QoS requested via signalling from the UE.

The QoS for the downlink direction is controlled by the PDP context between the UE and the GGSN. The GGSN terminates the RSVP signalling received from the remote host, and may use the information in the IP specific elements in PDP context activation/modification message when processing RSVP.  The QoS in the uplink direction is controlled by the PDP context up to the GGSN. The GGSN may use the IP specific elements in PDP context activation/modification message to provide the interworking with RSVP towards the remote host.  The IP specific elements in PDP context activation/modification message may allow for the establishment of the RSVP session..  

The end-to-end QoS is provided by a local mechanism in the UE, the PDP context over the UMTS access network,  DiffServ through the backbone IP network, and RSVP in the remote access network.
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Figure A.7: Local UE supports IP specific elements in PDP context activation/modification message and GGSN provides interworking with RSVP 
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