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Introduction

S2P-010005 discusses comparison of service requirement compliance between NRPCA, SMS, SIP and SMS + always on. However the comparison seems not to consider some important viewpoint, consequently the comparison might not be enough

This contribution proposes revised comparison table according to our analysis. The analysis will be shown in the next section.

Assumption

Firstly, NRCA means the solution specified in S2-010529, it replaces the section 7.2 in TR23.874v1.3.0.

Secondly, S2PUSH56 describing presence notification with NRCA solution is added into the TR because the tdoc was approved in Makuhari meeting.
Discussion

There are some discussion points to revise the tables.

Classification of mechanisms to be evaluated
The important viewpoint for evaluating each solutions is as following:

· It is possible to classify each mechanism in TR 23.874 into two class.

· First class consists of solutions, referred as NRPCA, SMS and always on, providing bearer for push application. 

· Second class consists of solutions, refered as WAP Push and SIP, applications on top of the bearer provided by a mechanism in the first class. Indeed, WAP is bearer independent mechanism as its design principle.

· Therefore any combination from each class could be considered imaginably, e.g. NRPCA + WAP Push or SMS + SIP.
From this point of view, evaluations referring WAP Push or SIP can be applied to NRPCA even if further standardization work would be required
. Related modification can be shown in item number 2, 5, 6, 8, 10, 11, 13, 15, 16, 17, 19, 20, 21.

Choice of bearer mechanism

SMS is widely deployed today in GSM. It is going to go also in 3G. However in future mobile terminals would be used not only for people but also for various machines, so that the machines can be observed from remote. The mobile terminal for such an application would be adopted minimal implementation. The minimal implementation is expected to have IP application support, 

more precisely GPRS (Session Management and GPRS mobility management) support, considering widely deployed IP solutions in the world. So it is danger for us to assume SMS would be always available.

Related modification can be shown in item number 3 and 14.

Other details

· Correct interpretation of sentence “as far as possible” propely, shown in the item number 2

· From the PDP context point of view, GGSN resources should be considered for evaluation, shown in the item 4

· This evaluation is for undergoing R5 solutions. So the feasibility studies result shall be take into account. Related to the item G,E in the table 2.
· Always on requires active PDP context even if a push request completed, shown in the item B in the table 2.

Proposal

The table should be incorporated as a new annex to TR 23.874. According to the revised table, the conlusion of the TR shall be described.

***text to be inserted starts here**********

Annex X: Fulfillment of Service Requirements

This section compares the four solutions NRPCA with user-id, SMS push service, SIP push service, and SMS+ “always on” against the service requirements formulated by SA1.

The following abbreviations are used in the following tables:

C = Compliant

N/C = Not Compliant

N/A = Not Applicable

O/S = Out of Scope of 3GPP standardisation

FFS = For Further Study

Table 1: Fulfillment of general service requirements

	
	NRPCA with user-id
	SMS push service 
	SIP push service
	SMS+always on

	General
	
	
	
	

	1.The Push Service shall allow a network 
 to initiate delivery of information 
 to the UE.

	C

However, no protocol specified between external and GPRS networks.
	C

e.g. WAP 1.2
	C
	C

e.g. WAP 1.2

	Push services mechanisms shall:
	
	
	
	

	2 -re-use existing standards as far as possible 
	C

However, requires changes and additions
	C

e.g. WAP 1.2
	C


	C

e.g. WAP 1.2

	3 -propose extensions to existing standards and avoid interoperability problems by using standard procedures and interfaces.
	C

Terminal, SGSN, and GGSN have to be updated, which will cause interoperability problems.
	C

SMS is widely deployed today. However, this is not true for future terminal.
	C
Terminals have to be updated, which will cause interoperability problems.
	C

SMS is widely deployed today and GPRS always on is being deployed today.
SMS applicability is not true for future terminal

	
	
	
	
	

	Service Activation and Invocation

	
	
	
	

	4 Push services shall efficiently use network resources 

	C

Requires less GGSN resource.

Introduces higher load on HLR from Gr i/f.
	C

Requires less GGSN resource
Introduces higher load on HLR from Gr i/f. 
	C

Requires the largest GGSN resources.
	C

flexible solution
Requires larger GGSN resources

	5 The user shall be able to manage the Push service according to his/her preferences and reconfigure his QoS
 requirements.
	C
To support this functionality a PUSH application needs to be specified. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C


	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	6 The Push service may be rejected if the UE is not capable to accept the request.
	C
To support this functionality a PUSH application needs to be specified. WAP can be one of the application. 
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C


	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	7 If the Push service is rejected by the UE, the application could use the push service Store and Forward mechanism.

	FFS
To support this functionality a PUSH application needs to be specified.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2.

Built in feature of SMS.
	FFS

To support this functionality a PUSH application needs to be specified.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2.

Built in feature of SMS.

	8 The Push service delivery will be rejected if the User declines the service

	C
To support this functionality a PUSH application needs to be specified. WAP can be one of the applications.

	C

This functionality is handled by the PUSH application, e.g. WAP 1.2.


	C


	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	9 As an option, it shall be possible to send a UE notification to the Push Service, indicating the UE availability (e.g. in order to start pushing content)

	C
Handled by the GPRS network with presence extension.
	C 

Built in alert in SMS. Implicitly supported by WAP 1.2.


	FFS

Should be possible through standard SIP procedures.


	C

Handled by the presence database. Implicitly supported by WAP 1.2

 

	10 Push services shall optionally provide reliable delivery by Store and Forward mechanism.

	C
To support this functionality a PUSH application needs to be specified.  WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	FFS

To support this functionality a PUSH application needs to be specified.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	11 Push services shall provide for both confirmed and unconfirmed delivery.

	C
To support this functionality a PUSH application needs to be specified.   WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	FFS

To support this functionality a PUSH application needs to be specified.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	Addressing and Routing requirements
	
	
	
	

	
	
	
	
	

	12 It shall be possible to uniquely identify push service recipients. 

	C
	C
	C
	C

	Service Provision and Characteristics

	
	
	
	

	13 Third parties must have authorization from the PLMN Operators in order to use push service.

	C
To support this functionality a PUSH application needs to be specified. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C

The user/service sending a SIP Invite message to a proxy can be authenticated.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	14 Push services shall be available when roaming.
	C

requires every node supports NRPCA with dynamic addresses.
	C
	C
	C

	15 Push services shall support multiple delivery classes as initiated by either the application or by the user: 

	C

This functionality is handled by the PUSH application. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2.
	C

This functionality is handled by the PUSH application.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2.

	16 Push services shall optionally support a UE capability negotiation mechanism to allow the application server and/or the network to determine the characteristics of the UE (e.g. supported content types, languages, character sets, content encoding, as well as device characteristics).

	C

To support this functionality a PUSH application needs to be specified. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C


	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	17 Push services shall support the ability to push any content type (e.g. MIME types and subtypes).

	C

This functionality is handled by the PUSH application. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C

This functionality is handled by the PUSH application.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	18 Push services shall optionally support the ability to multi-cast.

	N/C

To support this functionality a PUSH application needs to be specified.GPRS NRPCA does not support multicast.
	N/C

This functionality is handled by the PUSH application WAP 1.2 does not support multicast.
	C

e.g. SDP supports multicasting
	N/C

This functionality is handled by the PUSH application, e.g. WAP 1.2 WAP 1.2 does not support multicast.

	Charging Aspects

	
	
	
	

	19 Push services shall support various charging mechanisms (e.g. reverse, prepaid and reply charging etc.)

	C
	C
	C
	C

	Security Services

	
	
	
	

	20 Push services shall protect the end user and network against unsolicited push delivery of messages and applications .

	C
To support this functionality a PUSH application needs to be specified. WAP can be one of the applications.
	C

This functionality is handled by the PUSH application, e.g. WAP 1.2
	C

	C

This functionality is handled by the PUSH application, e.g. WAP 1.2

	21Push services shall provide end-to-end security (e.g. between the Application Server and the UE).
	C

To support this functionality a PUSH application needs to be specified.
	C

This functionality is handled by the PUSH application.
	C


	C

This functionality is handled by the PUSH application.


Table 2: Fulfillment of GPRS minimum implementation requirements

	
	NRPCA with user-id
	SMS push service 
	SIP push service
	SMS + always on

	Service Activation and Invocation
	
	
	
	

	A) The Push Service shall cause a PDP context to be activated within the limitation of the subscription.
	C
	C,
when needed.
	C
	C,
when needed.

	B) Upon completion of the Push Service delivery, the Service Provider or the Subscriber may request GPRS network to release the PDP context.
	FFS
but mostly application dependent.
	FFS
but mostly application dependent.
	N/C PDP context should be always on until user want to release it.
	 FFS
but mostly application dependent.

	Addressing and Routing requirements
	
	
	
	

	C) The subscriber shall be identified by a GPRS PLMN subscription User-ID. 
	C
	C
	C

SIP uses SIP URI or E.164 (MSISDN)
	C

	Service Provision and Characteristics
	
	
	
	

	D) The subscriber shall subscribe to GPRS with appropriate QoS and APN in advance.
	C
	C

e.g. WAP has this as a prerequisite
	C
	C

e.g. WAP has this as a prerequisite

	E) The Push Service shall support IPV4 PDP context with dynamic addressing. GPRS PLMN shall be able to assign a private IP address within GPRS network for the PDP context.
	C


	C

(Already supported)
	N/A

R5 and IPv6 perspective
	C

(Already supported)

	F) For service request requiring realtime or streaming QoS service classes, GPRS PLMN shall be able to establish a new PDP context to accommodate the request. 
	C
	C
	C
	C

	G) For service request with background or interactive QoS class, GPRS PLMN may share PDP context with other service requests with same QoS class. The decision shall be made based on the prior agreement with the subscriber.
	C
	FFS

However, supported by WAP.
	C
	FFS

 However, supported by WAP. (Compliant when a PDP context is already active)

	
	
	
	
	

	
	
	
	
	


� Evaluation depending on SMS functionality should not be applied to NRCA.


� which may also be external to the PLMN


� data/multimedia


� e.g. e-mails notifications, stock quotes, alerts, instant messaging, presence notifications, news, software upgrades, reminders etc


� e.g. re-use or releasing existing network resources, e.g. PDP contexts, when appropriate


� real-time or streaming, background, interactive





