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1. Introduction

This paper builds on S2-001905 (Motorola), S2–001970 (BT), S2-010306 (Motorola) and S2-010568 (Motorola) and the results of the drafting in Los Angeles on Identification of Users

This paper also notes that LS S2-002010 was sent to T2, T3, SA3, and CN1 and asking them to consider and comment on the following text that was being considered by SA2:

In  order to ensure easy portability of services from one UE to another by the subscriber, the subscriber identity  and the Home domain name of the UE (contained e.g. in a SIP URL), should be stored on the USIM of the UE for the case where the UE is an embedded SIP client. The storage location for the case where the UE contains a stand alone SIP client connected to an ME is FFS.
Since then all the liased groups have responded in a positive manner indicating that they have no problem with this approach except T3. This paper is written with the expectation that SA2 will receive a positive response from T3 also before the end of this meeting. Also since the original LS was sent there has been much discussion and agreement on the identification of users which makes some of the original proposed text redundant. This paper also notes that the responses from the other groups indicated that there was no issue in principle with transfering this information to a standalone SIP client from the USIM and so this should no longer be considered for further study for SA2.

In order to successfully perform an IM subsystem registration the UE needs to store it’s Private User Identity, Public User Identity and the domain name of it’s home network. In GSM the use of the SIM has allowed users to easily transfer their service from one mobile handset to another without the need to interact with their service provider. In order to ensure that an IM subscriber can likewise easily migrate their service from one IM UE to another, the Private User Identity , Public User Identity and the home network domain name should be stored on the USIM of the UE.
2. Discussion

The following Private User Identity aspect should be agreed for the IM subsystem for Release 5:

· The Private User Identity shall be securely stored on the USIM (it shall not be possible to modify the Private User Identity). 

The following Public User Identity aspect should be agreed for the IM subsystem for Release 5:
· At least one Public User Identity shall be stored on the USIM (it shall not be possible to modify the Public User Identity) but it is not required that all additional Public User Identities be stored on the USIM. 

The other following aspects should also be agreed for the IM subsystem for Release 5:
· The home domain name of the subscriber shall be stored securely on the USIM, (it shall not be possible to modify the home domain name).  

· The storage location of the Private User Identity, Public User Identity and home domain name for a standalone SIP Client could be stored on the USIM (see Reply LS from T2 and SA3). Note: Mechanisms used to extract the Private User Identity, Public User Identity and home domain name from the USIM card (e.g. when an external SIP TE is used) are for further study of the groups T2, T3 and SA3.

3. Proposals

It is proposed that the following text be added to section 4.3.3 (Identification of Users) of TS 23.228:

4.3.3
Identification of users

4.3.3.1
Private User identities

Every IM subsystem subscriber shall have a private user identity. The private identity is assigned by the home network operator, and used, for example, for Registration, Authorization, Administration, and Accounting purposes.  This identity shall take the form of a Network Access Identifier (NAI) as defined in RFC2486. 

Note: It is possible for a representation of the IMSI to be contained within the NAI for the private identity.

The Private User Identity is not used for routing of SIP messages.
The Private User Identity shall be securely stored on the USIM (it shall not be possible to modify the Private User Identity)
4.3.3.2
Public user identities

Every IM subsystem subscriber shall have one or more public user identities [Ref 22.228].  The public user identity/identities are used by any user for requesting communications to other users.

Note:  For example, this might be included on a business card.

Both telecom numbering and internet naming schemes can be used to address users depending on the Public User identities that the user’s have. 

The public user identity/identities shall take the form of SIP URL (as defined in RFC2543 and RFC2396) or E.164 numbers.
At least one Public User Identity shall be securely stored on the USIM (it shall not be possible to modify the Public User Identity), but it is not required that all additional Public User Identities be stored on the USIM.
4.3.3.3
Routing of SIP signaling within the IP MultiMedia SubSystem

Routing of SIP signaling within the IMS shall use SIP URLs. E.164 format public user identities shall not be used for routing within the IMS, and session requests based upon E.164 format public user identities will require conversion into SIP URL format for internal IMS usage. 

4.3.3.4
Relationship of Private and public user identities

The home network operator is responsible for the assignment of the private user identifier, and public user identifiers; other identities that are not defined by the operator may also exist. 
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Figure x. Relationship of the private user identity and public user identities
The home domain name of the subscriber shall be stored securely on the USIM, (it shall not be possible to modify the home domain name).  

The storage location of the Private User Identity, Public User Identity and home domain name for a standalone SIP Client could be stored on the USIM.

Editors Note: Mechanisms used to extract the Private User Identity, Public User Identity and home domain name from the USIM (e.g. when an external SIP TE is used) are for further study of the groups T2, T3 and SA3.
Editor’s Note:  Public User Identity Portability issues are FFS.
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