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1.
Introduction

This contribution proposes to clarify the 23.207. Nortel believes the Common Open Policy Services (COPS) protocol [1] is the best candidate for the interface between the PCF and the GGSN for many reasons:

· COPS has been standardized as a policy management protocol between a PDP and PEP by the IETF.

· COPS is a protocol that has been designed by technical experts in the policy field.

· COPS has been standardized in two modes of operations: the pull model (COPS-RSVP) and the push model (COPS-PR). Both models fit very well with the 3GPP requirements. 

· Re-use of an existing protocol speeds-up the standardization process.

· Re-use of a well-defined and tested protocol ensures reliability.
2. Recommendations

We propose the following changes to 23.207:

5.1.1.2.2
Policy Control Interface


IP QoS admission control manages allocation of QoS resources based on administrative policy and available resources.  Admission control based on administrative policy is performed using a client/server architecture involving policy enforcement in the IP bearer service manager in the GGSN, and a policy control function (PCF). The COPS protocol is the ideal candidate for this interface and is the working assumption within S2.
The Common Open Policy Service (COPS) protocol [3] is used as the client/server protocol between the PEP and the PCF. The COPS client (PEP) can request policy information from the PCF triggered by a QoS signaling request.  Alternatively, policy decisions made by the PCF can be pushed to the COPS client (PEP) based on an external out-of-band QoS service request, e.g., triggered by SIP signaling.  These policy decisions are stored in the COPS client in a local policy decision point accessed by the PEP to make admission control decisions without requiring additional interaction with the PCF.

The COPS protocol supports several messages between a client and server.   These messages consist of the following operations that may be performed:

· Client-Open/Client-Accept/Client-Close

· Request

· Decision

· Report State

· Delete Request State

· Keep Alive

· Synchronize State Request/Synchronize State Complete.

The pull (outsourcing) model represents a client-driven approach, where the PCF actively responds to incoming policy requests from the PEP. One PEP request may be followed by few PCF decisions. An asynchronous notification will allow the PCF to notify the PEP in the GGSN whenever necessary to change earlier decisions, generate errors etc.

The pull model may be used at PDP context activation and at PDP context modification. In subsequent phases, the push model may be used.

Considering the COPS pull model for the policy authorization, the messages sent by the PEP are request, update, report and delete messages, whereas from the PCF side the messages are decision and update.

3. References

[1] RFC 2748, COPS protocol























































