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Abstract of the contribution: new solution to support UL traffic identification for tethered devices behind UE
1	Discussion
During SA2#160 AdHoc meeting, KI#8: Enhancement for UE with the tethered devices is agreed as follows,
In some XR services, the end point for those XRM service is not the UE but is the tethered device behind the UE, e.g. AR glasses tethering the cell phone. The traffic from tethered devices may require differentiated QoS handling.
This key issue aims at addressing the following points:
-	Study whether and how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g. traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation).
NOTE: 	At the conclusion phase, it will be determined whether the solution is also applicable to 5G RG.
In this contribution, a new solution is proposed to support traffic identification from the tethered devices behind the UE from the uplink traffic. 
2	Proposal
[bookmark: _Toc510607467][bookmark: _Toc518306726]* * * * Start of Change * * * *
[bookmark: _Toc101342266]6.X	Solution #X: UL traffic identification from the tethered devices behind the UE
[bookmark: _Toc101342267]6.X.1	Key Issue mapping
This solution is for Key Issue #8, which proposes to support traffic identification from the tethered devices behind the UE from the uplink traffic. 
[bookmark: _Toc101342268]6.X.2	Description
[bookmark: _Toc101342269]It is assumed that tethered devices connect to UE via non-3GPP technology (e.g., wifi, Bluetooth etc.). UE connects to NG-RAN to assist the tethered devices to communicated with the application server. There’re mainly two related features defined in SA2, i.e., L3 based UE-to-Network relay and PIN network.
For L3 based UE-to-Network relay, the UE here resembles the Layer 3 UE-to-Network Relay, and the tethered device resembles the remote UE. The IP address allocation for remote UE can be reused here. 
· In TS 23.304 clause 5.5.1.3, when the remote UE uses IPv4 to access the external DN, the 5G ProSe Layer-3 UE-to-Network relay provides the remote UE with a local IPv4 from the local IPv4 address range. When the remote UE uses IPv6 to access the external DN, the 5G ProSe Layer-3 UE-to-Network Relay shall obtain the IPv6 prefix assigned to the 5G ProSe Layer-3 Remote UE via prefix delegation function from the network. 
· In TS 23.304 clause 5.6.2.1, QoS mapping between PC5 QoS and Uu QoS can be performed by 5G ProSe Layer-3 UE-to-Network relay based on ProSe Policy, which is requested from PCF by triggering 5G ProSe Policy Provisioning procedure. 
For PIN network, the UE here resembles the PEGC, and the tethered device resembles the PINE. Similar as tethered device, PINE has no SIM card and will not register to the core network. 
· The PEGC is a UE with subscription data related to PIN within the 5GS (i.e. (DNN, S-NSSAI) combination(s) for PIN). PEGC is configured with UE policy related to PIN service and to support the PDU session management for PIN service. Non-3GPP QoS Assistance Information (N3QAI) enables the PEGC to perform QoS differentiation for the PINEs in the non-3GPP network behind the PEGC. E.g., based on the N3QAI together with QoS rule information, the PEGC may reserve resources in the non-3GPP network.
· However, no IP address allocation and no traffic identification are clearly defined in PIN network to distinguish the uplink traffic from different PINE. Besides, N3QAI only applies to the case that AF triggers AF session with required QoS parameters.  
This solution is based on both the framework of L3 based UE-to-Network relay and the framework of PIN network. It is assumed that the IP address allocation for the remote UE by the 5G ProSe Layer-3 UE-to-Network Relay can be reused for the IP address allocation for the tethered device by the UE. In the following, how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g., traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation) is considered.
6.X.3   Procedures
[bookmark: _Toc101342270]6.X.3.1   Traffic identification from the tethered devices behind the UE
Figure 6.X.3.1-1 provides the traffic flows for tethered devices behind UE when commucating with DN. It is assumed that UE allocates IP address for each tethered devices connecting with it. The data of traffic flows between tethered devices and DN are transmitted via the PDU session of the UE. Data flow of different tethered devices may be mapped to the same QoS flow or the same DRB of UE based on the QoS requirements. 

 
Figure 6.X.3.1-1: Traffic flows for tethered devices behind UE
Figure 6.X.3.1-2 provides the UL traffic identification for tethered device behind UE, which includes three phases. 


Figure 6.X.3.1-2: UL traffic identification for tethered devices behind UE
Phase 1: Provisioning the Tethered Policy 
Step 0: tethered device and UE establish connection, which is out of 3GPP scope.
Step 1: UE allocates IPv4 address or IPv6 prefix to the tethered device based on IP address allocation scheme for Layer-3 based UE-to-Network relay. It is assumed that UE allocates different IPv4 address or IPv6 prefix or IPv6 IP address generated from the same IPv6 prefix to different tethered devices. That is, UE is able to identify UL/DL traffic from the source/destination IP address of the received packet. Furthermore, one tethered device may generate data flows with different QoS requirements. In this case, Tethered Policy is needed by the UE to translate non-3GPP QoS (e.g., of the link between the tethered device and UE) into 3GPP QoS (e.g., of the link between UE and NG-RAN). Then the UE is able to map the packets from the tethered device to corresponding QoS flow based on the 3GPP QoS. 
Step 2: UE sends request for Tethered Policy to PCF. E.g., UE triggers Tethered Policy provisioning procedure. 
Step 3: PCF sends Tethered Policy to the UE, which includes the mapping of non-3GPP QoS parameters (e.g., EDCA AC) and 3GPP QoS parameters (e.g., 5QI). 
Phase 2: Add new data flow for tethered device
It is assumed that UE has already establish a PDU session for tethered devices. E.g., UE may trigger the PDU Session Modification procedure upon tethered device connection. 
Step 4: tethered device sends data flow request to UE, which contains non-3GPP QoS requirement. This step is out of 3GPP scope.
Step 5: UE translates non-3GPP QoS parameters into 3GPP QoS parameters based on Tethered Policy. 
Step 6: UE sends PDU Session Modification Request message to SMF, which includes packet filter set, requested QoS rule etc. E.g., packet filter set includes the IP address of the tethered device. QoS rule includes the 3GPP QoS parameters translated from non-3GPP QoS parameters.
Step 7a: SMF sends SM Policy Modification Request with IP address of the tethered device. PCF binds the PDU session with the IP address of the tethered device. 
Step 7b: PCF responds with SM Policy Modification Response.
Step 8: SMF triggers N4 Session Modification procedure by providing the packet filter set.
Step 9: SMF sends N2 SM information and PDU Session Modification ACK to NG-RAN.
Step 10: NG-RAN sends PDU Session Modification ACK and AN-specific resource configuration to UE. 
Phase 3: UL traffic identification 
Step 11: tethered device sends UL PDU to UE.
Step 12: UE maps UL PDU to QFI based on QoS rule and maps QFI to DRB based on AN-specific resource configuration.
Step 13: UE sends the UL PDU to NG-RAN via the DRB. 
Step 14: NG-RAN send the UL PDU to UPF based on the corresponding PDU session. 
[bookmark: _Toc101342271]6.X.4	Impacts on services, entities and interfaces
The proposed solution is based on Rel-18 procedures but some enhancements may be needed to make it possible to support UL traffic identification for tethered devices behind UE, such as:
UE:
-    trigger Tethered Policy Provisioning procedure
-   translate non-3GPP QoS parameters into 3GPP-QoS parameters based on Tethered Policy
PCF:
-   provisioning Tethered Policy to UE
* * * * End of Change * * * *
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