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1 Introduction

In the discussion at the Joint Call Flow and QoS Drafting meeting in Sophia Antipolis, October 9-12, 2000, it was agreed in tdoc S2-001778 that the policy control function (PCF) is to be located in P-CSCF, and that the interface between the P-CSCF and GGSN is to be standardized and included in the reference architecture. This contribution presents how the new interface can be used for resource reservation and authorization for Scenario 5 of the QoS Conceptual Model in 23.207. 

2 Discussion

A strong motivation of policy control of data networks is to protect real-time or business-critical applications that are less tolerant of potential delays and congestion than applications usually using in packet networks. Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. Those real-time or business-critical applications require special network resource allocations to ensure reasonable quality.  Whether using IntServ  [RFC1633] or DiffServ [RFC 2475], priority queuing and traffic shaping are required for real-time traffic.  Policy specifies how much of the network is allocated to this real-time traffic and which calls are authorized to use this allocation. This policy, in conjunction with traffic engineering, determines the configuration of queue schedulers and traffic policers across a variety of network devices.

The QoS Conceptual Model Scenario 5 assumes that the GGSN supports the DiffServ edge functions, and that the IP backbone network is DiffServ enabled. The attributes used to manipulate QoS capabilities in the core of the network primarily address the behavioral characteristics of each supported Per-Hop Behaviors (PHB).  Routers in the interior of a DiffServ domain will only need to classify based on the DSCP field. However, at the edges of the DiffServ network, the additional complexities of flow classification, policing, remarkings, and other factors have to be considered.  A DiffServ edge device may examine a packet's DiffServ Code Point (DSCP), its addressing 5-tuple, other fields in the packet, or even information wholly outside the packet, in determining the DSCP value with which to mark the packet prior to its transfer into the DiffServ domain. 

Conceptually, a DiffServ router includes following abstract elements:

· Traffic classification elements

· Metering functions

· Actions of Marking, Dropping, Counting, etc.

· Queuing and Scheduling elements

The behavior of those elements may be configured by a policy server (PCF). At the edge of the network, e.g., the GGSN, the behavior can be configured at per session level (e.g., per PDP Context level). An authorized session in PCF may include following information elements:

· Authorization-Token

· Session 5-tuple (source IP address, source port, destination IP address, destination port, and IP protocol ID)

· Authorized QoS class, e.g., DSCP

· Authorized bandwidth

Those information elements can be specified for each direction.

3 Proposal

It is proposed that the following section be placed in the Informational Annex in TS 23.207.

Annex <X> (Informative):

Call Flow: QoS Interaction Procedures

X.2.5 Resource Reservation and Authorization with enhanced UMTS QoS signaling

(This corresponds to QoS scenario 5.)

DiffServ discriminates between QoS classes by using the Per-Hop Behaviors (PHB). Because the application of policy implies unequal treatment, adequate authorization for allocations is essential. With the session level (i.e., PDP Context) setup at the DiffServ edge router (i.e., GGSN), per session level policy control and admission control can be implemented during the PDP context setup.

The section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working. Both COPS push and pull models are included. [The choice between push or pull model is FFS]. Following the convention for call flow, the flows are presented separately as Mobile Origination (MO) part and Mobile Termination (MT) part.

The following flow is for both MO and MT part with COPS push model.
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Figure X-1 Resource Reservation with DiffServ – Push Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN authorizes the PDP context activation request based on the authorization-token, using the policy information elements that were pushed from PCF to the GGSN. The policy information elements may include the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.) for the session.

5. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

6. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

The following flow is for both MO and MT part with COPS pull model.
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Figure X-2 Resource Reservation with DiffServ – Pull Model

1. The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE may also include the Authorization-Token in the Activate or Modify PDP Context message.
2. The radio access bearer (RAB) setup procedure is performed.

3. The SGSN sends the corresponding Create (Secondary) PDP Context message to the GGSN.

4. The GGSN sends a REQ message with the Authorization-Token and Negotiated QoS information to the PCF to authorize the PDP context activation request.

5. The PCF authorizes the PDP context activation request and sends a DEC message back to the GGSN with the addressing 5-tuple and authorized QoS (bandwidth, DSCP, etc.)

6. The GGSN sets up the PDP Context and sends a Create (Secondary) PDP Context Response message back to SGSN.

7. The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.
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