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1 Introduction

The call flow scenarios within TS 23.228 currently have references to QoS related procedures: “Authorize QoS Resources”, “Resource Reservation” and “Approval of QoS Commit”.  These QoS procedures need to be defined.  There are six scenario alternatives currently described in TS 23.207 for managing end-to-end QoS.  Also, there are call flows provided for RSVP to provide the “Resource Reservation” procedure.  Contribution S2-002078 (from the November 2000 meeting in Japan) provides an expansion of the three QoS related procedures.  This contribution further expands the definition of the “Authorize QoS Resources” procedure.

2 EXPANSION of AUTHORIZE QoS RESOURCES PROCEDURE


The following is an expansion of the “Authorize QoS Resource” procedure referenced from the call flows in TS 23.228 and defined in S2-002078.  The key points are as follows.

· Addition of Policy Management entity

· Addition of Policy Repository entity

· Differences for Mobile Origination (MO) and Mobile Termination (MT)

· Expansion of description for push and pull models in relation to the “Resource Reservation” procedure


The PCF entity is shown as part of the P-CSCF.  This is appropriate for sessions that are managed by the IM Subsystem.  However, there is a need to define a similar PCF entity when a session is not under control of the IM Subsystem. 

Figure 1 shows the call flow diagram that expands the “Authorize QoS Resource” procedure for Mobile Origination using the Push Model.
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Figure 1: QoS Authorization for Mobile Origination (Push Model)
0. The Service Level Agreement is used to generate a policy between networks.

1. The message containing the SDP returned from the called party is sent from the S-CSCF to the P-CSCF.

2. The P-CSCF (PCF) queries the Policy Repository to retrieve the appropriate policy.

3. The policy is returned to the P-CSCF (PCF).

4. The P-CSCF (PCF) sets up IP level policy for the session and the COPS DEC message is used to send the policy to the GGSN.

5. The GGSN installs the policy and sends back a COPS RPT message.

6. The P-CSCF (PCF) generates an authentication token to identify the IP policy for this session.  It includes the token with the SDP message that it forwards to the UE.  The GGSN will need to pull the token out of the SDP message (not just let it pass through transparently).

7. Later (as part of the QoS Resource Reservation Procedure), the token will be passed up in the activate secondary PDP context request.

8. The token is also included in the Create PDP context request sent from the SGSN to the GGSN.  The Policy Enforcement Point (PEP) function of the GGSN then confirms that the token matches what it saved earlier and grants the request.

9. The PDP response is sent back as usual.

10. The PDP response is sent back as usual.

Figure 2 shows the call flow diagram that expands the “Authorize QoS Resource” procedure for Mobile Origination using the Pull Model.
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Figure 2: QoS Authorization for Mobile Origination (Pull Model)

0. The Service Level Agreement is used to generate a policy between networks.

1. The message containing the SDP returned from the called party is sent from the S-CSCF to the P-CSCF.

2. The P-CSCF (PCF) queries the Policy Repository to retrieve the appropriate policy.

3. The policy is returned to the P-CSCF (PCF).

4. The P-CSCF (PCF) generates an authentication token to identify the IP policy for this session.  It includes the token with the SDP message that it forwards to the UE.  The GGSN will pass the SDP message transparently for the Pull Model.

5. Later (as part of the QoS Resource Reservation Procedure), the token will be passed up in the activate secondary PDP context request.

6. The token is also included in the Create PDP context request sent from the SGSN to the GGSN.

7. The Policy Enforcement Point (PEP) function of the GGSN then sends a COPS REQ message to the P-CSCF (PCF) to find out if the passed token is valid.

8. The P-CSCF (PCF) returns a COPS DEC message indicating that the authorization request is granted.

9. The PDP response is sent back as usual.

10. The PDP response is sent back as usual.

11. The GGSN sends back a COPS RPT message to confirm the COPS DEC message.

Figure 3 shows the call flow diagram that expands the “Authorize QoS Resource” procedure for Mobile Termination using the Push Model.
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Figure 3: QoS Authorization for Mobile Termination (Push Model)
0. The Service Level Agreement is used to generate a policy between networks.

1. The INVITE message is sent from the S-CSCF to the P-CSCF.

2. The P-CSCF generates an authentication token to identify the IP policy for this session (the identifier will be associated with the policy later, after it is retrieved).  Then the INVITE is forwarded to the UE with the token.

3. Later, the message containing the SDP from the called party is sent from the UE to the P-CSCF.

4. The P-CSCF (PCF) queries the Policy Repository to retrieve the appropriate policy.

5. The policy is returned to the P-CSCF (PCF).

6. The P-CSCF (PCF) sets up IP level policy for the session and the COPS DEC message is used to send the policy to the GGSN.

7. The GGSN installs the policy and sends back a COPS RPT message.

8. The P-CSCF forwards the SDP message to the S-CSCF

9. Later (as part of the QoS Resource Reservation Procedure), the token will be passed up in the activate secondary PDP context request.

10. The token is also included in the Create PDP context request sent from the SGSN to the GGSN.  The Policy Enforcement Point (PEP) function of the GGSN then confirms that the token matches what it saved earlier and grants the request.

11. The PDP response is sent back as usual.

12. The PDP response is sent back as usual.

Figure 4 shows the call flow diagram that expands the “Authorize QoS Resource” procedure for Mobile Termination using the Pull Model.
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Figure 4: QoS Authorization for Mobile Termination (Pull Model)

0. The Service Level Agreement is used to generate a policy between networks.

1. The INVITE message is sent from the S-CSCF to the P-CSCF.

2. The P-CSCF generates an authentication token to identify the IP policy for this session (the identifier will be associated with the policy later, after it is retrieved).  Then the INVITE is forwarded to the UE with the token.

3. Later, the message containing the SDP from the called party is sent from the UE to the P-CSCF.

4. The P-CSCF (PCF) queries the Policy Repository to retrieve the appropriate policy.

5. The policy is returned to the P-CSCF (PCF).

6. The P-CSCF forwards the SDP message to the S-CSCF.

7. Later (as part of the QoS Reservation Procedure), the token will be passed up in the activate secondary PDP context request.

8. The token is also included in the Create PDP context request sent from the SGSN to the GGSN.

9. The Policy Enforcement Point (PEP) function of the GGSN then sends a COPS REQ message to the PCF to find out if the passed token is valid.

10. The PCF returns a COPS RET message indicating that the authorization request is granted.

11. The PDP response is sent back as usual.

12. The PDP response is sent back as usual.

13. The GGSN sends back a COPS RPT message to confirm the COPS DEC message.

3 PROPOSAL
It is proposed that the above expansions of the QoS related procedures are included within an Annex in TS 23.207.  Further, there should be a reference made to TS 23.207 after the existing call flow diagram from Annex D “Interaction between QoS and Call Signaling” in TS 23.228.  

Lastly, further discussion and evaluation is needed for the PCF that will be used for sessions that are not under control of the IM Subsystem.
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