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1 Introduction

When IM services is introduced the SIP/SDP signalling will be carried using a GPRS bearer.  There are other non SIP based services that also relies on signalling e.g. streaming services. 

The characteristics and architecture principles for a UMTS bearer to be used to carry such IP based signalling has been discussed in several contributions from Nokia, S2-000937, S2q-000003 and S2-002065. S2 has not been able to agree on this issue yet.

2 Discussion
The most important issues to consider when defining the characteristics and usage of a UMTS bearer that carries IP based signalling are:

· Characteristics: Which QoS profile is appropriate.

· Applicability: general purpose GPRS bearer or not

· Network dimensioning: Tools needed to provide appropriate QoS without waste of resources.
2.1 Characteristics

A UMTS  bearer appropriate for signalling must comply with the following:

Low bit error ratio: The signalling messages must not contain bit errors.

Bursty traffic pattern: The signalling has traffic characteristics close to normal NRT web browsing, E-mail etc.

Low delay: To fulfil requirements on short session setup times, short transfer delay for critical signalling messages etc. The delay does not need to be guaranteed or possible to define per UMTS bearer.  It is sufficient that the operator dimension and configure the network, so that all UMTS bearers requiring characteristics appropriate for signalling will have a delay that is short enough for IP based signalling.

Priority: If necessary it shall be possible for the network to allow the signalling traffic to take priority over user traffic even if the user traffic is of conversational or streaming traffic class. For example signalling used to control a session must get through to/from a terminal, to be able to disconnect the session to avoid congestion. For one slot mobiles using GERAN access network this requirement is crucial. 

2.1.1 Interactive traffic class 

The interactive class comply well with the first two requirements. By appropriate network dimensioning and scheduling an interactive bearer of high priority can comply with the third requirement.  

The traffic handling priority attribute of an interactive bearer is defined according to: “SDUs of a UMTS bearer with higher traffic handling priority is given priority over SDUs of other bearers within the interactive class….”  The priority definition of  release 1999 for an interactive bearer of high priority does therefore not comply with the last requirement.

There are two ways of extending the definition of an interactive class bearer so that it complies with the priority requirement:

· Extend the  definition of traffic handling priority so that  it covers the above priority case. The text from 23.107 could be changed according to: “Bearers with the highest priority shall conform to requirements for signalling traffic for session control through UMTS-internal scheduling. If necessary it shall be possible for the network to allow SDUs of a UMTS bearer with the highest traffic handling priority to take priority over SDUs of other non Interactive class bearers. For other priority levels than the highest, SDUs of a UMTS bearer with higher traffic handling priority is given priority over SDUs of other bearers within the interactive class, through UMTS-internal scheduling.” 

· Add a new attribute that indicates that the bearer shall  conform to requirements for signalling traffic for session control etc.

2.2 Applicability

To allow for flexible service creation, Ericsson proposes that the new UMTS bearer, with characteristics appropriate for signalling, is a general GPRS bearer. It shall be possible to use the bearer according to application demands, subscription, visited operators policy etc.

The procedures for activation/deactivation/modification of PDP context shall be applicable as for any other GPRS user flow. APNs, primary/secondary PDP context and TFT shall be supported also for this type of bearer.  

2.3 Network dimensioning

If the network provides a bearer appropriate for signalling, the dimensioning need to be carefully considered and tools for policing is required.

One way to facilitate network dimensioning and avoid misuse of the bearer is to limit the average rate that may be used on this bearer.  As an example the average bit rate may define the maximum number of bits that is sent from a source at a SAP within a period of time, divided by the duration of the period. Preferably the traffic is regarded conformant with the average bit rate as long as it follows a token bucket algorithm where token rate equals average bit rate and bucket size equals k*Maximum SDU size. To limit the bucket size is also important for network dimensioning.

Note: In 23.107 the token bucket algorithm is described in annex B as a normative conformance definition of guaranteed and maximum bit rate attributes.

In the downlink direction a policing function at the network border (in GGSN and/or SGSN) will ensure that the flow always is limited to an acceptable load. The UE must ensure conformance to a corresponding token bucket algorithm for the uplink traffic.

By controlling the average bit rate and token bucket size to a reasonable low value, the network can be protected from misuse of the bearer and from denial of service attacks. 

Although the proposed bearer type may be used for other purpose than signalling, the main purpose and target is signalling. It is assumed that the demands as regards average rate and bucket size will not differ significant from user to user or from application to application. 

Ericsson therefore proposes that the average bit rate and the bucket size to conform to are configured in network and terminals. 

2.4 Example bearer characteristics 

Below is an example of bearer attributes and token bucket constants for a UMTS bearer appropriate for signalling.

· Maximum bitrate (not critical)

· Delivery order = yes

· Maximum SDU size  = MTU of Ethernet

· SDU error ratio = 10-4
· Residual bit error ratio = 6*10-8 
· Delivery of erroneous SDUs = no

· Traffic handling priority and/or corresponding separate attribute = priority_value

· average bit rate = 4 kbps

· token bucket size = 4*Maximum SDU size

Note: The time it take to transfer one burst of packets is not reduced if a low average bit rate is selected. If the policing function is implemented according to the token bucket algorithm, conformant traffic will be forwarded without delay. 

3 Proposal

The following is proposed:

1. The traffic handling priority mechanisms are extended to support an indication that the bearer shall conform to requirements for signalling traffic for session control. One aspect is that it shall be allowed (if necessary) for the  SDUs of the bearer to take priority over SDUs of other non Interactive class bearers (update to 23.107). Two attribute codings are possible: 

· Extend the definition of traffic handling priority 

· Add a second priority attribute or a flag and clarify the relation to the existing traffic handling priority 

2. An informative annex is added to 23.107 with the text of 3.1 below

If the above principles is accepted by S2,  and one of the two attribute codings is  agreed upon, Ericsson is willing to write the necessary CR to 23.107 (3GPP R5).

3.1 Example usage of a bearer appropriate for signalling

3.1.1 Policing

For an Interactive class bearer with attribute_name=priority_value [note: to be changed in line with decided attribute principle]  it is recommended that a policing function limits the average rate of the downlink traffic to protect the network. The policing function should be located at the network border (in GGSN and/or SGSN) and be performed per PDP context (i.e. per GTP tunnel).

An average bit rate defines the maximum number of bits that is sent from a source at a SAP within a period of time, divided by the duration of the period.  The traffic is regarded conformant with the average bit rate as long as it follows a token bucket algorithm where token rate equals average bit rate and bucket size equals k*Maximum SDU size.

The token bucket algorithm is described in annex B of TS 23.107.

For the uplink traffic it is assumed that the UE will ensure conformance to a corresponding token bucket algorithm.

By controlling the average bit rate and token bucket size to a reasonable low value, the network can be protected from misuse of the bearer and from denial of service attacks. 

3.1.2 QoS profile 

The QoS profile below is an example of a UMTS bearer appropriate for signalling. 

· Maximum bitrate (not critical)

· Delivery order = yes

· Maximum SDU size  = MTU of Ethernet

· SDU error ratio = 10-4
· Residual bit error ratio = 6*10-8 
· Delivery of erroneous SDUs = no

· Traffic handling priority or corresponding separate attribute = priority_value

[note: to be changed in line with decided attribute principle]

· average bit rate = 4 kbps (Note 1)

· token bucket size = 4*Maximum SDU size (Note 1)

Note 1: The constant is applicable for the policing function described above. The time it takes to transfer one burst of packets is not reduced if a low average bit rate is selected. If the policing function is implemented according to the token bucket algorithm, conformant traffic will be forwarded without delay. 

Note 2: Packets transmitted over a UMTS bearer appropriate for signalling shall have low delay. Exact delay figures are implementation dependent. A guiding target for the delay is about 100 ms, less if the packet is short and longer for long packets. It is acceptable that an ongoing transmission of previous packets to/from a user occasionally increases the delay.








































































