4

3GPP TSG-SA WG2 Meeting #158 	S2-2309320
Gothenburg, Sweden, 21 – 25 August, 2023	
	CR-Form-v12.2

	[bookmark: _GoBack]CHANGE REQUEST

	

	
	23.288
	CR
	0910
	rev
	-
	Current version:
	18.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Parameters for PFD Determination

	
	

	Source to WG:
	Samsung

	Source to TSG:
	SA2

	
	

	Work item code:
	eNA_Ph3
	
	Date:
	2023-08-11

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-18

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)
Rel-19	(Release 19)

	
	

	Reason for change:
	This proposal is to correct and clarify the input parameters usages defined in Table 6.16.2-1. 
While the intention is to collect information on user traffic data which may not fit with the defined PFD(s) due to, e. g., sudden change of the server IP addresses by the application providers without notifying the MNO, etc., the current table defines the Application ID as a required parameters. That is, if an Application ID cannot be detected at the UPF due to the change to one of PFD information by the application provider and mismatch with the current stored PFD(s), the related information on user traffic will not be reported to the NWDAF. And, this prevents the NWDAF from detecting the change in PFD(s) and providing a new or updated PFD information to the consumer of the analytics. 
It is proposed to correct the description of the Application ID parameter in the table to clarify that the parameter may not present for such traffic that does not match to the current PFD(s).
Correction on the description for Application ID is also proposed to clarify that it is associated with PDR stored in the UDR rather than application detection filter.

	
	

	Summary of change:
	Corrected parameters descriptions in Table 6.16.2-1 to clarify how to collect input data at the UPF.

	
	

	Consequences if not approved:
	  Not clear how to collect input data at the UPF.

	
	

	Clauses affected:
	6.16.2, 6.16.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc68001491]* * * First Change * * * 
[bookmark: _Toc138252999][bookmark: _Toc131158519]6.16.2	Input Data
The NWDAF collects information on user data traffic from NF(s) for a specific S-NSSAI, DNN, Application ID, and retrieves the existing PFDs from the NEF(PFDF). The detailed input data are described in Table 6.16.2-1.
Table 6.16.2-1: Input data to detect known application from NFs
	Information
	Source
	Description

	Application ID
(NOTE 1)
	UPF
	Identifies the application that was detected at the UPF using the PFD(s). This parameter can be set to NULL if no PFD was matched for the reported IP flow information.

	IP Flow Information (1..max)
	UPF
	Per IP flow related information for of the application traffic

	   > IP 5-tuple
	UPF
	Identifies an service IP flow of the UE that uses transports the application traffic.

	   > Start time
	UPF
	Start time of traffic detection for the flow.

	   > End time
	UPF
	End time of traffic detection for the flow.

	   > UL Data volume
	UPF
	Measured UL data traffic volume for the flow.

	   > DL Data volume
	UPF
	Measured DL data traffic volume for the flow.

	   > UL Data Rate
	UPF
	Measured UL data rate for the flow.

	   > DL Data Rate
	UPF
	Measured DL data rate for the flow.

	   > URL list
	UPF
	List of URLs extracted from the inspected user plane packets in the flow.

	   > Domain Name list
	UPF
	List of domain names extracted from the inspected user plane packets in the flow.

	PFD Information
	NEF(PFDF)
	PFD Information stored in the UDR (as Application Data) and retrieved by NEF (PFDF), as defined in clause 6.1.2.3.2 of TS 23.503 [4].

	> Application ID
	NEF(PFDF)
	Identification of the application that refers to one or more application detection filters.

	> IP 3-tuple list
	NEF(PFDF)
	Including protocol, server side IP address and port number.

	> URL list
	NEF(PFDF)
	The significant parts of the URL to be matched, e.g. host name.

	> Domain Name list
	NEF(PFDF)
	A Domain Name matching criteria and information about applicable protocol(s).

	NOTE 1:	The Application ID maps in the UPF to a detection algorithm that has a wider scope than the Application ID provided by the consumer.



NOTE:	Extensive reporting of all traffic flows may conflict with the requirement to avoid extra UPF load. An NWDAF may subscribe only for reporting for some UEs to limit the load.
[bookmark: _Toc138253000][bookmark: _Toc131158520]6.16.3	Output Analytics
The output analytics of NWDAF is defined in Table 6.16.3-1. The output analysis may be used to provision new or updated PFDs information for known applications. The NWDAF may assign a confidence to the PFD Determination statistics based on the input data provided by UPF.
Table 6.16.3-1: PFD Determination statistics
	Information
	Description

	Application ID
	Application ID of the application that refers to the application detection filter (Flow descriptor, URL or Domain name information) stored in the UDR.

	List of application traffic description
	

	> S-NSSAI
	Identifies the Network Slice for which analytics information is provided.

	> DNN
	Identifies the data network name (e.g. internet) for which analytics information is provided.

	> Flow descriptor
	Flow descriptor containing 3-tuple server side IP address, server port number, and protocol of uplink/downlink application traffic as described in TS 23.503 [4]).

	> URL list
	the significant parts of the URL to be matched, e.g. host name.

	> Domain name information
	A Domain name matching criteria and information about applicable protocol(s).

	Confidence
	Confidence on the provided application traffic description for the Application ID.
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