Feb. 6th (Mon.) Pre-SA2#155 AIMLsys CC Meeting Notes
 
· General AIMLsys Descriptions:  
Next Steps:  How to Capture more high-level AIMLsys functionalities   (Host: David & Tricci)
Tdoc reference: S2-2301579

	Meeting Notes:  Both rapporteurs suggested that, mostly for this general description clause will not be updated until the normative work for most of the KIs become stable.   However, one specific aspect is to decide on the format to capture the high-level descriptions of the functionalities within the AIMLsys.   David further requests AIMLsys colleagues to share the CR, if any, on updating this general clause to the SA2 reflector before the tdoc deadline so that it can collect the feedback the sooner the better. 

Next Step: David will kick off the discussions on the format to capture the high-level descriptions of the functionalities of the AIMLsys over the SA2 reflector to collect feedback. 



 
· KI#1: Monitoring of Network Resource Utilization for the support of Application AI/ML operation 
Next Steps: 
· Further discussions to conclude on how to invoke the Group-MBR monitoring according TR conclusions  (Host: Tricci)
· Tdoc reference: S2-2300388
· 


	Meeting Notes: 
· Samsung prepared a list of questions for KI#1 & KI#6 to solicit feedback (see below)
KI#1: Group QoS request & Group-MBR Monitoring (more related to KI#1)
Q1: 
· As per offline discussion, the AF can use new NEF service (e.g., Nnef_AFsessionWithGroupQoS_Create) to setup QoS Flows for a list of UE address and the AF can use the same request to activate Group-MBR Monitoring
· A procedure that covers both aspects is needed (a single 502 CR)
B: Some questions for the progress (more related to KI#6)
Q1. Whether the response message (e.g., Nnef_AFSessionWithGroupQoS_Create response) to the new request contains 1) aggregated result (i.e., result 1, UE 1, result 2, UE 2, ...) or 2) result for single UE address (same as AFsessionWithQoS Create response)
Q2. Whether the new request (e.g., Nnef_AFsessionWithGroupQoS_Create request) can be used to activate QoS Monitoring for individual QoS Flows (e.g., UL/DL delay as in AFSessionWithQoS) or not
Q3. Whether the Group-MBR Monitoring notification is included in the new notify (e.g., Nnef_AFSessionWithGroupQoS_Notify) or e.g., Nnef_Nnef_EventExposure_Notify)
Q4. Whether the new parameter (i.e., Maximum duration of reporting) that instructs the UPF to send the report up to the pre-defined time is needed? 
Q5. Whether it is needed to extend the existing service to discover a single UE’s serving PCF address to discover multiple UEs’ serving PCF address(es)?
Huawei: 
For A.Q1, the group request should be consistent by providing the group response.  
For B.Q1, it is indeed that the new service is for group operation, however, it certainly can support the single UE as long as such UE is part of the original group.  The group request should not be used for UE which is not part of the group. 
For B.Q2, the same new service should be able to use for supporting the resource allocation for the UE as well as for activating the QoS monitoring for the group of QoS flows for the selected UEs.  
For B.Q3, the “notify” should also be included for the new service in order to be consistent. 
For B.Q4, As for the parameter “Maximum duration of reporting”, it may not be necessary if the “update” service is introduced to update the new list/sub-list of UEs.  OPPO suggested to have further offline discussions on this specific parameter due to lack of time. 

Ericsson: 
For A.Q1, based on the internal discussions within Ericsson, it is unclear for the benefit for the aggregating the request just between the AF and the NEF.   Ericsson is open to hear more feedback from other companies.   However, Ericsson certainly see the benefit to aggregate the report for the group monitoring.   
For B.Q1, same view as Huawei.
For B.Q2, same view as Huawei
For B.Q3, same view as Huawei

InterDigital: For single UE’s QoS flow monitoring, why the new service instead of the existing Nnef_AFSessionWithQoS service is used?   Ericsson clarified that, if the UE is part of the group, then, for consistency of the coordinating the resource allocation and resource monitoring, the new service should be used.  Otherwise, the existing Nnef_AFSessionWithQoS service should be used.   

Next Step: 
· Samsung will kick off the offline discussions to continue the discussions on this KI. 





· Further discussions to conclude on new NEF monitoring events (Host: David – together with KI#3)
· Tdoc reference: S2-2300755 (CR# 3786 for TS 23.502) – S2-2301471 (vivo)
 
	Meeting Notes:  
Samsung: Present the next step to prepare more detailed CR to describe the support for the three new NEF events, i.e. Session Inactivity Time, Traffic Volume and UL/DL data rate, as part of the NEF Event Exposure service.  These events are not target for the group operation as the Group-MBR monitoring and also it does not associate with any particular threshold.
AT&T: Asking whether it will be new CR?  Samsung responded that, it will be a revision of the postponed CR from last meeting.   
OPPO: Suggesting Samsung to refer to the similar CR from vivo (S2-2301471) related to XRM which has been approved in last SA2 that utilizes the UPF event exposure that supports data rate monitoring similar to what Samsung’s CR seemed to imply.  
Huawei: In order to determine whether new NEF event is needed, first thing first is to determine what the scope of the new event.  If the scope is target for individual QoS flow monitoring, then, the existing Nnef_AFSessionWithQoS should be reused.  The only one among these events that seems to be distinct and useful is the “Session Inactivity Time” which monitoring the UE’s inactivity in order to determine whether AF should trigger the application operation. 
Samsung: Would like to clarify that, Samsung originally has proposed to leverage the Nnef_AFSessionWithQoS but it was pushed back and hence, Samsung suggested to use the NEF Event Exposure service instead.   Further offline discussions are needed in order to determine for which approach to use. 
Next Step: 
· Samsung will review the vivo’s CR and share the revised CR from previous meeting to start the discussions of the new events. 




· KI#3: 5GC information exposure to authorized 3rd party for application layer AI/ML operation 
Next Steps: 
· Determine User Consent checking for member selection assistance only when SA3 concludes (Host: David)
· Tdoc reference: S2-2301205

	Meeting Notes:  
Samsung: Reminded AIMLsys colleagues that based on previous agreement, SA2 is not going to proceed with any normative proposal on this user consent issue until SA3 completes their normative work on this specific aspect.   
OPPO: Would suggest the Google’s CR, if it is being revised, it should remove any specific aspect related to KI#7.  According to the TR conclusion, user consent is for KI#3 and not related to KI#7.  Samsung agreed.   
Next Step: 
· Wait for SA3 conclusion on this subject. 



· Coordinate with KI#1 to decide on what additional NEF event is needed to support AI/ML operation  (Host: David – together with KI#1)
· Tdoc reference: S2-2300755
 
· KI#4: Enhancing External Parameter Provisioning 
Next Steps: 
· Discuss NF request to be notified about Expected UE behaviour parameters (Host: David)
· Tdoc reference: S2-2301580 
· 
[bookmark: _MON_1737167939] 
· 


	Meeting Notes:  
Nokia: Trying to clarify several aspects for the provisioning of multiple Expected UE behavior parameters.  
· AF may provide multiple parameters for the same UE with different confident levels, or
· Multiple AFs provision different parameters with different confident levels and different accuracy levels, however, it is unclear how this case is handled and hence required more discussions.  More specifically, how and what kind of subscription info or local policy can be used to support such provisioning?   Given the confident level and the accuracy level are arbitrary values decided by the AF, it is unclear how this scenario is handled.   As a result, Nokia proposed to remove such descriptions from the CR for now and to add two ENs to capture the open issues.  
AT&T: Asking if new provision mechanism is proposed by this CR for the new parameters and which WG is responsible to maintain the parameter, i.e. SA2 vs. SA5?   
Samsung:  Clarifying that no new mechanism is proposed for parameters provisioning, and the new parameters are maintained by SA2. 
Ericsson:  Sharing the similar concern as Samsung, however, proposing to align the descriptions for the AMF and SMF for handling the provisioning.   
Next Step:  
· Continue the discussions over the SA2 reflector. 



 
· KI#5: 5GC Enhancements to enable Application AI/ML Traffic Transport 
Next Steps: 
· Determine whether Time Window input filter is needed for DN Performance Analytics support AIML operation (Host: Tricci)

	Meeting Notes:  
Huawei: After further evaluation, Huawei agrees that the Temporal Validity Time in today DN Performance Analytics can be used to support the time window.  However, the descriptions for the Temporal Validity Time should be improved to make it more.  Hence, Huawei is planning to submit R17 CR in the April meeting to add some clarification.   For AIMLsys, this issue is closed. 



· Determine whether UE info can be used to support the PDTQ Negotiation (Host: Tricci)

	Meeting Notes:  
Ericsson: It is unclear why there is a need to leverage the UE info to support the PDTQ policy negotiation.  Not until the motivation is clear, Ericsson cannot support to include also UE info.  
Huawei:  Agreeing with Ericsson that it is unnecessary to refer to the UE info for the PDTQ policy negotiation. 
Next Step: 
· Due to lack of time, OPPO prefers to have further discussion offline because in certain scenario, the AoI info may not used and therefore, the UE info could be needed. 



· Determine how to apply and revoke the PDTQ policy to UE (Host: Tricci)
· Tdoc reference: S2-2301582

	Meeting Notes:  
Ericsson: For applying the PDTQ policy, the existing AF session procedure should be sufficient. As for revoking the PDTQ policy, Ericsson is open for further discussions.  
Huawei: From Huawei’s perspective, unlike BDT policy which supports charging, the PDTQ policy is just for recommendation to the AF for when to send the traffic corresponding to the desired QoS for the group of UE.   Hence, there is no need for revocation of the PDTQ policy since it is not tied to specific charging or accounting.   
Next Step: 
· Due to lack of time, OPPO prefers to have further discussion offline.  Indeed that for Rel18, there is no discussion on how to associate the PDTQ policy with accounting.  However, in the future release, the accounting support would be needed as suggested by AT&T during the KI#6 discussions. 



 
· KI#6: QoS and Policy enhancement 
Next Steps: 
· Discuss and conclude whether new 5QI is needed, awaiting SA1 response on clarifications on 22.261 KPI values. Discuss Editor’s Note in S2-2301580 on AIML traffic detection (Host: David)
· https://www.3gpp.org/ftp/tsg_sa/WG2_Arch/TSGS2_155_Athens_2023-02/INBOX/DRAFTS/AIMLsys/AIMLsysKI6_AIML%20traffic%20detection%20and%205QI%20related%20issues.pptx 

	Meeting Notes:  
Samsung: Trying to justify why the new 5QI(s) are needed based on the SA1’s requirement. 
AT&T: Suggesting that unless all AIML traffic belongs to the “same” 5QI, otherwise, it would be difficult to introduce new 5QI. From AT&T perspective, there will be different types of AIMLsys which will different QoS profile.  
Huawei: Disagreeing on the Samsung’s argument for the need of 5QI to support the traffic detection for the AI/ML traffic.   Traffic detection is based on pre-defined traffic filter.  In the context of AIMLsys for traffic detection, the required traffic filter (e.g. DPI) to be used for traffic detection and charging can be defined without the dependency of new 5QI.   The new 5QI, if required, for the AIML traffic, it should be based on the traffic characteristic and not due to supporting traffic detection.    
OPPO: Commenting on the considerations whether the training data set to have same 5QI or not?  For AIMLsys in R18, there are three main types of AIML operation – Model splitting, Model downloading and FL.   From OPPO’s perspective, Model downloading and FL could have the same 5QI because they both transfer data models.  But for the Model splitting, the operation is used to influence the training result and hence, it should belong to different 5QI.  Therefore, at least two types of 5QIs may be needed.  
AT&T: For the AIML training data, the UE is not expected to be charged.  Hence, it is important to ensure the AIML traffic can be differentiated by accounting/charging so the user will not be charged falsely.  
Lenovo:  From Lenovo’s perspective, more than 2 5QIs are needed because there could be different levels of splitting and also different size of model downloading.   
Ericsson: At this point, Ericsson has not seen anything particular special such that we need new 5QI.   
OPPO: It is certainly possible to detect the AIML traffic via traffic filters and mechanism of application traffic detection.  However, due to the nature of the AIML traffic, such kind of traffic detection would be extremely challenging because the traffic is likely encrypted and hence, it will be difficult to detect accurately and may be evening processing intensive.  However, if dedicated 5QI is defined for the AIML traffic, it can not only meet the KPI requirement of the AIML traffic defined by SA1 because of the different traffic characteristics and provide more efficiency for the traffic detection.   
Huawei:  Commenting that, in order to assign the new 5QI, it must first able to detect the AIML traffic.  Hence, either the proper traffic filters are defined or the AIML operation is defined as specific application so that, the application detection logic is defined for the AIML traffic.   





· Determine whether and how to support Group QoS request (Host: David)
· Tdoc references: S2-2300824, S2-2300826 and S2-2300827

· Discuss whether and how the timing info (i.e. Start Time, Duration) is provided for each QoS parameter set  (Host: David)

	Meeting Notes:  
Nokia: As part of the conclusion for KI#6,  Nokia plans to prepare 23.502 CR to provide the timing info (i.e. Start Time, Duration) for the QoS parameter set to assist the PCF to derive more appropriate PCC rules. 
Huawei: With the dynamic mechanism that has been defined which allow the AF to request resource allocation to the AIMLsys traffic close to the start time, Huawei believes that there is no need for any additional CR as suggested by Nokia.   
OPPO: Asking for clarifications for the difference between this CR and the KI#5? 
Nokia: The objective of this CR is to provide information regarding the feasibility of specific QoS corresponding to specific time window.  Hence, it is different than KI#5.  
Next Step: 
· Continue to discuss the motivation of this CR over the SA2 reflector 




· KI#7: 5GS Assistance to Federated Learning operation 
· A. Member Selection Assistance Functionalities 
 
Next Steps: 
· Determine how to capture AF direct communication with 5GC for member selection functionalities without NEF (Host: Tricci)
· Determine the exact functionalities of NEF services for Member Selection Assistance (Host: Tricci)
· Tdoc reference: S2-2300152
· 

 
	Meeting Notes:  
Ericsson: Proposed a better way forward on how to structure the discussions in order to reach agreement on different proposals for the filtering criteria for the assistance of the candidate UE Member selection.   Ericsson restructured the OPPO’s CR which has been postponed from the previous meeting by partitioning the table of summary of the filtering criteria from the procedure descriptions of leveraging the filtering criteria for the assistance of the UE member selection.   Ericsson proposed to have separate dedicated CR for the proposal for the specific filtering criteria for the UE member selection.   By taking this approach, any non-agreeable filtering criterion will not impact the baseline of the UE Member Selection Functionality descriptions and procedures.  Any agreed filtering criteria and their respective procedures will be captured in their dedicated respective sub-clause. 
OPPO: The main concern with the approach proposed by Ericsson to have separate sub-clause dedicated for the filtering criteria may make it more complicate to evolve the procedure descriptions since some criteria may be able to reuse the existing procedure.  More offline discussions are needed on how to capture separate procedures for different filtering criteria.   
Ericsson: One way to handle the reuse of the existing procedure could be just describe the reference to the existing procedure.   
Samsung: Suggest to ensure the general descriptions in this CR for 23.502 should be aligned with the 23.501 highlevel descriptions. Ericsson agreed. 
MediaTek: How this new framework capture the descriptions for the scenario for AF direct communication with 5GC NFs without NEF for the UE member selection assistance?   Ericsson proposed a separate contribution should be submitted which can be captured in Annex. 
InterDigital: Commenting that this proposal from Ericsson is similar to eNA which has dedicated clause to capture the input filters and Ericsson agreed with such observation. 
Samsung: Support Ericsson’s proposal. 
Next Steps: OPPO is going to kick start the discussion on the SA2 reflector to discuss how to leverage Ericsson’s proposal to structure individual company’s proposal on the filtering criteria.   




· B. Network Analytics Extensions 
Next Steps: 
· Address multiple Editor’s Notes in new ‘UE latency performance’ analytics (Host: Tricci)
· Tdoc reference: S2-2301587
· 

 
 
	Meeting Notes:  
Nokia: Discussed the outstanding issues regarding to this UE Latency Analytics which are fine tunning of the input parameters, whether the aggregated latency inputs are needed etc.   More discussions are needed for DoCoMo proposal to include the transmission data volume and transmission time.  
Samsung: In general, it is okay for Samsung can accept these two input parameters and would like to ask more clarifications on what event is used to provide the input, however, Samsung doesn’t think that these two parameters need to be tightly coupled because Samsung believes that there could be different volume for different iteration from different UEs during the distributed FL training.    
NTT DoCoMo: Agreeing more discussions are needed to determine what event to support the input parameters for the transmission volume and transmission delay. However, DoCoMo believes that these two input parameters need to be coupled because they are used to determine statistic for the required time to support the data transmission.   Huawei agreed with DoCoMo.  
Lenovo:  It is unclear how to leverage the addition of the OAM data to support this particular UE Latency analytics.  
Huawei:  It is unclear how the aggregated QoS parameters such as packet loss rate can be used to derive the prediction for this UE latency analytics? Huawei also has concern for the title of the UE Latency Analytics because the purpose of this particular analytics is not about determining the latency, rather, it is about how much time to support the specific AI/ML transmission (e.g. model download). 
OPPO: Disagreeing with Samsung’s earlier comment that the traffic volume could be various for different iteration.  It is because a given volume transmission is based on a fixed set of parameters. 
Next Step: Nokia will kick off the discussions to close on the open issues for this UE latency performance analytics.  




· C. Misc
Next Steps: Determine whether PCF provides direct support for performance monitoring exposure to AF (Host: Tricci)
· Tdoc reference: S2-2301103

	Meeting Notes:  
CATT: From CATT’s perspective, PCF has the ability to provide the performance data to the AF which may be via NEF.  Hence, the same functionality can also apply to support AIML operation.  
Huawei: The scenario that suggested by CATT can be supported today and hence, there is no need for any changes as proposed by CATT. 
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Figure 4.15.6.2-1: Nnef_ParameterProvision_Create / Nnef_ParameterProvision_Update / Nnef_ParameterProvision_Delete request/response operations

0.	NF subscribes to UDM notifications of UE and/or Group Subscription data updates. In the UDM subscription, the NF may request to be notified about expected UE behaviour parameter(s) that may have been externally provisioned by an AF. 

NOTE 1:	The NF can subscribe to Group Subscription data from UDM in this step and be notified of Group Subscription data updates in step 7 using the Shared Data feature defined in TS 29.503 [52].

NOTE 2:	The external parameters may be provisioned by an AF hosting an AI/ML based application.

	If an expected UE behaviour parameter subscription is provided by the NF, the subscription may include a threshold indicating that certain confidence and/or accuracy levels must be met for the parameter(s) to be notified by UDM to the NF. Meeting the threshold condition may mean that a parameter is equal to a certain threshold, or less than a certain threshold, or greater than a certain threshold, or less than or equal to a certain threshold, or greater than or equal to a certain threshold. The threshold may be in the form of a range (e.g. minimum value to maximum value, where each may be inclusive or exclusive).

NOTE 3:	The threshold may be used to e.g. prevent certain Expected UE Behaviour parameters from being notified without certain minimum level of confidence/accuracy.

NOTE 4:	Confidence level indicates a probability assertion for the associated Expected UE Behaviour parameter and accuracy level indicates the performance of the estimator (e.g. AI/ML model) used for the prediction.

0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in clause 6.1.1.2 of TS 23.288 [50]. The Analytics ID is set to any of the values specified in clause 6.7.1 of TS 23.288 [50].

0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.

1.	The AF provides one or more parameter(s) to be created or updated, or deleted in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF. The parameters(s) may include corresponding confidence and/or accuracy levels.

	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.

	NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF Identifier).

	For a Create request associated with a 5G VN group, the External Group ID identifies the 5G VN Group.

	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:

-	Expected UE Behaviour parameters (see clause 4.15.6.3); or

-	Network Configuration parameters (see clause 4.15.6.3a); or

-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or

-	5G VN group membership management parameters (see clause 4.15.6.3c); or

-	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data (see clause 5.2.3.3.1 and clause 7.1 of TS 23.273 [51]); or

-	MTC Provider Information;

-	AF provided ECS Address Configuration Information (see clause 4.15.6.3d).

	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.

2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID and optionally MTC Provider Information.

	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.

	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF Identifier.

NOTE 25:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.

3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this subscriber or Group for the corresponding AF.

Based on local configuration, UDM may determine if there is any requirement in terms of threshold conditions that need to be met by the provisioned parameter before storing the parameter in UDR. If satisfied, UDM may proceed seamlessly. If not satisfied, step 5 is triggered as a failed procedure and a related cause value is provided, e.g. "confidence level not sufficient". In that case step 4 is skipped.

4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.

	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.

	UDR stores the provisioned data as part of the UE and/or Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.

	When the 5G VN group data (as described in clause 4.15.6.3b) or 5G VN group membership is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.

	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.

	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or Suggested Number of Downlink Packets or the 5G VN configuration parameters or Location Privacy Indication parameters or ECS Address Configuration Information), into AMF associated and SMF associated parameters. The UDM may use the AF Identifier received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.

	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.

	If the ECS Address Configuration Information is provided to any UE in AF request, the UDM shall make use of the shared data mechanism defined in TS 29.503 and notify all NFs (SMFs) that have subscribed to receiving such shared data change notifications.

5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.

6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.

7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g. AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.

a)	If the NF is AMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, AMF-Associated Expected UE Behaviour parameters, Subscribed Periodic Registration Timer, subscribed Active Time, etc.) service operation. The AMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s) in the Expected UE Behaviour, if necessary. The AMF uses the received parameters to derive the appropriate UE configuration of the NAS parameters and to derive Core Network assisted RAN parameters. The AMF may determine a Registration area based on parameters Stationary indication or Expected UE Moving Trajectory.

Editor's note:	How to handle when multiple Expected UE behaviour parameters with different values or with different confidence and/or accuracy level are provisioned is FFS.

Editor’s note: It is FFS if confidence level should be defined in a uniformed manner.



b)	If the NF is SMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, SMF-Associated Expected UE Behaviour parameter set, DNN/S-NSSAI, Suggested Number of Downlink Packets, etc.) service operation.

	The SMF stores the received parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM.

	The SMF identifies whether there are overlapping parameter set(s) in the Expected UE behaviour and merges the parameter set(s), if necessary. If the SMF receives more than one parameter per entry (i.e. a set of parameters), the SMF may choose one of the parameters based on the associated probability assertion (e.g. the one with the highest confidence level is chosen) or based on the evaluation metrics that are received for each parameter (i.e. accuracy level). The SMF may also choose a parameter out of the set based on local policies and/or subscription information. The SMF may use the parameters as follows:

-	SMF configures the UPF accordingly. The SMF can use the Scheduled Communication Type parameter or Suggested Number of Downlink Packets parameter to configure the UPF with how many downlink packets to buffer. The SMF may use the parameter Communication duration time and/or Expected Inactivity Time parameter and/or Battery Indication parameter combined with their confidence/accuracy levels to determine to deactivate a UP connection for a single UE or to determine a collective pattern of deactivating UP connections for multiple UEs (e.g. for a group of UEs receiving application AI/ML traffic during FL operation) and to perform CN-initiated selective deactivation of UP connection of an existing PDU Session. 

-	The SMF may derive SMF derived CN assisted RAN information for the PDU Session. The SMF provides the SMF derived CN assisted RAN information to the AMF as described in PDU Session establishment procedure or PDU Session modification procedure.

NOTE 36:	The NEF (in NOTE 1) or the UDM (in step 3) can also update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.

[bookmark: _Toc20204210][bookmark: _Toc27894902][bookmark: _Toc36191982][bookmark: _Toc45193072][bookmark: _Toc47592704][bookmark: _Toc51834791]NOTE 47:	The change of AF provided ECS configuration information is not meant to apply immediately: the UDM interface to the SMF can refer to Shared Data for the Subscription provided ECS configuration information.

[bookmark: _Toc114668172]4.15.6.3	Expected UE Behaviour parameters

These Expected UE Behaviour parameters characterise the foreseen behaviour of a UE or a group of UEs. Sets of these parameters may be provided via the NEF to be stored as part of the subscriber data. Each parameter within the Expected UE Behaviour shall have an associating associated validity time. The validity time indicates when the Expected UE Behaviour parameter expires and shall be deleted by the related NFs. The validity time may be set to indicate that the particular Expected UE Behaviour parameter has no expiration time. When the validity time expires, the related NFs delete their local copy of the associated Expected UE Behaviour parameter(s). In addition, each parameter within the Expected UE Behaviour may have a confidence and/or accuracy level associated with it. The confidence level indicates a probability assertion for the associated Expected UE Behaviour parameter and the accuracy level indicates the performance of the estimator (e.g. AI/ML model) used for the prediction. The provision procedure of the Expected UE Behaviour is realized by external parameter provision procedure defined in clause 4.15.6.2.

The Expected UE Behaviour parameters stored as AMF-Associated Expected UE Behaviour parameters which is per UE level and SMF-Associated Expected UE Behaviour parameters which is per PDU session level in UDM. AMF retrieves the AMF-Associated Expected UE Behaviour parameters from UDM which may related to both PDU session(s) and SMS transmission. SMF retrieves the SMF-Associated Expected UE Behaviour parameters from UDM for the specific PDU session. AMF and SMF uses the Expected UE Behaviour parameters as described in clause 5.4.6.2 in TS 23.501 [2].

Table 4.15.6.3-1: Description of Expected UE Behaviour parameters

		Expected UE Behaviour parameter

		Description



		Expected UE Moving Trajectory

		Identifies the UE's expected geographical movement

Example: A planned path of movement



		Stationary Indication

		Identifies whether the UE is stationary or mobile [optional]



		Communication Duration Time

		Indicates for how long the UE will normally stay in CM-Connected for data transmission.

Example: 5 minutes.

[optional]



		Periodic Time

		Interval Time of periodic communication

Example: every hour.

[optional]



		Scheduled Communication Time

		Time and day of the week when the UE is available for communication.

Example: Time: 13:00-20:00, Day: Monday.

[optional]



		Battery Indication

		Identifies power consumption criticality for the UE: if the UE is battery powered with not rechargeable/not replaceable battery, battery powered with rechargeable/replaceable battery, or not battery powered.

[optional]



		Traffic Profile

		Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission

[optional]



		Scheduled Communication Type

		Indicates that the Scheduled Communication Type is Downlink only or Uplink only or Bi-directional [To be used together with Scheduled Communication Time]

Example: <Scheduled Communication Time>, DL only.

[optional] 



		Expected Time and Day of Week in Trajectory

		Identifies the time and day of week when the UE is expected to be at each location included in the Expected UE Moving Trajectory.

[optional]



		Expected Inactivity Time

		Identifies the expected PDU Session Inactivity time during which the UE will not be providing application AI/ML related data. 

[optional]

Editor’s Note: Whether application AI/ML traffic can be detected is FFS







The Expected UE Moving Trajectory and the Expected Time and Day of Week in Trajectory may be used by the AMF. All other parameters may be used by the AMF and by the SMF.

The Scheduled Communication Type and the Traffic Profile should not be used by the AMF to release the UE when NAS Release Assistance Information from the UE is available.

In the case of NB-IoT UEs, the parameters may be forwarded to the RAN to allow optimisation of Uu resource allocation for NB-IoT UE differentiation.



*** END of CHANGES ***
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Figure 4.15.6.2-1: Nnef_ParameterProvision_Create / Nnef_ParameterProvision_Update / Nnef_ParameterProvision_Delete request/response operations

0.	NF subscribes to UDM notifications of UE and/or Group Subscription data updates. In the UDM subscription, the NF may request parameter(s) that can be externally provisioned by the AF. 

NOTE 1:	The NF can subscribe to Group Subscription data from UDM in this step and be notified of Group Subscription data updates in step 7 using the Shared Data feature defined in TS 29.503 [52].

NOTE 2:	The external parameters may be provisioned by an AF hosting an AI/ML based application.

	If a parameter subscription is provided by the NF, the subscription may include a threshold indicating that certain confidence and/or accuracy levels must be met for the parameter(s) to be notified by UDM to the NF. Meeting the threshold condition may mean that a parameter is equal to a certain threshold, or less than a certain threshold, or greater than a certain threshold, or less than or equal to a certain threshold, or greater than or equal to a certain threshold. The threshold may be in the form of a range (e.g. minimum value to maximum value, where each may be inclusive or exclusive) or a specific value.

NOTE 3:	The threshold may be used to e.g. prevent certain Expected UE Behaviour parameters from being notified without certain minimum level of confidence/accuracy.

NOTE 4:	Confidence level indicates a probability assertion for the associated Expected UE Behaviour parameter and accuracy level indicates the performance of the estimator (e.g. AI/ML model) used for the prediction.

0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in clause 6.1.1.2 of TS 23.288 [50]. The Analytics ID is set to any of the values specified in clause 6.7.1 of TS 23.288 [50].

0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.

1.	The AF provides one or more parameter(s) to be created or updated, or deleted in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF. The parameters(s) may include corresponding confidence and/or accuracy levels.

	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.

	NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF Identifier).

	For a Create request associated with a 5G VN group, the External Group ID identifies the 5G VN Group.

	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:

-	Expected UE Behaviour parameters (see clause 4.15.6.3); or

-	Network Configuration parameters (see clause 4.15.6.3a); or

-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or

-	5G VN group membership management parameters (see clause 4.15.6.3c); or

-	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data (see clause 5.2.3.3.1 and clause 7.1 of TS 23.273 [51]); or

-	MTC Provider Information;

-	AF provided ECS Address Configuration Information (see clause 4.15.6.3d).

	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.

2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID and optionally MTC Provider Information.

	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.

	If the NEF did not receive DNN and/or S-NSSAI from the AF and such information is configured as needed within 5GC, the NEF determines the DNN and/or S-NSSAI from the AF Identifier.

NOTE 25:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.

3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this subscriber or Group for the corresponding AF.

Based on local configuration, UDM may determine if there is any requirement in terms of threshold conditions that need to be met by the provisioned parameter before storing the parameter in UDR. If satisfied, UDM may proceed seamlessly. If not satisfied, step 5 is triggered as a failed procedure and a related cause value is provided, e.g. "confidence level not sufficient". In that case step 4 is skipped.

4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.

	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.

	UDR stores the provisioned data as part of the UE and/or Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.

	When the 5G VN group data (as described in clause 4.15.6.3b) or 5G VN group membership is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.

	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.

	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or Suggested Number of Downlink Packets or the 5G VN configuration parameters or Location Privacy Indication parameters or ECS Address Configuration Information), into AMF associated and SMF associated parameters. The UDM may use the AF Identifier received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.

	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.

	If the ECS Address Configuration Information is provided to any UE in AF request, the UDM shall make use of the shared data mechanism defined in TS 29.503 and notify all NFs (SMFs) that have subscribed to receiving such shared data change notifications.

5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.

6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.

7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g. AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.

a)	If the NF is AMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, AMF-Associated Expected UE Behaviour parameters, Subscribed Periodic Registration Timer, subscribed Active Time, etc.) service operation. The AMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s) in the Expected UE Behaviour, if necessary. If the AMF receives confidence and/or accuracy levels along the Expected UE behaviour parameter(s), the AMF may choose the parameters based on the associated confidence level or based on the accuracy level. The AMF may also choose parameters based on local policies and/or subscription information. The AMF uses the received parameters to derive the appropriate UE configuration of the NAS parameters and to derive Core Network assisted RAN parameters. The AMF may determine a Registration area based on parameters Stationary indication or Expected UE Moving Trajectory.

b)	If the NF is SMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, SMF-Associated Expected UE Behaviour parameter set, DNN/S-NSSAI, Suggested Number of Downlink Packets, etc.) service operation.

	The SMF stores the received parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM.

	The SMF identifies whether there are overlapping parameter set(s) in the Expected UE behaviour and merges the parameter set(s), if necessary. If the AMF receives confidence and/or accuracy levels along the Expected UE behaviour parameter(s), the AMF may choose the parameters based on the associated confidence level or based on the accuracy level. The AMF may also choose parameters based on local policies and/or subscription information. The SMF may use the parameters as follows:

-	SMF configures the UPF accordingly. The SMF can use the Scheduled Communication Type parameter or Suggested Number of Downlink Packets parameter to configure the UPF with how many downlink packets to buffer. The SMF may use the parameter Communication duration time and/or Expected Inactivity Time parameter and/or Battery Indication parameter combined with their confidence/accuracy levels to determine to deactivate a UP connection for a single UE or to determine a collective pattern of deactivating UP connections for multiple UEs (e.g. for a group of UEs receiving application AI/ML traffic during FL operation) and to perform CN-initiated selective deactivation of UP connection of an existing PDU Session. 

-	The SMF may derive SMF derived CN assisted RAN information for the PDU Session. The SMF provides the SMF derived CN assisted RAN information to the AMF as described in PDU Session establishment procedure or PDU Session modification procedure.

NOTE 36:	The NEF (in NOTE 1) or the UDM (in step 3) can also update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.

[bookmark: _Toc20204210][bookmark: _Toc27894902][bookmark: _Toc36191982][bookmark: _Toc45193072][bookmark: _Toc47592704][bookmark: _Toc51834791]NOTE 47:	The change of AF provided ECS configuration information is not meant to apply immediately: the UDM interface to the SMF can refer to Shared Data for the Subscription provided ECS configuration information.

[bookmark: _Toc114668172]4.15.6.3	Expected UE Behaviour parameters

These Expected UE Behaviour parameters characterise the foreseen behaviour of a UE or a group of UEs. Sets of these parameters may be provided via the NEF to be stored as part of the subscriber data. Each parameter within the Expected UE Behaviour shall have an associating associated validity time. The validity time indicates when the Expected UE Behaviour parameter expires and shall be deleted by the related NFs. The validity time may be set to indicate that the particular Expected UE Behaviour parameter has no expiration time. When the validity time expires, the related NFs delete their local copy of the associated Expected UE Behaviour parameter(s). In addition, each parameter within the Expected UE Behaviour may have a confidence and/or accuracy level associated with it. The confidence level indicates a probability assertion for the associated Expected UE Behaviour parameter and the accuracy level indicates the performance of the estimator (e.g. AI/ML model) used for the prediction. The provision procedure of the Expected UE Behaviour is realized by external parameter provision procedure defined in clause 4.15.6.2.

The Expected UE Behaviour parameters stored as AMF-Associated Expected UE Behaviour parameters which is per UE level and SMF-Associated Expected UE Behaviour parameters which is per PDU session level in UDM. AMF retrieves the AMF-Associated Expected UE Behaviour parameters from UDM which may related to both PDU session(s) and SMS transmission. SMF retrieves the SMF-Associated Expected UE Behaviour parameters from UDM for the specific PDU session. AMF and SMF uses the Expected UE Behaviour parameters as described in clause 5.4.6.2 in TS 23.501 [2].

Table 4.15.6.3-1: Description of Expected UE Behaviour parameters

		Expected UE Behaviour parameter

		Description



		Expected UE Moving Trajectory

		Identifies the UE's expected geographical movement

Example: A planned path of movement



		Stationary Indication

		Identifies whether the UE is stationary or mobile [optional]



		Communication Duration Time

		Indicates for how long the UE will normally stay in CM-Connected for data transmission.

Example: 5 minutes.

[optional]



		Periodic Time

		Interval Time of periodic communication

Example: every hour.

[optional]



		Scheduled Communication Time

		Time and day of the week when the UE is available for communication.

Example: Time: 13:00-20:00, Day: Monday.

[optional]



		Battery Indication

		Identifies power consumption criticality for the UE: if the UE is battery powered with not rechargeable/not replaceable battery, battery powered with rechargeable/replaceable battery, or not battery powered.

[optional]



		Traffic Profile

		Identifies the type of data transmission: single packet transmission (UL or DL), dual packet transmission (UL with subsequent DL or DL with subsequent UL), multiple packets transmission

[optional]



		Scheduled Communication Type

		Indicates that the Scheduled Communication Type is Downlink only or Uplink only or Bi-directional [To be used together with Scheduled Communication Time]

Example: <Scheduled Communication Time>, DL only.

[optional] 



		Expected Time and Day of Week in Trajectory

		Identifies the time and day of week when the UE is expected to be at each location included in the Expected UE Moving Trajectory.

[optional]



		Expected Inactivity Time

		Identifies the expected PDU Session Inactivity time during which the UE will not be providing application AI/ML related data. 

[optional]

Editor’s Note: Whether application AI/ML traffic can be detected is FFS







The Expected UE Moving Trajectory and the Expected Time and Day of Week in Trajectory may be used by the AMF. All other parameters may be used by the AMF and by the SMF.

The Scheduled Communication Type and the Traffic Profile should not be used by the AMF to release the UE when NAS Release Assistance Information from the UE is available.

In the case of NB-IoT UEs, the parameters may be forwarded to the RAN to allow optimisation of Uu resource allocation for NB-IoT UE differentiation.



*** END of CHANGES ***
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The network capability exposure comprises

-	Exposure of network events externally as well as internally towards core network NFs;

-	Exposure of provisioning capability towards external functions;

-	Exposure of policy and charging capabilities towards external functions;

-	Exposure of core network internal capabilities for analytics.

-	Exposure of analytics to external party.

-	Retrieval of data from external party by NWDAF.

-	Exposure of number of registered UEs and/or established PDU Sessions for a network slice that is subject to Network Slice Admission Control towards core network NFs or external party.

-	Exposure of UE member selection assistance information including list(s) of candidate UEs and additional information that meet some filtering criteria provided by the AF.

When subscribing to event reporting the NF consumer(s) provide:

-	One or multiple Event ID(s). An Event ID identifies the type of event being subscribed to (e.g. PDU Session Release, UE mobility out of an Area of Interest, etc.).

-	Event Filter Information: Provides Event Parameter Types and Event Parameter Value(s) to be matched against, in order to meet the condition for notifying the subscribed Event ID e.g. the Event Parameter Type could be "Area of interest" and Event Parameter Value list could be list of TAs; The Event Filter depends on the Event ID. The Event Filter Information is provided per Event ID(s) being subscribed to: within a subscription different Event ID(s) may be associated with different Event Filter Information.

-	Event Reporting Information described in the Table 4.15.1-1 below. Within a subscription all Event ID(s) are associated with a unique Event Reporting Information.

-	Target of Event Reporting: this may indicate a specific UE or PDU Session, a group of UE(s) or any UE (i.e. all UEs), Within a subscription all Event ID (s) are associated with the same Target of Event Reporting (possibly corresponding to multiple UE or multiple PDU Sessions).

-	A Notification Target Address (+ Notification Correlation ID) allowing the Event Receiving NF to correlate notifications received from the Event provider with this subscription. A subscription is associated with an unique Notification Target Address (+ Notification Correlation ID). In the case that the NF consumer subscribes to the NF producer on behalf of other NF, the NF consumer includes the Notification Target Address(+Notification Correlation ID) of other NF for the Event ID which is to be notified to other NF directly and the Notification Target Address(+Notification Correlation ID) of itself for the Subscription change related event notification. Each Notification Target Address(+ Notification Correlation ID) is associated with related (set of) Event ID(s).

-	An Expiry time represents the time upto which the subscription is desired to be kept as active. The NF service consumer may suggest an Expiry time and provide to the NF service producer. Based on the operator's policy, the NF service producer decides whether the subscription can be expired. If the subscription can be expired, the NF service producer determines the Expiry time and provide it in the response to the NF service consumer. If the event subscription is about to expire based on the received Expiry time and the NF service consumer wants to keep receiving notifications, the NF service consumer update the subscription with the NF service producer in order to extend the Expiry time. Once the Expiry time associated with the subscription is reached, the subscription becomes invalid at the NF service producer. If the NF service consumer wants to keep receiving notifications, it shall create a new subscription with the NF service producer.

When the subscription is accepted by the Event provider NF, the consumer NF receives from the event provider NF an identifier (Subscription Correlation ID) allowing to further manage (modify, delete) this subscription.

NOTE 1:	The Notification Correlation ID is allocated by the consumer NF that subscribes to event reporting and the Subscription Correlation ID is allocated by the NF that notifies when the event is met. Both correlation identifiers can be assigned the same value, although in principle they are supposed to be different, as they are optimized for finding the subscription related context within each NF.

The consumer NF may use an operation dedicated to subscription modification to add or remove Event ID(s) to this subscription or to modify Event Filter Information.

Events are subscribed by the consumer NF(s) by providing Event Filters. The contents of the Event Reporting Information along with the presence requirement of each information element is described in Table 4.15.1-1.

Table 4.15.1-1: Event Reporting Information

		Event Reporting Information Parameter

		Description

		Presence requirement



		Event reporting mode

		Mode of reporting - e.g. reporting up to a maximum number of reports, periodic reporting along with periodicity, reporting up to a maximum duration, reporting when threshold is reached

		mandatory



		Maximum number of reports

		Maximum number of reports after which the event subscription ceases to exist

		(see NOTE 1)



		Maximum duration of reporting

		Maximum duration after which the event subscription ceases to exist

		(see NOTE 1)



		Immediate reporting flag

		The Event provider NF notifies the current status of the subscribed event, if available, immediately to the consumer NF.

		



		Sampling ratio

		Percentage of sampling (1%..100%) among impacted UEs.

		optional

(see NOTE 2)



		Partitioning criteria

		Criteria for partitioning UEs before applying sampling ratio.

		optional

(see NOTE 2)



		Group Reporting Guard Time

		Parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF.

		optional



		Deactivate notification flag

		Indicates to the Event provider NF that the notification of the available events shall be muted until the Event consumer NF provides the retrieval notification flag to retrieve the events stored.

		optional



		Retrieval notification flag

		Indicates to the Event provider NF to send the notification to the Event consumer NF with the stored events and mutes again the notification of future events.

		optional



		Granularity of dynamics

		The maximum amount of dynamics in the event which allows to skip an event notification.

		optional

(see NOTE 3)



		Reporting type

		Event provider NF reports only when the events differs from the previously notified event.

		optional

(see NOTE 4)



		Reporting Threshold

		Threshold values indicate conditions on the level to be reached for the reporting

		Optional

(see NOTE 5)



		NOTE 1:	The requester shall include 2) Maximum number of reports or 3) Maximum duration of reporting, or both, depending on 1) Event reporting mode.

NOTE 2:	Parameter only applicable to certain event IDs reporting metrics (e.g. Number of UEs present in a geographical area) used and used e.g. by the NWDAF for data collection.

NOTE 3:	The Granularity of dynamics includes 1) the range of scalar value, 2) the list of events identification, or 3) the previous notification. The range of scalar value is only applicable to the event depicted as number (e.g. the number of UE), the others is applicable to the event depicted as identification (e.g. UE location, UE identification).

NOTE 4:	The differences in event includes the events have been newly appeared, disappeared and changed from the previous notification.

NOTE 5:	This parameter is included only if the Event reporting mode indicates reporting when threshold is reached.







NOTE 2:	Explicit unsubscribe by the NF consumer is still possible.

Maximum number of reports is applicable to the subscription to one UE or a group of UE(s). When the subscription is applied to a group of UE(s), the initial value of the parameter is applied to each individual member UE. The count of number of reports is per UE and per Event Type granularity also for group member UE.

Maximum duration of reporting is applicable to the subscription to one UE, a group of UE(s) or any UE. When the subscription is applied to a group of UE(s), this parameter applies to each group member UE. When the subscription is applied to any UE, this parameter applies to all the impacted UEs.

If for a given subscription Maximum duration of reporting is included then the subscription is cancelled locally in the NF as soon as Maximum duration of reporting is reached. If the Maximum number of reports is reached for a given subscription, the NEF cancels the subscription in the affected NFs. If both Maximum Number of reports and Maximum duration of reporting are included then the subscription expires or is cancelled as soon as one of the conditions is met.

Sampling ratio is applicable to subscription targeting a group of UEs or any UE. When a sampling ratio is provided, a random subset is selected among the target UEs according to the sampling ratio and only the events related to this subset are reported. A UE remains selected until it is no longer managed by the event provider NF. A UE newly managed by the NF may be selected.

Partitioning criteria are applicable to subscription targeting a group of UEs or any UE and may be used when sampling ratio is used. These criteria are used to instruct the NF on how to group the UEs before applying the sampling ratio. When partitioning criteria are provided, the NF groups the targeted UEs (i.e. creates sub-populations/strata) based on the partition criteria parameter. Then, from each sub-population/stratum, the NF selects a subset of UEs by sampling randomly from each sub-population according to the sampling ratio. For a given type of partitioning criteria, the UE belongs to a single sub-population/stratum as long as it is served by the NF. The types of Partitioning Criteria are described in Table 4.15.1-2:

Table 4.15.1-2: Types of Partitioning Criteria

		Types of Partitioning Criteria



		Type Allocation Code



		Subscriber PLMN ID



		Geographical area, i.e. list(s) of TAI(s)



		S-NSSAI



		DNN







Group Reporting Guard Time is an optional parameter for group-based monitoring configuration to indicate the time for which the Monitoring Event Reporting(s) related with the UEs in a group can be aggregated before sending them to the consumer NF. The value of the Group Reporting Guard time should be set less than the Maximum duration of reporting. For the continuous monitoring reporting, unless the Maximum duration of reporting has been reached, the Group Reporting Guard timer is restarted when it expires. If the time left until the Maximum duration of reporting is less than the Group Reporting Guard Time, then the Group Reporting Guard timer shall be set to expire when the Maximum duration of reporting expires. If the Maximum duration of reporting is expired, the Group Reporting Guard Time, if running, shall be considered to expire and aggregated Monitoring Event Reporting(s) is sent to destination immediately.

Deactivation notification flag and retrieval notification flag enable the mute storage of events for a limited size of events at the Event producer NF, thus reducing the number of notifications and the overall signalling between the Event producer NF and the Event consumer NF. Usage of these parameters is further specified in clause 6.2.7 of TS 23.288.

Granularity of dynamics indicates negligible changes in the target event of the subscription for which notification is not required. The changes in the Granularity of dynamics are depicted as the range of scalar value (x, y) where it means [the previously notified scalar value - x, the previously notified scalar value + y), the list of event identification(s) (e.g. list of SUPI(s)), or the previous notification. If the Granularity of dynamics is provided, the provider NF shall send the notification only when the changes in the target event are not described in the Granularity of dynamics, except for the first notification.

Reporting type is a parameter to reduce the data volume of notification. If the Reporting type is provided, the provider NF shall notify the events that have been newly appeared, disappeared and changed compared to the previous notification, except for the first notification.

Table 4.15.1-1 indicates the presence requirements for the Event Reporting Information.

Corresponding notifications contain at least the Notification Correlation ID together with the Event ID and the individual target (e.g. UE or PDU Session ID) associated with the notification.

If the NF service consumer decides to terminate the event subscription, it unsubscribes the event subscription by sending unsubscription request to the event provider NF. After receiving unsubscription request from the NF service consumer, the event provider NF terminates the event subscription.

If the NF service consumer has subscribed to group-based monitoring, then the NF service consumer may subsequently unsubscribe to the whole group or one or more identified group member UEs. Such partial cancellation of group-based monitoring does not affect the other group member UEs, but it only cancels the monitoring event subscription for the identified group member UEs. Partial cancellation of group-based monitoring can be caused by the following reasons:

-	UE's subscription is discontinued in the UDM;

-	UE's authorisation to the subscribed event type is revoked;

-	The subscribing NF explicitly unsubscribes to monitoring of selected UE(s); or

-	UE is removed from the monitoring target group that was identified in monitoring subscription.

If the NF service consumer has subscribed to group-based monitoring and later new group member UEs are added to the group, then the NF service consumer may also subsequently add monitoring event subscription for the new group member UEs.

The following clauses describe the external exposure of network capabilities and core network internal event and capability exposure.

When the immediate reporting flag is set, the first corresponding event report is included in the subscription response message, if corresponding information is available at the reception of the subscription request of the event.

During Monitoring Event Subscription as in clause 4.15.3, Parameter Provisioning as in clause 4.15.6, NIDD configuration as in clause 4.25.3 and Enhanced Coverage Restriction Control as in clause 4.27.1, the optional parameter MTC Provider Information is a reference parameter that may be provided by AF or determined by NEF based on which AF it communicates with. The MTC Provider Information identifies the MTC Service Provider and/or MTC Application.

NOTE 3:	The MTC Provider Information can be used by Service Providers for, e.g. to distinguish their different customers.

NOTE 4:	The MTC Provider Information is an optional parameter. The NEF can validate the provided MTC Provider Information and override it to a NEF selected MTC Provider Information based on configuration. How the NEF determines the MTC Provider Information, if not present, is left to implementation (e.g. based on the requesting AF).



* * * Next Changes * * * 

4.15.2	External Exposure of Network Capabilities

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, Policy/Charging capability, network status reporting capability, and Analytics reporting capability and UE member selection assistance capability. The Monitoring capability is for monitoring of specific event for UE in 5GS and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5GS. The Policy/Charging capability is for handling QoS and charging policy for the UE based on the request from external party. The Analytics capability is for allowing external party to acquire analytics information generated by 5G System. The UE member selection assistance capability enables the NEF to consolidate information collected from other 5GC NFs, which meet filtering criteria requested by the AF, to derive (a) list(s) of UE(s) and additional information that assists AFs in the selection of candidate members for an application layer operation e.g., federated learning operation in the application layer.

The details for the External Exposure of Analytics capabilities as well as interactions between NEF, external party and NWDAF are described in TS 23.288 [50].

* * * Next Changes * * * 

4.15.X	UE member selection assistance

[bookmark: OLE_LINK16][bookmark: OLE_LINK17]The UE member selection assistance capability hosted by the NEF provides (a) list(s) of candidate UE(s) and additional information based on the request receiving from the AF. AF provides a UE list and a set of filtering criteria as part of the service operation parameters, that the candidate UEs should satisfy. Upon receiving the AF request, NEF triggers corresponding 5GC procedures to retrieve the information from 5GC NFs. NEF consolidates all the information collected from other 5GC NFs to derive (a) list(s) of candidate UEs and additional information, which meets the filtering criteria requested by the AF and sends these list(s) to the AF. The member selection assistance capability can be used to assist third party to select the group of UEs to support application service (e.g. FL operation).



* * * Next Change * * * 

4.15.X	5GS assistance for UE member selection.

4.15.X.1		General procedure

This clause describes the procedures that are generally applicable independently of the filter criteria sent by the AI/ML AF.

  





[bookmark: _Hlk124779667]Figure 4.15.X-1: 5GC assistane to Member selection 

1.	A PDU Session between the UE and the AF may have been established.

2.	AF subscribes the member selection assistance functionality by sending Nnef_ UEMemberSelectionAssistance_subscribe request including the Application Identity, a list of target UE(s), one or more filters listed in the table 5.2.6.X.1‑1, and optionally, time window(s).

3.	NEF verifies the authorization of the AF Request and identifies which information needs to be collected and executed based on the member selection criteria provided by the AF, e.g., events, analytics and/or notifications. 

4.	NEF interacts with different 5GC network functions for collecing the required information. The set of interactions with 5GC are dependent on the member selection criteria provided by the AF. See Table 5.2.6.x.1‑1 for details.

5.	Based on the collected information from other 5GC NFs, NEF consolidates all the information collected from other 5GC NFs to derive the list(s) of candidate UE(s) and additional information which fulfill the filtering criteria in the AF request.

6.	NEF sends a Nnef_ UEMemberSelectionAssistance_Notify request to the AF including the Application Identity and the list(s) of candidate UE(s) and additional information.



* * * Next Change * * * 

4.15.X.2	Filter Criteria for 5GS assistance for UE member selection



The service provides the capability to subscribe, unsubscribe or notify the member selection assistance information from the NEF. Table 4.15.X.2-1 provides a summary of the of the UE member filter criteria that the AIML AF may request.



		UE Member filtering criteria

		Description of filtering criterion

		UE filtering information

		Detailed description clause





Table 4.15.X.2-1: Description of UE Member filtering criteria 



Editor’s Note: The list of UE Member filtering criteria and their corresponding actions are FFS. 

Editor’s Note: Each Filter Criteria should add a new clause where the specific procedures for such filter criteria are described. For example: “4.15.X.3	Specific procedure for criterial foo”



	* * * Next Changes * * * 	
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The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

		Service Name

		Service Operations

		Operation

Semantics

		Example Consumer(s)



		Nnef_EventExposure

		Subscribe

		Subscribe/Notify

		AF, NWDAF



		

		Unsubscribe

		

		AF, NWDAF



		

		Notify

		

		AF, NWDAF



		Nnef_PFDManagement

		Fetch

		Request/Response

		SMF



		

		Subscribe

		Subscribe/Notify

		SMF



		

		Notify

		

		SMF



		

		Unsubscribe

		

		SMF



		

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		Nnef_EASDeployment

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Subscribe

		Subscribe/Notify

		SMF



		

		Unsubscribe

		

		SMF



		

		Notify

		

		SMF



		Nnef_ParameterProvision

		Update

		Request/Response

		AF



		

		Create

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Get

		Request/Response

		AF



		Nnef_Trigger

		Delivery

		Request/Response

		AF



		

		DeliveryNotify

		Subscribe/Notify

		AF



		Nnef_BDTPNegotiation

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Notify

		

		AF



		Nnef_TrafficInfluence

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Get

		Request/Response

		AF



		

		Notify

		Subscribe/Notify

		AF



		

		AppRelocationInfo

		Subscribe/Notify

		AF



		Nnef_ChargeableParty

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Notify

		Request/Response

		AF



		Nnef_AFsessionWithQoS

		Create

		Request/Response

		AF



		

		Notify

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Revoke

		Request/Response

		AF



		Nnef_MSISDN-less_MO_SMS

		Notify

		Notify

		AF



		Nnef_ServiceParameter

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Get

		Request/Response

		AF



		Nnef_APISupportCapability

		Subscribe

		Subscribe/Notify

		AF



		

		Unsubscribe

		Subscribe/Notify

		AF



		

		Notify

		Subscribe/Notify

		AF



		Nnef_NIDDConfiguration

		Create

		Request/Response

		AF



		

		TriggerNotify

		Subscribe/Notify

		AF



		

		UpdateNotify

		Subscribe/Notify

		AF



		

		Delete

		Request/Response

		AF



		Nnef_NIDD

		Delivery

		Request/Response

		AF



		

		DeliveryNotify

		Subscribe/Notify

		AF



		

		GroupDeliveryNotify

		Notify

		AF



		Nnef_SMContext

		Create

		Request/Response

		SMF



		

		Delete

		Request/Response

		SMF



		

		DeleteNotify

		Subscribe/Notify

		SMF



		

		Delivery

		Request/Response

		SMF



		Nnef_AnalyticsExposure

		Subscribe

		Subscribe/Notify

		AF



		

		Unsubscribe

		

		AF



		

		Notify

		

		AF



		

		Fetch

		Request/Response

		AF



		Nnef_UCMFProvisioning

		Create

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		Nnef_ECRestriction

		Get

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		Nnef_ApplyPolicy

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		Nnef_Location

		LocationUpdateNotify

		Notify

		AF



		Nnef_TimeSynchronization

		ConfigUpdate

		Request/Response

		AF



		

		ConfigCreate

		Request/Response

		AF



		

		ConfigDelete

		Request/Response

		AF



		

		ConfigUpdateNotify

		Subscribe/Notify

		AF



		

		CapsSubscribe

		Subscribe/Notify

		AF



		

		CapsUnsubscribe

		Subscribe/Notify

		AF



		

		CapsNotify

		Subscribe/Notify

		AF



		Nnef_ASTI

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Get

		Request/Response

		AF



		Nnef_AMPolicyAuthorization

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Notify

		Subscribe/Notify

		AF



		

		Subscribe

		

		AF



		

		Unsubscribe

		

		AF



		Nnef_AMInfluence

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Delete

		Request/Response

		AF



		

		Notify

		Subscribe/Notify

		AF



		Nnef_UEId

		Get

		Request/Response

		AF



		Nnef_SMService

		MoForwardSm

		Request/Response

		SMS-SC



		Nnef_PDTQPolicyNegotiation

		Create

		Request/Response

		AF



		

		Update

		Request/Response

		AF



		

		Notify

		

		AF



		Nnef_UEMemberSelectionAssistance

		Subscribe

		Subscribe/Notify

		AF



		

		Unsubscribe

		

		AF



		

		Notify

		

		AF







[bookmark: _Toc20150188][bookmark: _Toc27846996][bookmark: _Toc36188127][bookmark: _Toc45184034][bookmark: _Toc47342876][bookmark: _Toc51769578][bookmark: _Toc114665635]	* * * Next Change * * * 	

[bookmark: _Toc122444023]5.2.6.X	Nnef_ UEMemberSelectionAssistance service

[bookmark: _Toc122444024]5.2.6.X.1	General

The service provides the capability to subscribe, unsubscribe or notify the member selection assistance information from the NEF. See Table 4.15.X.2-1 for a list of UE member filter criteria.
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Service operation name: Nnef_UEMemberSelectionAssistance_Subscribe

Description: the NF consumer subscribes to receive the UE member selection assistance information, or the subscription is updated if the same subscription is already defined in NEF.

Inputs, Required: Application ID, Target of Member Selection Assistance Reporting (GPSI, SUPI, a list of GPSIs or a list of SUPIs), Notification Target Address (+ Notification Correlation ID), one or more filtering criteria.

Inputs, Optional: Subscription Correlation ID (in the case of modification of the existing subscription), a list of group member UE(s) whose subscription to the Member Selection Assistance notification(s) are removed or added for a group-based subscription, Expiry time, a set of filtering criteria shown in the clause 5.2.6.X.1 Table 5.2.6.X.1 -1, time window(s) for selecting the candidate UEs.

Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator’s policy).
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Service operation name: Nnef_UEMemberSelectionAssistance_Unsubscribe

Description: the NF consumer deletes a subscription for UE member selection assistance information that is already created in NEF.

Inputs, Required: Subscription Correlation ID.

Outputs, Required: Operation execution result indication



5.2.6.X.4	Nnef_ UEMemberSelectionAssistance_Notify service operation

Service operation name: Nnef_UEMemberSelectionAssistance_Notify

Description: NEF reports the UE member selection assistance information to the consumer that has previously subscribed.

Inputs, Required: Notification Correlation Information, list(s) of recommended UE(s).

Outputs, Required: Operation execution result indication.

Editor’s Note:	Additional information to be provided by NEF is FFS

* * * End of Changes * * *
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********** Start of Changes ***************

[bookmark: _Toc122419289]6.7.1	General

This clause specifies the UE related analytics which can be provided by NWDAF:

-	UE mobility analytics;

-	UE communication analytics;

-	Expected UE behavioural parameters related network data analytics; and

-	Abnormal behaviour related network data analytics;

-	UE latency performance analytics.

The NWDAF service consumer may request for these analytics separately, or in a combined way. As an example, an NWDAF service consumer may learn from the NWDAF the expected UE behaviour parameters as defined in clause 4.15.6.3 of TS 23.502 [3] for a group of UEs or a specific UE, by requesting analytics for both UE mobility (see clause 6.7.2) and for UE communication (see clause 6.7.3).

Depending on local regulations, the NWDAF retrieves user consent for the UE with UDM prior to data collection as defined in clause 6.2.2.2 or clause 6.2.2.3. If user consent to collect data is not granted by the UE, the NWDAF rejects/cancels any analytics subscriptions to any of the UE related analytics with target for analytics set to the SUPI or GPSI of that UE. If the target for analytics is either an Internal or External Group Id or a list of SUPIs or "any UE", the NWDAF skips those SUPIs that do not grant user consent for the purpose of analytics or model training.

NOTE:	Possible uses of such analytics is for the AMF to learn about expected UE behaviour to derive appropriate MICO mode configuration, or for an AF to learn about expected UE behaviour to further provision 5GC with appropriate UE parameters.



********** Next Change (all new text) ***************

6.7.x UE latency performance analytics

6.7.x.1 General

The clause 6.7.x describes how NWDAF can provide UE latency performance analytics, in the form of statistics or predictions or both, to a service consumer. NWDAF collects UE latency performance related input data from 5GC NFs, OAM and AF. The consumer can either subscribe to analytics notifications (i.e., a Subscribe-Notify model) or request a single notification (i.e., a Request-Response model). 

The UE latency performance refers to a time delay for completing the transmission of a specific data volume from UE to AF, or from AF to UE.  If an expected number of repeating data transmissions or an expected time interval between data transmissions is given, the UE latency performance can be provided as an average value of every data packet transmission latency performance within the Analytics target period. The UE latency performance analytics may be used to assist an AF hosting AI/ML-based services, e.g., for member selection of federated learning.

The UE latency performance analytics may be provided as defined in clause 6.7.x.3 for a UE individually or a list of UEs.

The service consumer may be an NF (e.g. AF, or NEF).

The consumer of these analytics may indicate in the request:

-	Analytics ID = "UE Latency Performance".

-	Target of Analytics Reporting: a single UE (SUPI/GPSI) or a group of UEs (a list of SUPIs/GPSIs).

-	Analytics Filter Information optionally including:

-	DNN;

-	S-NSSAI;

-	Application ID; 

-	Area of Interest (AOI(s)): restricts the scope of the UE latency performance analytics to the provided area;

-	An optional list of analytics subsets that are requested (see clause 6.7.x.3);

-	Data Volume UL/DL: indicates a specific data volume transmitted once from UE to AF, or from AF to UE;

-	QoS requirements (e.g., 5QI, QoS Characteristics); 

-	Optionally, an expected number of repeating data transmissions within the Analytics target period;

-	Optionally, an expected time interval between data transmissions 





-	Optionally, a request for geographical distribution (i.e., the AoIs) of the UEs.

-	An Analytics target period indicates the time period over which the statistics or predictions are requested.

-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.

-	Optionally, preferred level of accuracy of the analytics.

-	Optional preferred order of results for the list of UE latency performance:

-	ordering criterion: "UE latency performance",

-	order: ascending or descending;

-	Optionally, Reporting Thresholds, which indicate conditions on the level to be reached for respective analytics subsets (see clause 6.7.X.3) in order to be notified by the NWDAF; e.g., NWDAF may provide the percentage of UEs that have reached certain Reporting Threshold(s).

-	Optionally, maximum number of UEs;



6.7.x.2 Input Data

The NWDAF supporting analytics on UE latency performance shall be able to collect UE performance information from AF, OAM and 5GC NFs. 

More detailed information collected by the NWDAF from the OAM is defined in the Table 6.7.x.2-1, and from relevant 5GC NFs (i.e. UPF, SMF, AMF) is defined in Table 6.7.x.2-2.

Table 6.7.x.2-1: Input data from OAM related to UE latency performance

		Information

		Source

		Description



		RAN part delay 

		OAM TS 28.554 [10]

		Average packet transmission delay through the RAN part to the UE, per timeslot, per 5QI and per S-NSSAI.



		Timestamp

		OAM

		A time stamp associated with the collected information.



		Reference Signal Received Power

		OAM

(see NOTE 1)

		The per UE measurement of the received power level in a network cell, including SS-RSRP, CSI-RSRP as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRP as specified in clause 5.5.5 of TS 36.331 [15]



		Reference Signal Received Quality

		OAM

(see NOTE 1)

		The per UE measurement of the received radio quality in a network cell the specified area where UE(s) will be located, including SS-RSRQ, CSI-RSRQ as specified in clause 5.5 of TS 38.331 [14] and E-UTRA RSRQ as specified in clause 5.5.5 of TS 36.331 [15]



		Signal-to-noise and interference ratio

		OAM

(see NOTE 1)

		The per UE measurement of the received signal to noise and interference ratio in a network cell, including SS-SINR, CSI-SINR, E-UTRA RS-SINR, as specified in clause 5.1 of TS 38.215 [12]



		RAN Throughput for DL and UL

		OAM

(see NOTE 1)

		The per UE measurement of the throughput for DL and UL as specified in clauses 5.2.1.1 and 5.4.1.1 of TS 37.320 [20]



		RAN Packet delay for DL and UL

		OAM

(see NOTE 1)

		The per UE measurement of the packet delay for DL and UL, including per QCI per UE packet delay as specified in clauses 5.2.1.1 of TS 37.320 [20] and per DRB per UE packet delay as specified in clauses 5.4.1.1 of TS 37.320 [20]



		RAN Packet loss rate for DL and UL 

		OAM

(see NOTE 1)

		The per UE measurement of the packet loss rate for DL and UL, including the per QCI per UE packet loss rate as specified in clauses 5.2.1.1 of TS 37.320 [20] and the per DRB per UE packet loss rate as specified in clauses 5.4.1.1 of TS 37.320 [20]



		Distribution of UL/DL/round trip packed delay between PSA UPF and UE

		OAM

		The distribution of UL/DL/round trip packet delay between PSA UPF and UE as captured in TS 28.552 [8].



		NOTE 1:	Per UE measurement for a specific UE from OAM (via MDT), is as captured in clause 6.2.3.1.







NWDAF subscribes the network data from OAM in the Table 6.7.X.2-1 by using the services provided by OAM as described in clause 6.2.3.

NOTE 1:	Whether the UE(s) is supporting a Slice or not can be checked by retrieving the registered AMF details from UDM or by asking AMF about what Slice is used by the UE(s) at the current registration (Alternatively, if NSACF is deployed, NSACF can provide a report on what slices are used by the UE(s))

NOTE 2:	User consent checking from UDM can apply for these analytics. 

Table 6.7.x.2-2: Service Data from 5GC NFs and AF for UE latency performance analytics 

		Information

		Source

		Description



		Timestamp

		5GC NF 

		A time stamp associated with the collected information.



		UE location 

		AMF, GMLC 

		Location of the UE(s) needs to be selected via AMF if the application needs to be started at the same time. If the  AoI indicated by the AF is a finer granularity area than the Cell level, the current location of the UE(s) needs to be selected via GMLC instead. 



		UE ID

		AMF

		(list of) SUPI(s).



		QFI

		SMF

		QoS Flow Identifier.



		QoS flow Packet Delay

		SMF, UPF

		The observed Packet delay for UL/DL/round trip directions; 



		Transmitted data volume

		AF

		The volume of the transmitted data 



		Transmission time

		AF

		The amount of the time needed for sending a specific volume of data











6.7.x.3 Output Analytics

The NWDAF supporting UE latency performance analytics provides the analytics results to consumer NFs, e.g., AF, or NEF. The analytics results provided by the NWDAF could be UE latency performance statistics as defined in Table 6.7.X.3-1 or predictions as defined in table 6.7.x.3-2.

Table 6.7.x.3-1: UE Latency performance statistics

		Information

		Description



		UE ID or list of UE IDs (1..SUPImax)

		Identifies a UE or a group of UEs, e.g. a list of UEs for which the statistic applies.



		Time slot entry (1..max)

		List of time slots during the Analytics target period.



		> Time slot start

		Time slot start within the Analytics target period.



		> Duration

		Duration of the time slot.



		> UE latency performances (1…max) ()

		List of latency performance per UE

Max. is the number of UEs, if applicable.



		>> Application ID

		Identifies the application in use during the time slot



		>> DNAI

		Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].



		>> UE location

		Indicating the UE location information when the UE service is delivered.



		>> DNN

		DNN for the PDU Session which contains the QoS flow.



		>> S-NSSAI

		Identifies the Network Slice used to access the Application.



		>> Validity period

		The validity period for the UE latency performance statistics as defined in clause 6.1.3.



		>> Spatial validity

		Area where the UE latency performance statistics applies



		>> Latency Performance

		Latency Performance indicators

Statistics of UE latency performance over the Analytics target period (e.g. average, variance). 



		>>> UL packet delay (NOTE 1)

		The UL packet delay for the UE communicating with the application (e.g. average, variance within the analytics target period).



		>>> DL packet delay (NOTE 1)

		The DL packet delay for the UE communicating with the application (e.g. average, variance within the analytics target period).



		>>> Round trip packet delay (NOTE 1)

		The round trip packet delay for the UE communicating with the application (e.g. average, variance within the analytics target period).



		> Classified latency performances for a list of UEs (NOTE 1)

		Classified latency performance statistics for multiple UEs with respect to one or more reporting thresholds. 

The list of UEs are indicated in the request of service consumer.





		>> Latency classes (1…max) (NOTE 2)

		List with group of UEs classified by reporting thresholds



		>>> UE ID(s) 

		Identifies the UE(s) in the latency class with respect to the threshold of the corresponding latency class.  



		>>> Ratio/percentage of UEs per latency class

		Percentage or ratio of UEs 



		>>> UL/DL/round trip packet delay per latency class

		Statistical values of the corresponding UE latency statistics in the latency class (e.g. average, variance).



		>> Validity period

		The validity period for the UE latency performance statistics as defined in clause 6.1.3.



		>> Geographical distribution of the UE(s)

		If requested, a list of UEs per location information



		>> Maximum Packet Delay (NOTE 2)

		Maximum packet delay for observed for UEs communicating with the application.



		>> Spatial Validity Condition

		Area where the UE latency performance analytics applies.



		

NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".

NOTE 2: 	The number of latency classes may be pre-configured by the operator or provided by the service consumer via reporting thresholds. 













Table 6.7.x.3-2: UE latency performance predictions

		Information

		Description



		UE ID or list of UE IDs (1..SUPImax)

		Identifies a UE or a group of UEs, e.g. a list of UEs for which the statistic applies.



		Time slot entry (1..max)

		List of time slots during the Analytics target period.



		> Time slot start

		Time slot start within the Analytics target period.



		> Duration

		Duration of the time slot.



		> UE latency performances (1…max)

		List of latency performance per UE.

Max. is the number of UEs, if applicable.



		>> Application ID

		Identifies the application in use during the time slot



		

		



		

		



		>> DNAI

		Identifier of a user plane access to one or more DN(s) where applications are deployed as defined in TS 23.501 [2].



		>> UE location

		Indicating the UE location information when the UE service is delivered.



		>> DNN

		DNN for the PDU Session which contains the QoS flow.



		>> S-NSSAI

		Identifies the Network Slice used to access the Application.



		>> Validity period

		The validity period for the UE latency performance statistics as defined in clause 6.1.3.



		>> Spatial validity

		Area where the UE latency performance statistics applies



		>> Latency performance

		Latency Performance indicators

Predictions of UE transmission latency performance over the Analytics target period (e.g. average, variance).



		>>> UL packet delay (NOTE 1)

		The UL packet delay for the UE communicating with the application (e.g., average, variance within the analytics target period).



		>>> DL packet delay (NOTE 1)

		The DL packet delay for the UE communicating with the application (e.g., average, variance within the analytics target period).



		>>> Round trip packet delay (NOTE1)

		The round trip packet delay for the UE communicating with the application (e.g. average, variance within the analytics target period).



		> Classified latency performances for a list of UEs (NOTE 1)

		Classified latency performance statistics for multiple UEs with respect to one or more reporting thresholds.

The list of UEs are indicated in the request of service consumer.





		>> Latency classes (1…max) (NOTE 2)

		List with group of UEs classified by ranges of latency performance



		>>> UE ID(s) 

		Identifies the UE(s) in the latency class with respect to the threshold of the corresponding latency class.  .  



		>>> Ratio/percentage of UEs per latency class

		Percentage or ratio of UEs 



		>>> UL/DL/round trip packet delay per latency class

		Statistical values of the corresponding UEs latency statistics in the latency class (e.g. average, variance).



		>> Validity period

		The validity period for the UE latency performance statistics as defined in clause 6.1.3.



		>> Geographical distribution of the UE(s)

		If requested, a list of UEs per location information



		>> Maximum Packet Delay (NOTE 2)

		Maximum packet delay for observed for UEs communicating with the application.



		>> Spatial Validity Condition

		Area where the UE latency performance analytics applies.



		Confidence

		Confidence of this prediction.



		

NOTE 1:	Analytics subset that can be used in "list of analytics subsets that are requested", "Preferred level of accuracy per analytics subset" and "Reporting Thresholds".

NOTE 2: 	The number of latency classes may be pre-configured by the operator or provided by the service consumer via reporting thresholds. 









NOTE:	When Target of Analytics Reporting is an individual UE, one UE ID (i.e. SUPI) will be included, the NWDAF will provide the analytics latency performance result (i.e. list of (predicted) time slots) to NF service consumer(s) for the UE.











6.7.x.4 Procedures 

The NWDAF can provide UE latency performance analytics to a 5GC NF (e.g., AF, or NEF).





 

Figure 6.7.x.4-1: Procedure for UE latency performance analytics

1.	The Consumer NF, e.g., AF, or NEF, requests or subscribes to analytics for UE latency performance analytics from NWDAF (possibly via NEF in case the consumer NF is AF) and provides the input information as specified in 6.7.x.1 to 5GC.

2a-b.	The NWDAF subscribes the service data from AMF in Table 6.7.x.2-2 using Namf_EventExposure_Subscribe service for collecting UE location(s) for a UE or a group of UEs.

NOTE:	If NWDAF requires UE location information with finer granularity than TA/cell, then NWDAF collects the location data from GMLC instead of AMF. 

2c.	NWDAF subscribes to service data from SMF in Table 6.7.x.2-2 by invoking Nsmf_EventExposure_Subscribe (Event ID, SUPI(s) or Application ID).

	In order to provide the requested analytics, the NWDAF subscribes to information of the UE and may subscribe to N4 Session related input data from SMFs as defined in Table 6.7.x.2-2.

2d-e.	N4 related input data is provided by UPF to SMF.

2f.	SMF provides the requested input data to NWDAF.

2g-h.	The NWDAF may subscribe to input data in Table 6.7.x.2-1 from the OAM according to the data collection principles from the OAM described in clause 6.2.3.

3.	The NWDAF derives requested analytics, in the form of latency performance statistics or predictions or both.

4.	The NWDAF provides requested latency performance analytics to the NF, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.

5-7.	If the NF subscribed to UE latency performance analytics at step 1, when the NWDAF generates new analytics, it notifies the new generated analytics to the consumer.



********** Next Change ***************

[bookmark: _Toc114572159]7.1	General

Table 7.1-1 illustrates the NWDAF Services.

Table 7.1-1: NF services provided by NWDAF

		Service Name

		Service Operations

		Operation

Semantics

		Example Consumer(s)



		Nnwdaf_AnalyticsSubscription

		Subscribe

		Subscribe / Notify

		PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF



		

		Unsubscribe

		

		PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF



		

		Notify

		

		PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF, MFAF



		

		Transfer

		Request / Response

		NWDAF



		Nnwdaf_AnalyticsInfo

		Request

		Request / Response

		PCF, NSSF, AMF, SMF, NEF, AF, OAM, CEF, NWDAF, DCCF



		

		ContextTransfer

		Request / Response

		NWDAF



		Nnwdaf_DataManagement

		Subscribe

		Subscribe / Notify

		NWDAF, DCCF



		

		Notify

		

		NWDAF, DCCF, MFAF, ADRF



		

		Fetch

		Request / Response

		NWDAF, DCCF, MFAF, ADRF



		Nnwdaf_MLModelProvision

		Subscribe

		Subscribe / Notify

		NWDAF



		

		Unsubscribe

		

		NWDAF



		

		Notify

		

		NWDAF



		Nnwdaf_MLModelInfo

		Request

		Request / Response

		NWDAF



		NOTE 1:	How OAM consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.550 [7] Annex H and out of the scope of this TS.

NOTE 2:	How CEF consumes Nnwdaf services and which Analytics information is relevant is defined in TS 28.201 [21] and out of the scope of this TS.

NOTE 3:	The Nnwdaf_MLModelProvision service and the Nnwdaf_MLModelInfo service are provided by an NWDAF containing MTLF and consumed by an NWDAF containing AnLF.







Table 7.1-2 shows the analytics information provided by NWDAF service.

Table 7.1-2: Analytics information provided by NWDAF

		Analytics Information

		Request Description

		Response Description



		Slice Load level information

		Analytics ID: load level information

		Load level provided as number of UE registrations and number of PDU sessions for a Network Slice and Network Slice instances as well as resource utilization for Network Slice instances.



		Observed Service experience information

		Analytics ID: Service Experience

		Observed Service experience statistics or predictions may be provided for a Network Slice or an Application. They may be derived from an individual UE, a group of UEs or any UE. For slice service experience, they may be derived from an Application, a set of Applications or all Applications on the Network Slice.



		NF Load information

		Analytics ID: NF load information

		Load statistics or predictions information for specific NF(s).



		Network Performance information

		Analytics ID: Network Performance

		Statistics or predictions on the load in an Area of Interest; in addition, statistics or predictions on the number of UEs that are located in that Area of Interest.



		UE mobility information

		Analytics ID: UE Mobility

		Statistics or predictions on UE mobility. When visited AOI(s) is included in the Analytics Filter information, only statistics on UE mobility can be provided.



		UE Communication information

		Analytics ID: UE Communication

		Statistics or predictions on UE communication.



		Expected UE behavioural parameters

		Analytics ID: UE Mobility and/or UE Communication

		Analytics on UE Mobility and/or UE Communication.



		UE Abnormal behaviour information

		Analytics ID: Abnormal behaviour

		List of observed or expected exceptions, with Exception ID, Exception Level and other information, depending on the observed or expected exceptions.



		UE Latency Performance

		Analytics ID: UE Latency Performance

		Analytics on UE latency performance



		User Data Congestion information

		Analytics ID: User Data Congestion

		Statistics or predictions on the user data congestion for transfer over the user plane, for transfer over the control plane, or for both.



		QoS Sustainability

		Analytics ID: QoS Sustainability

		For statistics, the information on the location and the time for the QoS change and the threshold(s) that were crossed; or, for predictions, the information on the location and the time when a potential QoS change may occur and what threshold(s) may be crossed.



		Session Management Congestion Control Experience

		Analytics ID: Session Management Congestion Control Experience

		Statistics on session management congestion control experience for specific DNN and/or S-NSSAI.



		Redundant Transmission Experience

		Analytics ID: Redundant Transmission Experience

		Statistics or predictions aimed at supporting redundant transmission decisions for URLLC services.



		WLAN performance

		Analytics ID: WLAN performance

		Statistics or predictions on WLAN performance of UE.



		Dispersion

		Analytics ID: UE Dispersion

		Statistics or predictions that identify the location (i.e. areas of interest) or network slice(s) where a UE, or a group of UEs disperse their data volume, or disperse mobility or session management transactions or both.



		DN Performance

		Analytics ID: DN Performance

		Statistics or predictions on user plane performance for a specific Edge Computing application.











********** End of Changes ***************
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Support of Group-MBR (KI#1) & Group QoS request (KI#6)

Group QoS request & Group-MBR Monitoring

As per offline discussion, the AF can use new NEF service (e.g., Nnef_AFsessionWithGroupQoS_Create) to setup QoS Flows for a list of UE address and the AF can use the same request to activate Group-MBR Monitoring

A procedure that covers both aspects is needed (a single 502 CR)

Some questions for the progress

Q1. Whether the response message (e.g., Nnef_AFSessionWithGroupQoS_Create response) to the new request contains 1) aggregated result (i.e., result 1, UE 1, result 2, UE 2, ...) or 2) result for single UE address (same as AFsessionWithQoS Create response)



Q2. Whether the new request (e.g., Nnef_AFsessionWithGroupQoS_Create request) can be used to activate QoS Monitoring for individual QoS Flows (e.g., UL/DL delay as in AFSessionWithQoS) or not



Q3. Whether the Group-MBR Monitoring notification is included in the new notify (e.g., Nnef_AFSessionWithGroupQoS_Notify) or e.g., Nnef_Nnef_EventExposure_Notify)



Q4. Whether the new parameter (i.e., Maximum duration of reporting) that instructs the UPF to send the report up to the pre-defined time is needed? 



Q5. Whether it is needed to extend the existing service to discover a single UE’s serving PCF address to discover multiple UEs’ serving PCF address(es)?
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