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* * * * Second change * * * *
5.X Support for XR (Extended Reality) and media services
5.X.Y Network exposure for XR
Some real time network information, e.g. congestion information, data rate, are useful for XR application layer. The 5G System may expose network information to the XR Application Function based on the AF request. 
The 5GS may expose the congestion information for the uplink and/or downlink traffic per QoS Flow using the following two options:
· Option1: 5GS may use ECN marking for L4S according to [x] and [y] for uplink and/or downlink traffic per QoS Flows via one of the following two methods. A QoS Flow level explicit indication may be provided to PSA UPF to enable the ECN marking for the purpose of L4S. In order to map the traffic flow to a QoS Flow with supporting ECN marking for L4S, the packet filters in the UPF can either reuse existing IP-5 tuples or ECT(1).
-	Method1: NG-RAN performs ECN marking for L4S according to [x] and [y] for uplink and/or downlink in IP layer of the received packets.
NOTE 1:	The criteria for RAN to determine when to perform the marking is up to RAN implementation.
-	Method2: PSA UPF performs ECN marking for L4S according to [x] and [y] for uplink and/or downlink IP layer of the received packets, based on latest reported congestion information from NG-RAN via GTP-U header. When no congestion/congestion ends, the PSA UPF stops ECN marking. If there is no UL packet when report is needed (e.g. for DL congestion), NG-RAN may generate an UL Dummy GTP-U Packet for such a reporting.
NOTE 2:	The criteria for RAN to determine when to report the congestion information via GTP-U is up to RAN implementation.
-	Option 2: 5GS may support API based exposure of congestion information towards AF as following:
-  QNC for GBR QoS Flow: data rate cannot be guaranteed;
-  RAN provides the congestion information of uplink and/or downlink to PSA UPF as specified in Method 2 Option 1; 
-  PSA UPF exposes the congestion information via Nupf_EventExposure service as specified in clause 5.2.26 of TS 23.502 [3]. 
The 5GS may also support the API based exposure of the following network information per QoS Flow to the XR application function:
-	Data rate may be exposed to the AF as following:
-	Data rate may be measured and reported by PSA UPF via Nupf_EventExposure service as specified in clause 5.2.26 of TS 23.502 [3], based on the QoS monitoring request from SMF. 
-	The RAN may support the exposure of the data rate information via SMF/PCF/NEF, based on the QoS monitoring request.
-	AF may request to be notified when the delay difference between two QoS Flows exceeds a threshold. The delay measurement for individual QoS Flow is based on QoS monitoring in clause 5.33.3.
-	Round trip delay for single QoS Flow may be expoused by the PSA UPF based on QoS monitoring resulte as defined in TS 23.501 [2], clause 5.33.3.
Round trip delay for multiple QoS Flows of the XR service ( e.g. the UL and DL are separated into two flows) is obtained by the PSA UPF based on the round trip delay measurement for individual QoS Flow. Round trip delay for multiple QoS Flows of the XR service can be reported by the PSA UPF via Nupf_EventExposure service as specified in clause 5.2.26 of TS 23.502 [3].   
-   The AF may provide the Alternative QoS parameter set requirements and Averaging Window to the NEF/PCF for the GBR QoS Flow as specified in clause 4.15.6.6 of TS 23.502 [3].
-	Estimated bandwidth for 5QI may be exposed by NWDAF (according to information described in clause 6.9.2 in TS 23.288 [59]) to AF.

* * * * Third change * * * *
[bookmark: _Toc20150020][bookmark: _Toc27846819][bookmark: _Toc36187950][bookmark: _Toc45183854][bookmark: _Toc47342696][bookmark: _Toc51769397][bookmark: _Toc114665408]5.20	External Exposure of Network Capability
The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, Policy/Charging capability and Analytics reporting capability. The Monitoring capability is for monitoring of specific event for UE in 5G System and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G System. The Policy/Charging capability is for handling access and mobility management, QoS and charging policies for the UE based on the request from external party. The Analytics reporting capability is for allowing an external party to fetch or subscribe/unsubscribe to analytics information generated by 5G System (this is further defined in TS 23.288 [86]).
Monitoring capability is comprised of means that allow the identification of the 5G network function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability can be used for exposing UE's mobility management context such as UE location, reachability, roaming status, and loss of connectivity. AMF stores URRP-AMF information in the MM context to determine the NFs that are authorised to receive direct notifications from the AMF. UDM stores URRP-AMF information locally to determine authorised monitoring requests when forwarding indirect notifications.
Provisioning capability allows an external party to provision the Expected UE Behaviour or the 5G-VN group information or ECS Address Configuration Information or service specific information to 5G NF via the NEF. The provisioning comprises of the authorisation of the provisioning external third party, receiving the provisioned external information via the NEF, storing the information, and distributing that information among those NFs that use it. The externally provisioned data can be consumed by different NFs, depending on the data. In the case of provisioning the Expected UE Behaviour, the externally provisioned information which is defined as the Expected UE Behaviour parameters in clause 4.15.6.3 of TS 23.502 [3] or Network Control parameter in clause 4.15.6.3a of TS 23.502 [3] consists of information on expected UE movement, Expected UE Behaviour parameters or expected Network Configuration parameter. The provisioned Expected UE Behaviour parameters may be used for the setting of mobility management or session management parameters of the UE. In the case of provisioning the 5G-VN group information the externally provisioned information is defined as the 5G-VN group parameters in clause 4.15.6.7 of TS 23.502 [3] and it consists of some information on the 5G-VN group. In the case of provisioning ECS address, the externally provisioned information is defined as the ECS Address Configuration Information in clause 4.15.6.3d of TS 23.502 [3]. The affected NFs are informed via the subscriber data update as specified in clause 4.15.6.2 of TS 23.502 [3]. The externally provisioned information which is defined as the Service Parameters in clause 4.15.6.7 of TS 23.502 [3] consists of service specific information used for supporting the specific service in 5G system. The provisioned Service Parameters may be delivered to the UEs. The affected NFs are informed of the data update.
Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, apply accounting functionality and requests to influence access and mobility management policies. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.
Analytics reporting capability is comprised of means that allow discovery of type of analytics that can be consumed by external party, the request for consumption of analytics information generated by NWDAF.
An NEF may support CAPIF functions for external exposure as specified in clause 6.2.5.1.
An NEF may support exposure of NWDAF analytics as specified in TS 23.288 [86].
The NEF may support exposure of 5GS and/or UE availability and capabilities for time synchronization service as specified in clause 5.27.1.8.
An NEF may support exposure of event based notifications and reports for NSACF as specified in clause 5.15.11.
The NEF may support exposure of 5GS information for XR and Media services as specified in clause 5.X.Y.
An AF may only be able to identify the target UE of an AF request for external exposure of 5GC capabilities (e.g. Data Provisioning or for Event Exposure for a specific UE) by providing the UE's address information. In this case the NEF first needs to retrieve the Permanent identifier of the UE before trying to fulfil the AF request. The NEF may determine the Permanent identifier of the UE, as described in clause 4.15.3.2.13 of TS 23.502 [3], based on:
-	the address of the UE as provided by the AF; this may be an IP address or a MAC address;
-	the corresponding DNN and/or S-NSSAI information: this may have been provided by the AF or determined by the NEF based on the requesting AF; this is needed if the UE address is an IP address.
The NEF may provide an AF specific UE Identifier to the AF:
-	that has explicitly requested a translation from the address of the UE to a unique UE identifier (via Nnef_UEId service); or
-	that has implicitly requested a translation from the address of the UE to a AF specific UE Identifier by requesting external exposure about an individual UE identified by its address.
The AF may have its own means to maintain the AF specific UE Identifier through, e.g. an AF session. After the retrieval of an AF specific UE Identifier the AF shall not keep maintaining a mapping between this identifier and the UE IP address as this mapping may change.
The AF specific UE Identifier shall not correspond to a MSISDN; it is represented as a GPSI in the form of an External Identifier. When used as an AF specific UE identifier, the External Identifier provided by the 5GCN shall be different for different AF.
NOTE 1:	This is to protect user privacy.
NOTE 2:	How to enforce that the AF specific UE Identifier is different for different AFs is defined in TS 33.501 [29].
* * * * Fourth change * * * *
6.2.3	UPF
The User plane function (UPF) includes the following functionality. Some or all of the UPF functionalities may be supported in a single instance of a UPF:
-	Anchor point for Intra-/Inter-RAT mobility (when applicable).
-	Allocation of UE IP address/prefix (if supported) in response to SMF request.
-	External PDU Session point of interconnect to Data Network.
-	Packet routing & forwarding (e.g. support of Uplink classifier to route traffic flows to an instance of a data network, support of Branching point to support multi-homed PDU Session, support of traffic forwarding within a 5G VN group (UPF local switching, via N6, via N19)).
-	Packet inspection (e.g. Application detection based on service data flow template and the optional PFDs received from the SMF in addition).
-	User Plane part of policy rule enforcement, e.g. Gating, Redirection, Traffic steering).
-	Lawful intercept (UP collection).
-	Traffic usage reporting.
-	QoS handling for user plane, e.g. UL/DL rate enforcement, Reflective QoS marking in DL.
-	Uplink Traffic verification (SDF to QoS Flow mapping).
-	Transport level packet marking in the uplink and downlink.
-	Downlink packet buffering and downlink data notification triggering.
-	Sending and forwarding of one or more "end marker" to the source NG-RAN node.
-	Functionality to respond to Address Resolution Protocol (ARP) requests and / or IPv6 Neighbour Solicitation requests based on local cache information for the Ethernet PDUs. The UPF responds to the ARP and / or the IPv6 Neighbour Solicitation Request by providing the MAC address corresponding to the IP address sent in the request.
-	Packet duplication in downlink direction and elimination in uplink direction in GTP-U layer.
-	NW-TT functionality.
-	High latency communication, see clause 5.31.8.
-	ATSSS Steering functionality to steer the MA PDU Session traffic, refer to clause 5.32.6.
NOTE:	Not all of the UPF functionalities are required to be supported in an instance of user plane function of a Network Slice.
-	Inter PLMN UP Security (IPUPS) functionality, specified in clause 5.8.2.14.
-	Exposure of network information, i.e. the QoS monitoring information, as specified in clause 6.4 of TS 23.548 [130] and in clause 5.X.Y.
-    ECN marking for L4S per QoS Flow based on RAN congestion information report by RAN in GTP-U, as specified in clause 5.X.Y.
* * * * End of changes * * * *

