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* * * * 1st change * * * *
[bookmark: _Toc20149626][bookmark: _Toc27846417][bookmark: _Toc36187541][bookmark: _Toc45183445][bookmark: _Toc47342287][bookmark: _Toc51768985][bookmark: _Toc114664949][bookmark: _Toc20149656][bookmark: _Toc27846447][bookmark: _Toc36187571][bookmark: _Toc45183475][bookmark: _Toc47342317][bookmark: _Toc51769015][bookmark: _Toc114664979]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
TBD: TBD (e.g., Personal IoT Networks).
[bookmark: _Toc27846418][bookmark: _Toc36187542][bookmark: _Toc45183446][bookmark: _Toc47342288][bookmark: _Toc51768986][bookmark: _Toc114664950]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
TBD	TBD (e.g., PIN, PINE, PEGC, PEMC)
* * * * 2nd change * * * *
[bookmark: _Toc114665025]5.2.3	Identification and authentication
The network may authenticate the UE during any procedure establishing a NAS signalling connection with the UE. The security architecture is specified in TS 33.501 [29]. The network may optionally perform an PEI check with 5G-EIR.
Text for PINE identification
[bookmark: _Toc20149695][bookmark: _Toc27846486][bookmark: _Toc36187610][bookmark: _Toc45183514][bookmark: _Toc47342356][bookmark: _Toc51769054][bookmark: _Toc114665026]5.2.4	Authorisation
The authorisation for connectivity of the subscriber to the 5GC and the authorization for the services that the user is allowed to access based on subscription (e.g. Operator Determined Barring, Roaming restrictions, Access Type and RAT Type currently in use) is evaluated once the user is successfully identified and authenticated. This authorization is executed during UE Registration procedure.
Text for PINE authorisation
[bookmark: _Toc114665632]* * * * 3rd change * * * *
6.2.2	SMF
The Session Management function (SMF) includes the following functionality. Some or all of the SMF functionalities may be supported in a single instance of a SMF:
[bookmark: _Hlk117863964]-	Session Management e.g. Session Establishment, modify and release, including tunnel maintain between UPF and AN node.
================================= (existing text)
The SMF may also include following functionalities to support Personal IoT Networks service:
-	TBD for supporting PIN service (e.g., support network local switch according to received packet filters).
[bookmark: _Toc114665636]================================= (existing text)
* * * * 4th change * * * *
6.2.5.0	NEF functionality
The Network Exposure Function (NEF) supports the following independent functionality:
-	Exposure of capabilities and events:
	NF capabilities and events may be securely exposed by NEF for e.g. 3rd party, Application Functions, Edge Computing as described in clause 5.13.
	NEF stores/retrieves information as structured data using a standardized interface (Nudr) to the Unified Data Repository (UDR).
================================= (existing text)
-	Exposure of Personal IoT Networks service:
	TBD (e.g., support parameters related to PIN and storage in UDR).
================================= (existing text)
[bookmark: _Toc45184041][bookmark: _Toc47342883][bookmark: _Toc51769585][bookmark: _Toc114665643]* * * * 5th change * * * *
[bookmark: _Toc114665634]6.2.4	PCF
The Policy Control Function (PCF) includes the following functionality:
-	Supports unified policy framework to govern network behaviour.
================================= (existing text)
-	TBD for supporting PIN service with AF (e.g., PIN policy configuration).
NOTE:	The PCF accesses the UDR located in the same PLMN as the PCF.
The details of the PCF functionality are defined in clause 6.2.1 of TS 23.503 [45].
[bookmark: _Toc20150196][bookmark: _Toc27847004][bookmark: _Toc36188135][bookmark: _Toc45184045][bookmark: _Toc47342887][bookmark: _Toc51769589][bookmark: _Toc114665647]* * * * 6th change * * * *
6.2.10	AF
The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:
-	Application influence on traffic routing (see clause 5.6.7);
================================= (existing text)
-	TBD for supporting PIN service (e.g., provide parameters related to PIN configurations).
================================= (existing text)
[bookmark: _Toc20150197][bookmark: _Toc27847005][bookmark: _Toc36188136][bookmark: _Toc45184046][bookmark: _Toc47342888][bookmark: _Toc51769590][bookmark: _Toc114665648]* * * * 7th change * * * *
6.2.11	UDR
The Unified Data Repository (UDR) supports the following functionality:
-	Storage and retrieval of subscription data by the UDM.
================================= (existing text)
-	TBD for supporting PIN service (e.g., application data for PIN, subscription data for PIN).
================================= (existing text)
* * * * 8th change * * * *
[bookmark: _Toc27847129][bookmark: _Toc36188262][bookmark: _Toc45184176][bookmark: _Toc47343018][bookmark: _Toc51769721][bookmark: _Toc114665823]Annex X (normative):
Personal IoT Networks
[bookmark: _Toc27847130][bookmark: _Toc36188263][bookmark: _Toc45184177][bookmark: _Toc47343019][bookmark: _Toc51769722][bookmark: _Toc114665824]X.1	Architecture
TBD.
[bookmark: _Toc114665619]X.2	PIN Session model
TBD
X.3	PIN configurations
X.3.1	PIN subscription
TBD (e.g., PEGC subscription data, data in UDR related to PIN subscription information)
X.3.2	PIN policy configuration
TBD (e.g., refer to 4.15.6.7 of TS 23.502 with extension of parameters related to PIN)
e.g., PIN policy creation, update, deletion, validity
X.3.3	PIN communication configuration
TBD (e.g., refer to 4.3.3 (PIN communication triggered by PEGC) and 4.3.6 (PIN communication triggered by AF, PIN activation, PIN deactivation) of TS 23.502 with extension of parameters related to PIN)
X.3.4	PIN management configuration
TBD (no impact to 5GC)
e.g., guidline for PEMC/AF manages PIN and mapping PIN with a PDU Session, AF performs PIN policy configuration procedure and PIN communication procedure.

