|  |  |
| --- | --- |
| **501 clauses** | **companies** |
| 3 Terms/Abbr. (low priority next meeting) |  |
| 5.2.3 Identification and authentication | 1: |
| 6.2.2 SMF | 2: |
| 6.2.5.0 NEF | 3: |
| 6.2.4 PCF | 4: |
| 6.2.10 AF | 5: |
| 6.2.11 UDR | 6: |
| X.1 Architecture  | 7: |
| X.2 PIN session model | 8: |
| X.3.1 PIN subscription | 9: |
| X.3.2 PIN policy configuration | 10: |
| X.3.3 PIN communication configuration | 11: |
| X.3.4 PIN management configuration  | 12: |

|  |  |
| --- | --- |
| **502 clauses** | **companies** |
| 5.2.5 PCF Services (low) |  |
| 5.2.6 NEF Services (low) |  |
| 5.2.12 UDR Services (low) |  |
| X.2 PIN policy configuration  | 13: |
| X.3.1 PIN communication configuration triggered by AF | 14: |
| X.3.2 PIN communication configuration triggered by PEGC | 15: |
| X.3.3 PIN activation/deactivation triggered by AF | 16: |

| **503 clauses** | **companies** |
| --- | --- |
| 3 Terms/Abbr. (low priority next meeting) |  |
| 4.2.2 UE policy requirements | 17: |
| 4.2.6 Support for non-session management related network capability exposure (PRSP and corresponding URSP) | 18: |
| 4.3.2.3 Charging requirements | 19: |
| 4.3.3.2 QoS control requirements4.3.3.2.1 QoS control at service data flow level4.3.3.2.2 QoS control at QoS Flow level | 20: |
| 4.3.6 Support for session management related network capability exposure (e.g., communication config.) | 21: |
| 6.1.2.6.x AF request to influence on PIN Routing Selection Policy Control | 22: |
| 6.1.3.22 AF session with required QoS | 23: |
| 6.2.1.6 Application specific policy information management | 24: |
| 6.2.3 Application Function (AF) | 25: |
| 6.2.7 Network Exposure Function (NEF) | 26: |
| 6.6.X PIN Routing Selection Policy information | 27: |