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Abstract of the contribution: This contribution provides evaluation and conclusion for NAUN3 device group based solutions of Key Issue #1. 
1. Introduction
This contribution provides analysis to solutions for NAUN3 device group-based solutions and proposes conclusions of the solutions documented in FS_5WWC_Ph2 TR 23.700-17 for KI#1. 

2. Discussion
Sol#1, Sol#4, Sol#24 proposes to provide differentiated QoS for groups of NAUN3 devices. With the above solutions, devices of similar categories are treated in the same way and there is no need to differentiate individual NAUN3 devices in 5GC.
1. What information is configured in the 5G-RG to assign NAUN3 device into a group (Group management policy) and who provides such information to the 5G-RG
· Sol#1 and #4 proposes to use physical and virtual ports information to different NAUN3 devices into different groups. Sol#1 proposes that the ACS provides such configuration to the 5G-RG. Sol#4 proposes this configuration is not from the 3GPP 5GC, e.g. device vendor of 5G-RG can provide such configuration.
· Sol#24 proposes to perform Traffic separation for different NAUN3 devices based on local-configuration. However, the details of the configuration information used to perform traffic separation is not clear.
During discussion it is also pointed out that it is difficult for 3GPP 5GC knows about the ports (e.g. SSIDs) used by a 5G-RG, therefore it is difficult for the 3GPP 5GC to send Group management policy to the 5G-RG. Therefore, it is proposed that the 5G-RG is configured with Group management policy from administrator who knows about the ports supported by the 5G-RG (e.g. ACS, local administrator, device vendor).
Proposal 1: The 5G-RG is configured with Group management policy from administrator who knows about the ports supported by the 5G-RG (e.g. ACS, local administrator, device vendor). It is out of 3GPP scope. It could be under the responsibility of BBF and CableLabs. 
2. Whether PDU session or QoS flow is established to a group

· Sol#1 proposes to associate a NAUN3 device group to a PDU session.

· Sol#4 and #24 propose to associate a NAUN3 device group to a PDU session or a QoS flow, depending to the configured information.

To establish different PDU sessions for different N3G groups, the operator needs to set different combinations of DNN/S-NSSAI for different groups. If the operator sets the same combination of DNN/S-NSSAI to two different groups, the 5G-RG associates the traffic of the two groups to different QoS flows of one PDU session. It is not necessary to request the operator to set the DNN/S-NSSAI values according to NAUN3 device groups. 
To transferring UE traffic in existing mechanism, the QoS Flow is the finest granularity of QoS differentiation. Therefore, it is proposed to follow this principle.
Proposal 2: An NAUN3 device group can be associated to a PDU session or a QoS flow, depending to the configured Session policy (use this terminology for convenience, details please see below).
3. How the 5G-RG associates the traffic of an NAUN3 device group with PDU Session/QoS flow

· Sol#1 proposes to use URSP to configure the 5G-RG with the relationship between a group and DNN/S-NSSAI.
· Sol#4 proposes to configure the 5G-RG with session policy for non-3GPP devices to the 5G-RG including: the corresponding DNN / S-NSSAI, the non-3GPP device category identifier, and the corresponding port number range used for the packets of the non-3GPP device category when transferred in the 5GS.
· Sol#24 proposed to use local configuration in the 5G-RG, including DNN / S-NSSAI for the 5G RG's PDU Sessions. 

If the same combination of DNN/S-NSSAI is configured to two different groups, the 5G-RG associates the traffic of the two groups to different QoS flows of one PDU session. Different QoS flows may need to be established.
To establish a QoS flow, existing mechanism includes:

· UE requests establishment of QoS flow;

· SMF initiates QoS flow establishment upon receiving report from UPF.
To apply the similar mechanisms, the following mechanisms can be used to establish QoS flow for a NAUN3 device group:

· The 5G-RG requests the 5GC to establish a QoS flow;

· SMF initiates QoS flow establishment upon receiving report of N3G group traffic from UPF.

In existing mechanism of UE requesting establishment of QoS flow, the UE sends SDF of the new traffic to the 3GPP 5GC. In this scenario, the 5G-RG can send NAUN3 device Group ID to the 5GC instead. Another option would be, the 3GPP operator configures the 5G-RG with the SDF used for each NAUN3 device group, e.g. the 3GPP operator can assign the port number range used for the packets of NAUN3 device group when transferred in the 5GS.

To enable UPF detects NAUN3 device traffic, corresponding SDFs needs to be preconfigured in the UPF. One possible solution is that the SMF configures the UPF with the port number range used for the packets of NAUN3 device group when transferred in the 5GS.
Proposal 3: 5G-RG and/or SMF can initiate PDU session modification procedure to establish a QoS flow for a NAUN3 device group.
Proposal 4: To allow 5G-RG requesting QoS flow establishment, 5G-RG can include NAUN3 device Group ID in PDU session modification request.
Proposal 5: To allow SMF initiates QoS flow establishment, the port number range used for the packets of NAUN3 device group when transferred in the 5GS can be configured in the UPF and the 5G-RG.
4. How to identify an NAUN3 device group in 3GPP 5GC/PCF and what information is included in session policy of an NAUN3 device group
· Sol#1 proposes to use (virtual) port information (e.g. VLANs and Connection Capabilities).

· Sol#4 proposes to use a standardized non-3GPP device category identifier.

· Sol#24 does not clarify this. Traffic separation is based on 5G-RG local configuration.
Even if the 5G-RG is configured with Group management policy from administrator out of 3GPP, the 3GPP 5GC/PCF needs to store QoS policy associated with each NAUN3 device group. Therefore, a NAUN3 device group ID is needed in the3GPP 5GC/PCF. Therefore, it is reasonable for the 3GPP 5GC to allocate a NAUN3 device group ID. The group ID is associated with QoS policy and indicates certain QoS level/priority level. This group ID could have the same value for different groups behind different 5G-RGs. 

It is proposed to use an operator defined group ID instead of (virtual) port information as the NAUN3 device group ID, since the 3GPP operator may not know the detailed port information of each 5G-RG.
5G-RG obtains the session policy associated to NAUN3 device group ID(s) during 5G-RG’s own PDU session establishment procedure.

Proposal 6: 5G-RG obtains session policy associated to NAUN3 device group during PDU session establishment procedure. 
Proposal 7: Session policy to NAUN3 device group includes NAUN3 device group ID(s), corresponding DNN/S-NSSAI, port number range used for the packets of NAUN3 device group when transferred in the 5GS.
Proposed Conclusions:

* Start of change * 

8. Conclusions

8.1 Key Issue #1: Providing differentiated service for UE and Non-3GPP devices connected behind a 5G RG
The following conclusions are made for NAUN3 device behind 5G-RG:
1. The 5G-RG is configured with Group management policy to assign NAUN3 devices into NAUN3 groups from administrator who knows about the ports supported by the 5G-RG (e.g. ACS, local administrator, device vendor). It is out of 3GPP scope. It could be under the responsibility of BBF and CableLabs.
2. An NAUN3 device group can be associated to a PDU session or a QoS flow, depending to the configured session policy.
3. 5G-RG and/or SMF can initiate PDU session modification procedure to establish a QoS flow for a NAUN3 device group.
4. To allow 5G-RG requesting QoS flow establishment, 5G-RG can include NAUN3 device Group ID in PDU session modification request.

5. To allow SMF initiates QoS flow establishment, the port number range used for the packets of NAUN3 device group when transferred in the 5GS can be configured in the UPF and the 5G-RG.

6. 5G-RG’s subscription stores NAUN3 device group ID(s). 5G-RG requests for session policy to NAUN3 device group during PDU session establishment procedure.

7. Session policy to NAUN3 device group includes NAUN3 device group ID(s), corresponding DNN/S-NSSAI, port number range used for the packets of NAUN3 device group when transferred in the 5GS.
* End of change * 
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