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[bookmark: _Hlk114744049]Abstract: Resolution of Editor's Note regarding the NSWO enhancements.
1. Introduction/Discussion
The conclusions to the Key Issue #2 contain the following Editor's note:
[bookmark: _Hlk114743771]Editor's note:	Further enhancements to the NSWO procedure to provide access authorization to the UE (e.g. access restriction to specific IP addresses/prefixes based on subscribed DNNs) resulting from the UE Subscription Data in the SNPN is FFS.
The following analyses is provided in order to resolve this EN. 
[bookmark: _Hlk115259297]Today, when a device accesses an enterprise network via WLAN or Ethernet access, the AAA server can send to the access node (e.g. WLAN AP or IP router) IP address/prefix access restrictions which should be applied to the device's outgoing traffic. The Radius or Diameter protocols, which are used for the authentication and authorization between the device and the AAA server, allow to signal such access restrictions to the WLAN or Ethernet access network.
The Rel-17 specified Non-Seamless WLAN Offload (NSWO) authentication procedure allows the UE to connect to the WLAN access network (WLAN AN) using PLMN 5GC credentials and to use the WLAN AN for initiating IP communication. The IP traffic of the UE is directly offloaded via the WLAN AN without applying routing restrictions; and the traffic does not traverse the 5GC network.


Figure 1: Offloading UE traffic to permitted domains (e.g. tunnelling to DN or using access restrictions)
In the context of a UE as a subscriber of an SNPN, the UE can connect to WLAN or Wireline access network (referred as AN) by using the NSWO procedure to authenticate and authorize the UE in the AN. For example, the SNPN 5GC and the AN may belong to the same enterprise, but at least there is AAA-connectivity between them. In such scenario, as shown in Figure 1, it is possible that the SNPN may wish to provide access restrictions for the UE similarly as in the enterprise IT today. For example, the UE subscription data in the SNPN may indicate that the UE is subscribed with specific DNNs which may translate to specific services. If the UE wants to connect to an AN (which belongs to the same administrative domain as the SNPN), based on the UE subscription data the following may apply:
· (Fig. 1, left side) The SNPN may wish to create a tunnel between the AN and a Data Network, which is selected by the mobile core network. Such tunnel is used for relaying all data traffic between the UE and the Data Network; and therefore, the tunnel enables the UE to reach all services accessible via the Data Network. The NSWOF may derive such tunnel information and send it to the AN via the SWa interface.
· (Fig. 1, right side) The SNPN may wish to apply access restrictions to the UE's traffic. The NSWOF may derive access restrictions and provide them to the AN via the SWa interface.
[bookmark: _Hlk115265388]Proposal 1: The NSWOF in the SNPN 5GC can determine access restrictions or tunnel information that applies to the UE's traffic after successful NSWO authentication procedure. The NSWOF provides the access restriction or tunnelling information to the AN via the SWa interface.
Another issue is how does the NSWOF determine such access restrictions or tunnel information, which should be according to the UE subscription. The NSWOF can determine the access restrictions or tunnel information by one of the following:
· The NSWOF is locally configured (e.g. from the OAM system) with the information for a group of UEs, e.g. group of SUPIs.
· The NSWOF receives the UE specific service subscription or the access authorisation (tunnelling information or access restriction) from the UDM. For example, the NSWOF can receive this information during the authentication procedure, or as an independent exchange between the NSWOF and the UDM. 
It is proposed that any of the above methods can be applicable to allow deployment flexibility.
Proposal 2: The NSWOF determines the access restrictions or tunnel information either based on local configuration or based on subscription information received from UDM.

2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-08.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _MON_1609086182][bookmark: _Toc49966897][bookmark: _Toc50390456][bookmark: _Toc50450333][bookmark: _Toc50450545][bookmark: _Toc50451767][bookmark: _Toc50451979][bookmark: _Toc50464659][bookmark: _Toc54379022][bookmark: _Toc54776651][bookmark: _Toc57373357][bookmark: _Toc67389761][bookmark: _Toc113020909]8.2	Key Issue #2: Support of Non-3GPP access for SNPN
The following conclusions are agreed for normative work:
-	Access to SNPN services via Untrusted non-3GPP access network includes support for Credential Holder, UE Onboarding and Emergency services. Specifically:
-	When UE registers to SNPN with credentials owned by the SNPN, UE uses the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].
-	UE initiates N3IWF selection for emergency services when the UE detects a user request for emergency session and determines that Untrusted non-3GPP access is to be used for the emergency access. The UE with SNPN subscription performs the following:
-	If the UE determines that it is located in the same country as the subscribed SNPN, the UE uses the configured N3IWF FQDN for N3IWF selection.
-	Otherwise, the UE follows the N3IWF selection procedure for Emergency services for UE not equipped with UICC, as defined in clause 6.3.6.4.2 of TS 23.501 [3].
-	When UE registering to SNPN over Untrusted N3GPP access for UE Onboarding, UE may select a N3IWF in the SNPN which supports UE Onboarding by using an SNPN ID in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
Editor's note:	The use of GIN for constructing the N3IWF FQDN is FFS.
NOTE 1:	The format of FQDN will be specified by CT WG4.
-	If the PVS is reachable from the local Untrusted non-3GPP access network (e.g. via the Internet) using the local IP connectivity, UE may connect directly (i.e. without connected to a N3WIF) with a PVS to obtain the SNPN credentials.
-	Access to SNPN services via Trusted non-3GPP access network is to be specified according to the principles described in Solution #3, including support for credential Holder, Emergency services and UE onboarding. Specifically:
-	ANQP is to be extended to support advertising of:
-	SNPN IDs and GINs corresponding to SNPNs with which 5G connectivity is supported and related parameters as described in clause 6.3.3.1.
-	Support for Emergency services.
-	Onboarding enabled indication.
NOTE 2:	The work on additional parameters in ANQP is to be kept internal to 3GPP.
-	When accessing SNPN services via Trusted or Untrusted non-3GPP access the UE needs to be able to construct a prioritized list of WLAN access networks by using enhanced WLAN Selection Policy (WLANSP) rules from ANDSP (currently supported only for PLMN in TS 23.402 [9]) or based on local configuration.
-	N3IWF and TNGF needs to be able to include the "selected NID" in the [NGAP] INITIAL UE MESSAGE, which is up to RAN3 to define.
-	Access to SNPN services via wireline access network and use of Credential Holder is to be supported by defining a new GCI including a "NID".
-	The NSWO procedure is to be extended to support UE authentication using SNPN credentials (applies both to SIM-based and non-SIM based credentials). It is expected that the impact is limited to the use of a SUCI format whose "realm" part enables routing of SWa requests from the WLAN AN to the NSWO in the SNPN's 5GC, which is already supported.
NOTE 3:	Additional conclusions for wireline access related to UE behind 5G-RG depends on the progress on the FS_5WWC_Ph2 study.
Editor's note:	Further enhancements to the NSWO procedure to provide access authorization to the UE (e.g. access restriction to specific IP addresses/prefixes based on subscribed DNNs) resulting from the UE Subscription Data in the SNPN is FFS.
Editor's note:	Additional conclusions related to the use of the same credentials for access to SNPN with NG-RAN and to WLAN Access Network as proposed in Solution #16 can be considered after progress in SA WG3.
Editor's note:	Additional conclusions related to the use of new RAT type for Untrusted non-3GPP access over underlay 3GPP access are FFS.

* * * * End of changes * * * *
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