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Abstract of the contribution: This contribution captures common discovery aspects in one place in the TS.
1 Discussion
This contribution proposes to capture in a single place the aspects of EAS discovery which are common to all the connectivity models. 
The proposal is based on text in the TR, in the KI definition and in the evaluation clause that should improve the understanding of this topic
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TS 23.548 as follows:

*********************************Start Change********
[bookmark: references][bookmark: _Toc20149629][bookmark: _Toc27846420][bookmark: _Toc36187544][bookmark: _Toc45183448][bookmark: _Toc47342290][bookmark: _Toc51768988][bookmark: _Toc51829055]4.1	General
Edge Computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.
5GS supports Edge Hosting Environment (EHE) deployed in the DN beyond the PSA UPF. An EHE may be under the control of either the operator or 3rd parties. 
[bookmark: _Hlk68771195][bookmark: _Hlk65737901]The Local part of the DN in which EHE is deployed may have user plane connectivity with both a centrally deployed PSA and locally deployed PSA of same DNN. 
Edge Computing Enablers as described in clause 5.13 of TS 23.501[2], e.g. Local Routing and Traffic Steering, Session and service continuity, AF influenced traffic routing, are leveraged in this specification.
[bookmark: _Hlk68771207]NOTE: 	Edge Computing for Home Routed roaming scenario is not supported in this release of the specification.
Edge Computing for Local BreakOut roaming scenario is supported, but for AF Guidance to PCF Determination of URSP Rules, the VPLMN has no control on URSP, so cannot influence UE in selecting a specific Edge Computing related DNN and S-NSSAI.
********************************next Change********
[bookmark: definitions][bookmark: _Toc60733162]6	Procedures for Supporting Edge Computing
[bookmark: _Toc60733163]6.1	General
Editor’s Note: Any requirements on the applications and solution limitations are documented. For the detailed procedures for the management of the connectivity and run-time coordination with the application layer this clause refers to TS 23.502 and to TS 23.503 for the details on the Policy and Charging Control aspects.
[bookmark: _Toc60733164]6.2	EAS discovery and re-discovery
[bookmark: _Toc60733165]6.2.1	General
Editor’s Note: This clause describes general parts including e.g. privacy considerations, which DNS properties that are enabling DNS based Edge AS Discovery, recommendations/limitations for cases that OS/user overrides DNS setting.
In Edge Computing deployment, an application service may be served by multiple Edge Application Servers typically deployed in different sites. These multiple Edge Application Servers that host service may use a single IP address (anycast address) or different IP addresses. To start an Edge Application Service, the UE needs to know the IP address(es) of the Application Server(s) serving the Service. The UE may do a discovery to get the IP address(es) of a suitable Edge Application Server (e.g. the closest one), so that the traffic can be locally routed to the Edge Application Server, and service latency, traffic routing path and user service experience can be optimized. 
EAS Discovery is the procedure by which a UE discovers the IP address(es) of a suitable Edge Application Server(s) using Domain Name System (DNS). EAS Re-discovery is the EAS Discovery procedure that takes place when the previously discovered Edge Application Server cannot be used or may have become non-optimal (e.g. at edge relocation).
NOTE 1:	This specification describes the discovery procedure based on 5GS NFs as to ensure the UE is served by the application service closest to the UE’s point of attachment. However, this does not exclude other upper layer solution that can be adopted by operator or service provider, like the EAS Discovery proceduredefined in TS 23.558 [5], or other alternatives  shown in Annex A and Annex B. How those other solutions work, or whether they are able to guarantee the closest application service for the UE, is out of the scope of this specification.
In order to provide a translation of the FQDN of an EAS into the address of an EAS as topologically close as possible to the UE, the Domain Name System may use following information:
- 	The source IP address of the incoming DNS Query, and/or,
-	a EDNS Client Subnet (ECS) option (as defined in RFC 7871 [6]).
NOTE 2:	UE IP address can be subject to privacy restrictions, which means that it is not to be sent to Authoritative DNS / DNS Resolvers outside the network operator within ECS option or as Source IP address of the DNS Query. UE source IP address can be protected by using NAT mechanism.
If the UE applications want to discover/access EAS by using the mechanisms defined in this TS, the DNS queries generated by the UE shall be sent to the EASDF as DNS resolver indicated by the SMF.
*********************************Stop Change********
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