3GPP TSG-SA WG2 Meeting #139E
S2-2004479
1 – 12 June, 2020, Electronic Meeting
Title:
Reply LS on uniqueness of PEI in certain FN-RG configurations
Response to:
LS on uniqueness of PEI in certain FN-RG configurations (S2-2003521/ S3i200069)
Release:
Rel-16
Work Item:
5WWC
Source:
SA2 
To:
SA3-LI
Cc:
BBF, Cablelabs
Contact Person:


Name:
Stefan Rommer


E-mail Address:
stefan.rommer@ericsson.com
Attachments:  23.316 CR2045
1. Overall Description:

SA2 would like to thank SA3-LI for the LS on uniqueness of PEI in certain FN-RG configurations. 
SA3-LI wrote:

SA3-LI would like to get some clarification on the following aspects of the uniqueness of PEI in certain FN-RG configurations.  SA3-LI understands that in many implementations, networks enforce MAC locking such that an FN-RG has to be unique in a network.  SA3-LI considers an FN-RG to be a UE from a regulatory perspective, per TS 23.316 clause 4.2.6 “UE is replaced by FN-RG”, thus all requirements for a 3GPP UE apply to the FN-RG as specified in TS 33.126.

SA2 would like to acknowledge that the statement “UE is replaced by FN-RG” in 23.316 clause 4.2.6 is not very accurate and may be misinterpreted. The FN-RG differs from a UE in several aspects, e.g. an FN-RG may not have a globally unique PEI and will not hold any 3GPP-based subscriber credentials or subscriber identity information.
Regarding the unavailability of PEI in some cases, SA2 would like to refer SA3-LI to the existing text in TS 23.316, clause 4.7.7, where it is described:

“For FN-RG (i.e. FN-BRG and FN-CRG), the W-AGF shall provide a PEI containing:

-
The FN-RG MAC address: this shall be used by the W-AGF when it is known by configuration that the MAC address received by the W-AGF is unique (no other entity can use the same MAC address) and corresponds to the permanent MAC address configured on the RG by the manufacturer.

NOTE 1:
This assumes that the W-AGF can see the actual permanent MAC address of the FN-RG and not the MAC address of any intermediate entity (e.g. DSLAM).

-
The MAC address received by the W-AGF, together with an indication provided by the W-AGF that this address cannot be used as an Equipment identifier of the FN-RG: this shall be used by the W-AGF when the conditions to provide a PEI containing the FN-RG MAC address are not met.

NOTE 2:
This is to support the case of legacy deployments for FN RG where either multiple FN RG can share the same MAC address or where the MAC address received by the W-AGF is not that of the FN RG but the MAC address of an intermediate entity between the FN RG and the W-AGF.

NOTE 3:
When the PEI contains an indication that the MAC address cannot be used as an Equipment identifier of the FN-RG, the PEI cannot be trusted for regulatory purpose but it can be stored in CDR and used for troubleshooting.”
It is the purpose of FN-RG support in 5WWC to cater for legacy deployments of wireline access, and therefore it is not feasible (and would be against the purpose of FN-RG support) to modify such deployments in order to enable globally unique MAC addresses in all cases.   
SA2 would also like to highlight that the SUPI for a BBF FN-RG may be a Global Line ID or it is at least associated with a GLI in subscription data. The GLI is thus a unique identifier of the subscription as well as a unique identifier of the physical line/cable where the FN-RG is connecting. Usage of GLI as LI target identifier would thus have a result that the equipment used to deliver the service to the subscriber premises (the line/cable) becomes the target of interception. 

2. Actions:

To SA3-LI group.

ACTION: 
SA2 kindly asks SA3-LI to take this information into consideration.
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