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Abstract of the contribution: This contribution proposes text to resolve various editor’s notes in solution#1 related to metadata transmission in discovery messages.
1 Introduction

The purpose of this contribution is to clarify various editor’s notes added to solution #1 during SA2#136AH.

Following clarifications are proposed:

1. Regarding the configuration of metadata at the UE, there are two possible options. The metadata may be provisioned either directly by the ProSe Application server via PC1 (which is out of the scope of 3GPP) or provisioned in the UE via the PCF.
2. The discovery message sent either by the Announcing UE (model A) or Discoveree UE (model B) includes an indication that there is associated metadata with the ProSe Application Code. The Monitoring UE or the Discoverer UE may use this indication to request the corresponding metadata.

3. This solution does not consider the dynamic metadata.

4. Solution has been updated to add impacts on services, entities and interfaces. This restricted discovery solution mainly impacts the UE and the PCF. Impact on the UE is the new PC5 discovery procedure whereas PCF is impacted since the new discovery related information is provisioned to the UE by the PCF.
2
Proposal

It is proposed to include the following changes to solution #1 in TR 23.752.
* * * * First Change * * * * 
6.1
Solution #1: Restricted direct discovery

6.1.1
Description

This solution provides the discovery procedure based on 5GC architecture, including authorization and provision, announcing and monitoring procedures, and protocol for discovery as detailed in clause 6.1.2.

In EPS, there are two types of ProSe Direct Discovery: open and restricted. Open discovery is the case where there is no explicit permission that is needed from the UE being discovered, whereas restricted discovery only takes place with explicit permission from the UE that is being discovered. In this solution, only restricted type is proposed.

Besides, there are two models for ProSe Direct Discovery exists in EPS: Model A and Model B. These two models are re-proposed in this solution as the same mechanism in EPS. And the definition for Model A and Model B is as defined in clause 5.3.1.2 of TS 23.303 [9].

6.1.2
Procedures

6.1.2.1
Procedure for authorization and provision
1.
Authorization and provision to the UE

For the direct discovery authorization and provision to the UE, it is expected the AF can provide the groups and/or service information to the PCF via NEF and the PCF provides the authorization to the UE according to the received information from the AF. The authorization and provision procedures in clauses 6.2.2 and 6.2.5 of TS 23.287 [5] are reused to provide at least the following configurations:
1)
The AF request sent to the PCF (or via NEF) contains the information as below:

-
The service information to be directly discovered over PC5 interface. The service information can contain, e.g. Application identifier;

-
The group information (e.g. the external group identifier) to be directly discovered over PC5 interface;

-
The information can per announcing and monitoring direction for Model A or per discoverer UE and discoveree UE for Model B;

-
The area information.
-  The metadata information related to the application being discovered.

Note: The metadata information can be configured directly by the AF (e.g. ProSe Application Server) via the PC1 interface

Editor note: The size of metadata is FFS and requires input from RAN WGs.
2)
The provision to the UE from PCF, contains the following information based on the information received from the AF and local policy:

-
The service information to be directly discovered over PC5 interface. The service information can contain, e.g. Application identifier;

-
The group information (e.g. the external group identifier) to be directly discovered over PC5 interface;

-
The area information used for direct discovery over PC5 interface;

Editor note:
It is FFS how the PCF determines the area used for direct discovery.

-
Security parameters used for direct discovery over PC5.
NOTE:
Uu RAT restriction is not applied to PC5 operations for the UE. Uu RAT information is not needed to be provisioned in the UE, e.g. to authorize the UE to send or monitor direct discovery message only when the UE camps on NR.
2.
Authorization and provision to NG-RAN

If the AMF determines the UE is authorised to use direct discovery based on the authorised area information, the AMF provides the UE is authorized to use direct discovery over PC5 interface to corresponding NG-RAN during N2 establishment for the UE.

6.1.2.2
Procedure for announcing and monitoring discovery message
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Figure 6.1.2.2-1: Procedure for discovery procedure

0.
The user may obtain ProSe application user ID and ProSe application code for ProSe direct discovery using application layer mechanisms. The application layer in the UE provides application user ID and the application identifier to the ProSe Application Function. The ProSe Application Function allocates a ProSe application user ID and ProSe application code to the application layer in the UE.

NOTE:
Step 0 is out of this specification. And this step is only needed for the applications for which there is privacy issue.

1.
The UE obtains the authorization and provision for announcing discovery and/or for monitoring/ solicitation discovery as defined in clauses 6.2.2 and 6.2.5 of TS 23.287 [5]. The authorized parameters are shown in clause 6.1.2.1.

2a.
When the announcing UE is triggered e.g. by an upper layer application to announce availability for interested groups and/or for interested applications, if the UE is authorised to perform the announcing UE procedure for the interested groups and/or the interested applications in step 1, then the UE shall generate a PC5 direct discovery message for announcement and includes the following information in this message. The announcing UE computes a security protection element (e.g. for integrity protection) and appends it to the PC5 message:
1)
ProSe UE ID e.g. ProSe application user ID, Layer 2 ID.

2)
The group ID(s) provided by the application layer.

3)
The application ID(s) or ProSe application code(s) provided by the application layer.
4)  Indication of metadata associated with the ProSe application code

When the monitoring UE is triggered e.g. by an upper layer application or by the user to monitor proximity of other UEs for the interested group(s) and/or interested applications, and if the UE is authorised to perform the monitoring procedure for the group(s) and/or applications, then the UE monitors the discovery message. The monitoring UE verifies the security protection element using the provisioned security parameters corresponding to the application. If the verification of the security protection element succeeds, the service is successfully discovered by the monitoring UE. The monitoring UE may then notify the application layer using the result of the discovery.

2b.
When the discoverer UE is triggered e.g. by an upper layer application or by the user to discover other UEs for the interested group(s) and/or interested applications, and if the UE is authorised to perform the discovery solicitation procedure for the group(s) and/or applications in step 1, then the UE sends solicitation message with the information of discoverer ProSe UE ID, application ID(s) or ProSe application code(s), group ID(s). The discoverer UE computes a security protection element (e.g. for integrity protection) and appends it to the PC5 message.


If the discoveree UE is able to and authorised to respond to the discovery solicitation according to the received information in the solicitation message, then it responds to the discovery message with the discoveree ProSe UE ID, the supported application ID(s) or ProSe application code(s), group ID(s) and metadata indication signifying that there is metadata associated with the ProSe application code.
3a.
If the monitoring UE/discoverer UE wants to request metadata corresponding to the discovered service in step 2, the monitoring UE/discoverer UE may send a unicast metadata request message to request discovery metadata. The monitoring UE/discoverer UE may use the Layer 2 ID of announcing UE/discoveree UE (received in step 2a or 2b) to send the Metadata Request message.

3b.
The announcing UE/discoveree UE responds with the Metadata Response message. The announcing UE/discoveree UE includes the metadata information in the Metadata Response message.



6.1.3
Impacts on services, entities and interfaces

UE needs to support procedures to broadcast discovery messages for both Model A and Model B over NR PC5 communication channel.

PCF needs to support the delivery of the ProSe 5G authorization and provisioning information described in this solution using the PCF based Service Authorization and Provisioning mechanism defined in TS 23.287 [5] clause 6.2.2.

* * * * End of Change * * * *
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