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[bookmark: _Toc517082226]* * * * First change * * * *

[bookmark: _Toc20203930][bookmark: _Toc27894615]4.2.2.2.1	General
A UE needs to register with the network to get authorized to receive services, to enable mobility tracking and to enable reachability. The UE initiates the Registration procedure using one of the following Registration types:
-	Initial Registration to the 5GS;
-	Mobility Registration Update upon changing to a new Tracking Area (TA) outside the UE's Registration Area in both CM-CONNECTED and CM-IDLE state, or when the UE needs to update its capabilities or protocol parameters that are negotiated in Registration procedure with or without changing to a new TA, a change in the UE's Preferred Network Behaviour that would create an incompatibility with the Supported Network Behaviour provided by the serving AMF, or when the UE intends to retrieve LADN Information; or
-	Periodic Registration Update (due to a predefined time period of inactivity); or
-	Emergency Registration.
The General Registration call flow in clause 4.2.2.2.2 applies on all these Registration procedures, but the periodic registration need not include all parameters that are used in other registration cases.
The following are the cleartext IEs, as defined in TS 24.501 [25] that can be sent by the UE in the Registration Request message if the UE has no NAS security context:
-	Registration type
-	SUCI or 5G-GUTI or PEI
-	Security parameters
-	additional GUTI
-	4G Tracking Area Update
-	the indication that the UE is moving from EPS.
Aspects related to dual registration in 3GPP and non-3GPP access are described in clause 4.12. The general Registration call flow in clause 4.2.2.2.2 is also used for the case of registration in 3GPP access when the UE is already registered in a non-3GPP access, and vice versa. Registration in 3GPP access when the UE is already registered in a non-3GPP access scenario may require an AMF change, as further detailed in clause 4.12.8.
The general Registration call flow in clause 4.2.2.2.2 is also used by UEs in limited service state (see TS 23.122 [22]) registering for emergency services only (referred to as Emergency Registration), see TS 23.501 [2] clause 5.16.4.
During the initial registration the PEI is obtained from the UE. If the AMF needs the PEI in the initial registration, it should retrieve the PEI as it establishes the NAS security context with a Security Mode Command. The AMF operator may check the PEI with an EIR. The AMF passes the PEI to the UDM, to the SMF and the PCF, then UDM may store this data in UDR by Nudr_SDM_Update.
NOTE 1:	The use of NSI ID in the 5GC is optional and depends on the deployment choices of the operator.
During the registration the Home Network can provide Steering of Roaming information to the UE via the AMF (i.e. a list of preferred PLMN/access technology combinations or HPLMN indication that 'no change of the "Operator Controlled PLMN Selector with Access Technology" list stored in the UE is needed). The Home Network can include an indication for the UE to send an acknowledgement of the reception of this information. Details regarding the handling of Steering of Roaming information including how this information is managed between the AMF and the UE are defined in TS 23.122 [22].
The RAT type gives more information on the access serving the UE than the Access Type (3GPP access or Non-3GPP access).
For 3GPP Access, tThe AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface and additionally the TAI is used to distinguish between broadband (e.g. NR or WB-E-UTRAN) and narrowband (NB-IoT) RAT Types. The RAT Type is used to determine whether the UE is performing Inter-RAT mobility to or from NB-IoT and for charging differentiation.

Depending on the Non 3GPP 5G AN technology and on local configuration, the 5G AN may at the establishment of a N2 connection for a UE provide the 5GC with RAT Type information giving information on the features of the Non 3GPP Access (e.g. the Trusted access relies on WLAN, the Wireline access corresponds to Cable, etc…). When the 5G AN does not provide RAT Type information, the AMF determines a default RAT type as follows:
· The RAT type is Untrusted Non-3GPP if the 5G AN node has a Global N3IWF Node ID 
· The RAT type is Trusted Non-3GPP if the 5G AN node has a Global TNGF Node ID 
· The RAT type is Wireline if the 5G AN node has a Global W-AGF Node ID 
In any case above (Global N3IWF Node ID, Global TNGF Node ID, Global W-AGF Node ID) the Access Type is non-3GPP access;

* * * * Third change * * * *

[bookmark: _Toc20204138][bookmark: _Toc27894826]4.12a.2.2	Registration procedure for trusted non-3GPP access
The UE connects to a trusted non-3GPP access network (TNAN) and it also registers to 5GC over via this TNAN, by using the EAP-based procedure shown in the figure 4.12a.2.2. This procedure is very similar with the 5GC registration procedure over untrusted non-3GPP access in clause 4.12.2.2. The link between the UE and the TNAN can be any data link (L2) that supports EAP encapsulation, e.g. PPP, PANA, Ethernet, IEEE 802.3, IEEE 802.11, etc. The interface between the TNAP and TNGF is an AAA interface.


Figure 4.12a.2.2-1: Registration via trusted non-3GPP access
0.	The UE selects a PLMN and a TNAN for connecting to this PLMN by using the Trusted Non-3GPP Access Network selection procedure specified in TS 23.501 [2] clause 6.3.12. During this procedure, the UE discovers the PLMNs with which the TNAN supports trusted connectivity (e.g. "5G connectivity").
1.	A layer-2 connection is established between the UE and the TNAP. In the case of IEEE 802.11 [48], this step corresponds to an 802.11 Association. In the case of PPP, this step corresponds to a PPP LCP negotiation. In other types of non-3GPP access (e.g. Ethernet), this step may not be required.
2-3.	An EAP procedure is initiated. EAP messages are encapsulated into layer-2 packets, e.g. into IEEE 802.3/802.1x packets, into IEEE 802.11/802.1x packets, into PPP packets, etc. The NAI provided by the UE indicates that the UE requests "5G connectivity" to a specific PLMN, e.g. NAI = "<any_username>@nai.5gc. mnc<MNC>.mcc<MCC>.3gppnetwork.org". This NAI triggers the TNAP to send an AAA request to a TNGF, which operates as an AAA proxy. Between the TNAP and TNGF the EAP packets are encapsulated into AAA messages. The AAA request also include the TNAP identifier, which can be treated as the User Location Information.
4-10.	An EAP-5G procedure is executed as the one specified in clause 4.12.2.2 for the untrusted non-3GPP access with the following modifications:
[bookmark: _Hlk29297249]-	In step 6b the TNGF may, as described in clause 4.2.2.2.1, provide a RAT Type indicating the nature of access used by the UE to reach the TNGF (e.g. Trusted Non-3GPP-WLAN)
-	A TNGF key (instead of an N3IWF key) is created in the UE and in the AMF after the successful authentication. The TNGF key is transferred from the AMF to TNGF in step 10a (within the N2 Initial Context Setup Request). The TNGF derives a TNAP key, which is provided to the TNAP. The TNAP key depends on the non-3GPP access technology (e.g. it is a Pairwise Master Key in the case of IEEE 802.11 [48]). How these security keys are created, it is specified in TS 33.501 [15].
-	In step 9b the UE receives the "TNGF Contact Info" which includes the IP address of TNGF.
11.	The TNAP key is used to establish layer-2 security between the UE and TNAP. In the case of IEEE 802.11 [48], a 4-way handshake is executed, which establishes a security context between the WLAN AP and the UE that is used to protect unicast and multicast traffic over the air.
12.	The UE receives IP configuration from the TNAN, e.g. with DHCP.
13.	At this point, the UE has successfully connected to the TNAN and has obtained IP configuration. The UE sets up a secure NWt connection with the TNGF as follows:
	The UE initiates an IKE_INIT exchange using the IP address of TNGF received during the EAP-5G signalling, in step 9b. Subsequently, the UE initiates an IKE_AUTH exchange and provides its identity. The identity provided by the UE in the IKEv2 signalling should enable the TNGF to locate the TNGF key that was created before for this UE, during the authentication in step 8. The TNGF key is used for mutual authentication. NULL encryption is negotiated between the UE and the TNGF, as specified in RFC 2410 [49].
	In step 13c, the TNGF provides to UE (a) an "inner" IP address, (b) a NAS_IP_ADDRESS and a TCP port number and (c) a DSCP value. After this step, an IPsec SA is established between the UE and TNGF. This is referred to as the "signalling IPsec SA" and operates in Tunnel mode. Operation in Tunnel mode enables the use of MOBIKE [40] for re-establishing the IPsec SAs when the IP address of the UE changes during mobility events. All IP packets exchanged between the UE and TNGF via the "signalling IPsec SA" shall be marked with the above DSCP value. The UE and the TNAP may map the DSCP value to a QoS level (e.g. to an EDCA Access Class [48]) supported by the underlying non-3GPP access network. The mapping of a DSCP value to a QoS level of the non-3GPP access network is outside the scope of 3GPP.
	Right after the establishment of the "signalling IPsec SA", the UE shall setup a TCP connection with the TNGF by using the NAS_IP_ADDRESS and the TCP port number received in step 13c. The UE shall send NAS messages within TCP/IP packets with source address the "inner" IP address of the UE and destination address the NAS_IP_ADDRESS. The TNGF shall send NAS messages within TCP/IP packets with source address the NAS_IP_ADDRESS and destination address the "inner" IP address of the UE.
	This concludes the setup of the NWt connection between the UE and the TNGF. All subsequent NAS messages between UE and TNGF-CP are carried over this NWt connection (i.e. encapsulated in TCP/IP/ESP).
14.	After the NWt connection is successfully established, the TNGF responds to AMF with an N2 Initial Context Setup Response message.
15.	Finally, the NAS Registration Accept message is sent by the AMF and is forwarded to UE via the established NWt connection. Now the UE can use the TNAN (a) to transfer non-seamless offload traffic and (b) to establish one or more PDU Sessions.


* * * * Fourth change * * * *

* * * * Fifth change * * * *

* * * * Next change * * * *



[bookmark: _Toc27895387]5.2.12	UDR Services
5.2.12.1	General
The following Data Set Identifiers shall be considered in this release: Subscription Data, Policy Data, Application data and Data for Exposure. The corresponding Data Subset Identifiers and Data (Sub)Key(s) are defined in Table 5.2.12.2.1-1.
The set of Data Set Identifiers shall be extensible to cater for new identifiers as well as for operator specific identifiers and related data to be consumed.
The following table illustrates the UDR Services.
Table 5.2.12.1-1: NF services provided by UDR
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Data Management (DM)
	Query
	Request/Response
	UDM, PCF, NEF

	
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Update
	Request/Response
	UDM, PCF, NEF

	
	Subscribe
	Subscribe/Notify
	UDM, PCF, NEF

	
	Unsubscribe
	
	UDM, PCF, NEF

	
	Notify
	
	UDM, PCF, NEF

	GroupIDmap
	Query
	Request/Response
	NRF, SCP



The following table shows the Exposure data that may be stored in the UDR along with a time stamp using Data Management (DM) Service:
NOTE:	When the data in Table 5.2.12.1-2 need to be monitored in real time, they should be monitored directly at the originating NF (e.g. registration state changes may be monitored via the Namf_EventExposure service) and not use the stored information from UDR if it is not the latest. It is expected that such dynamically changing information (e.g. UE reachability status) is used for statistical purpose and analytics.
Table 5.2.12.1-2: Exposure data stored in the UDR
	Category
	Information
	Description
	Data key
	Data Sub key

	Access and mobility information
	UE location
	Gives the Location or the last known location of a UE (e.g. Tai, Cell Id… both 3GPP and non-3GPP access location)
	SUPI or GPSI
	

	
	UE time zone
	Current time zone for the UE
	SUPI or GPSI
	

	
	UE Access type
	3GPP access or non-3GPP access
	SUPI or GPSI
	

	
	UE RAT type
	when UE Access type is 3GPP access: E-UTRA, NB-IoT or NR 

[bookmark: _GoBack]when UE Access type is non-3GPP access: Untrusted Non-3GPP, Trusted Non-3GPP, Wireline, Trusted-Non-3GPP-WLAN, or values for specific Wireline access defined in TS 23.316 [53]

	SUPI or GPSI
	

	
	UE registration state
	Registered or Deregistered
	SUPI or GPSI
	

	
	UE connectivity state
	IDLE or CONNECTED
	SUPI or GPSI
	

	
	UE reachability status
	It indicates if the UE is reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer
	SUPI or GPSI
	

	
	UE SMS over NAS service status
	SMS over NAS supported or not in the UE
	SUPI or GPSI
	

	
	UE Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN)
	SUPI or GPSI
	

	
	UE Current PLMN
	Current PLMN for the UE
	SUPI or GPSI
	

	Session management
	UE IP address
	UE IP address
	SUPI or GPSI
	PDU session ID or DNN 

	information
	PDU session status
	Active / released
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	DNAI
	DNAI
	SUPI or GPSI
	PDU session ID or DNN or UE IP address

	
	N6 traffic routing information
	N6 traffic routing information
	SUPI or GPSI
	PDU session ID or DNN or UE IP address




* * * * End of changes * * * *


image1.emf
TNGF AMF AUSF

UE

7a. N2 msg 

(Identity Req./Res.)

4. L2 (EAP-Req/5G-Start)

5. L2 (EAP-Res/5G-NAS/

AN-Params [GUAMI, Selected PLMN ID, 

Requested NSSAI, Establishment cause],

NAS-PDU [Registration Request])

6b. N2 msg 

(Registration Request)

7b. L2 (EAP-Req/Res/5G-NAS/

NAS-PDU [Identity Req./Res.])

9a. N2 msg 

(SMC Request [EAP-Success])

9b. L2 (EAP-Req/5G-NAS/

NAS-PDU [SMC Request (EAP-Success)],

TNGF Address)

10c. L2 (EAP-Success)

9c. L2 (EAP-Res/5G-NAS/

NAS-PDU [SMC Complete])

TNAP

Trusted Non-3GPP 

Access Network (TNAN)

L2: Ethernet, 802.3, 802.11, 

PPP, etc.

8a. AAA Key 

Request

(SUPI or SUCI)

8c. AAA Key

Response

(SEAF key,

EAP-Success)

11. Security establishment 

using the TNAP key

2. L2 (EAP-Req/Identity)

3. L2 (EAP-Res/Identity)

NAI=username@realm

AAA

6a. AMF Selection

8b. Authentication and Key Agreement

TNGF / 

TNAP keys 

created

(e.g. 4-way handshake for WLAN) 

12. Local IP configuration

1. L2 connection

9d. N2 msg 

(SMC Complete)

10a. N2 Initial Ctx Setup 

Request

(TNGF key)

14. N2 Initial Ctx Setup

Response

10b. AAA 

(TNAP key,

EAP-Success)

15b. [NAS over the NWt connection]

NAS Registration Accept

All subsequent NAS messages between UE & TNGF are carried over the NWt connection

15a. N2 msg 

(NAS Registration Accept)

NWt connection

establishment

13a. IKE_INIT

13b. IKE_AUTH (IDi, SA, TSi, TSr, AUTH)

13c. IKE_AUTH (IDr, SA, TSi, TSr, AUTH)

0. Trusted Non-3GPP

Access Network Selection

13d. TCP Connection


Microsoft_Visio_2003-2010_Drawing.vsd


 


 


SA WG2 Meeting #136AH


 


S2


-


200


0234


 


Jan 13


th


-


17


th


,


 


20


20 ; Incheon, Korea


 


 


                               


 


 


(revision of 


S2


-


1911334


)


 


CR


-


Form


-


v


12.0


 


CHANGE REQUEST


 


 


 


23.


50


2


 


CR


 


1950


 


rev


 


1


 


 


Current version:


 


16.


3


.0


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change


 


affects:


 


UICC apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Access type and RAT type per Non


-


3GPP accesses


 


 


 


Source to WG:


 


Nokia, Nokia Shanghai Bell


 


Source to TSG:


 


SA2


 


 


 


Work item code


:


 


5WWC


 


 


Date:


 


20


20


-


01


-


04


 


 


 


 


 


 


Category:


 


F


 


 


Release:


 


Rel


-


16


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(


mirror 


correspond


ing 


to a 


change 


in an earlier 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be found in 3GPP 


TR 21.900


.


 


Use 


one


 


of the fol


lowing releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Release 10)


 


Rel


-


11


 


(Release 11)


 


Rel


-


12


 


(Release 12)


 


Rel


-


13


 


(Release 13)


 


Rel


-


14


 


(Release 14)


 


Rel


-


15


 


(Release 15)


 


Rel


-


16


 


(Release 16)


 


 


 


Reason for change:


 


I


n


 


Rel


-


15 there was no 


need to differente among Non


-


3GPP accesses 


since 


the only Non


-


3GPP access 


wa


s the Untru


s


ted


-


Non


-


3GPP


 


and thus “RAT 


type” for Non


-


3GPP access had not been 


fully 


defined


. 


 


In Release


-


16 the 


T


rusted Non


-


3GPP 


and the W


-


5GAN (i.e. BBF acces


s 


and Cable access) 


accesses 


ha


ve


 


been added, 


 


and 


require dedicated


 


“RAT type” 


 


(it is understood the “R” in RAT does not mean Radio for the case of 


Wireline access)


. 


 


 


 


 


Summary of change


:


 


Definition of RAT Type used in case of Non


-


3GPP 


accesses and of how the 


RAT Type value is determined


 


 


 


 


Consequences if not 


approved:


 


Not correct 


RAT type for Non


-


3GPP accesses


 


that could then not be used


 


for 


proper PCF policies, charging records (including statistics) 


and QoS 


enforcement 


 


 


 


Clauses affected:


 


4.2.2.2.1


 


; 


4.12a.2.2


 


; 


5.2.12.1


 


 


 


 


Y


 


N


 


 


 


Other specs


 


Y


 


 


 


Other core specifications


 


 


TS 23


.


316 CR 


1833


 


affected:


 


 


X


 


 


Test specifications


 


 


(show 


related 


CR


s


)


 


 


X


 


 


O&M Specifications


 


 


 


 


 


Other comments:


 


 


 


 


This CR's revision history:


 


 


 




    SA WG2 Meeting #136AH   S2 - 200 0234   Jan 13 th - 17 th ,   20 20 ; Incheon, Korea                                         (revision of  S2 - 1911334 )  

CR - Form - v 12.0  

CHANGE REQUEST  

 

 23. 50 2  CR  1950  rev  1    Current version:  16. 3 .0   

 

For  HELP   on using this form : c omprehensive instructions can be found at    http://www.3gpp.org/Change - Requests .  

 

 

Proposed change   affects:  UICC apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Access type and RAT type per Non - 3GPP accesses  

  

Source to WG:  Nokia, Nokia Shanghai Bell  

Source to TSG:  SA2  

  

Work item code :  5WWC   Date:  20 20 - 01 - 04  

     

Category:  F   Release:  Rel - 16  

 Use  one   of the following categories:   F    (correction)   A    ( mirror  correspond ing  to a  change  in an earlier  release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be found in 3GPP  TR 21.900 .  Use  one   of the fol lowing releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   Rel - 12   (Release 12)   Rel - 13   (Release 13)   Rel - 14   (Release 14)   Rel - 15   (Release 15)   Rel - 16   (Release 16)  

  

Reason for change:  I n   Rel - 15 there was no  need to differente among Non - 3GPP accesses  since  the only Non - 3GPP access  wa s the Untru s ted - Non - 3GPP   and thus “RAT  type” for Non - 3GPP access had not been  fully  defined .    In Release - 16 the  T rusted Non - 3GPP  and the W - 5GAN (i.e. BBF acces s  and Cable access)  accesses  ha ve   been added,    and  require dedicated   “RAT type”    (it is understood the “R” in RAT does not mean Radio for the case of  Wireline access) .     

  

Summary of change :  Definition of RAT Type used in case of Non - 3GPP  accesses and of how the  RAT Type value is determined    

  

Consequences if not  approved:  Not correct  RAT type for Non - 3GPP accesses   that could then not be used   for  proper PCF policies, charging records (including statistics)  and QoS  enforcement   

  

Clauses affected:  4.2.2.2.1   ;  4.12a.2.2   ;  5.2.12.1  

  

 Y  N    

Other specs  Y     Other core specifications    TS 23 . 316 CR  1833  

affected:   X    Test specifications   

(show  related  CR s )   X    O&M Specifications     

  

Other comments:   

  

This CR's revision history:   

 

