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[bookmark: _Toc517082226]* * * Start of changes * * * *
[bookmark: _Toc10097010]6.5	NF load analytics
[bookmark: _Toc10097011]6.5.1	General
The clause 6.5 describes how NWDAF can provide NF load analytics, in the form of statistics or predictions or both, to another NF.
The service consumer may be an NF, or the OAM.
The consumer of these analytics shall indicate in the request:
-	Analytics Id set to "NF load information";
[bookmark: _GoBack]-	The Target of Analytics Reporting: the SUPI;
-	Analytics Filter Information: an optional list of Instance IDs or list of instance types;
-	An Observation period indicates the time when the statistics or predictions are requested;
-	In a subscription, the Notification Correlation Id and the Notification Target Address are included.
The NWDAF shall notify the result of the analytics to the consumer as indicated in clause 6.5.3.
If the NF Instance IDs are provided, the NWDAF shall provide the analytics for each designated NF instance. In such case the Target of Analytics Reporting should be ignored. 
Otherwise If the NF Instance IDs are not provided, the NWDAF shall use the specific UE IDSUPI to determine which instances (AMF, N3IWF, SMF and PCF) are presently serving this specific UE. The list of optional instance types may be provided in order to restrict the results.
NOTE:	The list of possible instances types is limited to AMF, N3IWF, SMF or I-SMF, and PCF, UPF or I-UPF, UDM.
[bookmark: _Toc10097012]6.5.2	Input data
For the purpose of NF load analytics, the NWDAF may collect the information as listed in Table 6.5.2-1.
Table 6.5.2-1: Data collected by NWDAF for NF load analytics
	Information
	Source
	Description

	NF load
	NRF
	The load of a specific NF instance in the NF profile as defined per TS.29.510 [18].

	NF status
	NRF
	The status of a specific NF instance (registered, suspended, undiscoverable) as defined per TS 29.510 [18].

	NF resource usage
	OAM
	The usage of assigned virtual resources currently in use for a specific NF instance (mean usage of virtual CPU, memory, disk) as defined in TS 28.552 [8] clause 5.7.



Editor's note:	It is FFS whether the number of registered instances of an NF is needed input data for NWDAF to perform predictions on NF instance load and resource usage.
NOTE:	The OAM information can be used as a complement to NRF information on resources, or as a way to correlate NRF information or as an alternative if NRF information on load is not available.
If target NF type is UPF, the NWDAF may collect the information as listed in Table 6.5.2-2, in addition with Table 6.5.2-1.
Table 6.5.2-2: Collecting Data for analysing UPF load analytics
	Information
	Source
	Description

	Traffic usage report
	UPF
	Report of user plane traffic in the UPF for the accumulated usage of network resources (see TS 29.244 [17])



[bookmark: _Toc10097013]6.5.3	Output analytics
The NWDAF services as defined in the clause 7.2 and 7.3 are used to expose the analytics. 
-	Load statistics information is defined in Table 6.5.3-1.
Table 6.5.3-1: NF load statistics 
	Information
	Description

	RList of resource status (1..n)
	List of observed load information for each NF instance

	> Instance type
	Type of the instance as defined in clause 6.5.1

	> Instance ID
	Identification of the NF instance

	> NF status
	The availability status of the NF on the Observation period, expressed as a percentage of time per status value  (registered, suspended, undiscoverable)

	> NF resource usage
	The average usage of assigned resources (CPU, memory, disk)

	> NF load
	The average load of the  NF instance over the observation period 

	> NF peak load (optional)
	The maximum load of the NF instance over the observation period



-	Load predictions information is defined in Table 6.5.3-2.
Table 6.5.3-2: NF load predictions
	Information
	Description

	RList of resource status (1..n)
	List of predicted load information for each NF  instance

	> Instance type
	Type of the instance as defined in clause 6.5.1

	> Instance ID
	Identification of the NF instance

	> NF status
	The availability status of the NF on the Observation period, expressed as a percentage of time per status value  (registered, suspended, undiscoverable)

	> NF resource usage
	The average usage of assigned resources (CPU, memory, disk) 

	> NF load
	The average load of the  NF instance over the observation period 

	> NF peak load (optional)
	The maximum load of the NF instance over the observation period

	> Confidence
	Confidence of this prediction



NOTE:	The variations on per-instance NF load and resource usage could be influenced by the number of running NF instances in addition to the load itself.
* * * End of changes * * * *

