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1
Introduction
There are two Editor’s notes deleted by the agreed pCR(S2-184475) in SA2#127. But this change is not implemented in the latest version of TR 23.793.
In addition, the wording “NCP” in the protocol stack figures are corrected as “TFCP”. 
2
Proposal 

It is proposed to agree the following P-CR to TR 23.793.
********************* start of changes ****************
6.3.2
Protocol Stacks

This clause illustrates the protocol stack for the User plane transport related with a PDU Session. In this solution, traffic between the UE and the UPF is tunnelled via a TFCP layer.
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Figure 6.3.2-1: User Plane Protocol Stack for 3GPP access
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Figure 6.3.2-2: User Plane Protocol Stack for non-3GPP access

********************* Next change ****************
6.3.3
PDU Session Establishment Procedure

This procedure describes how the UE triggers PDU Session establishment via both 3GPP and non-3GPP access. More specifically, it covers the following scenarios:
-
Scenario 1: one PDU Session is already established via one access, then the UE triggers to add an additional access to the existing PDU Session.

-
Scenario 2: UE triggers to establish a PDU Session supporting multi-access, i.e. establish Multi-access PDU Session (e.g. via both 3GPP and Non 3GPP accesses) in one procedure.

NOTE:
The above Scenario 1 is very similar as NBIFOM in EPC.
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Figure 6.3.3-1: Multi-Access PDU Session establishment procedure with TFCP tunnel

0.
UE is registered to 5GC via 3GPP and non-3GPP access. The UE may have established one PDU Session via 3GPP or non-3GPP access, as specified in TS 23.502 [6] clause 4.3.2.2 or clause 4.12.5.
1.
The UE determines to establish a multi-access PDU Session based on the policy. The UE may add an additional access to the existing PDU Session or trigger a new PDU Session establishment procedure to establish the multi-access PDU Session. To be specific, the UE sends NAS Message to AMF including PDU Session ID, request type, and PDU Session Establishment Request message.
-
If the UE decides to add an additional access to the existing PDU Session, the UE sets the request type to "Existing PDU Session". In the PDU Session Establishment Request message, the UE sends a multi-access indication to request the multi-access PDU Session. In addition, if the UE determines to establish the TFCP tunnel in this PDU Session, the UE allocates the TFCP tunnel Info and sends it to the SMF in the PDU Session Establishment Request message. Additionally, the UE indicates the TFCP tunnel subjected to per PDU session, per QoS flow or per Packet Filter by sending the TFCP indication binding with the PDU session ID, QFI or Facket Filters. This TFCP indication shows that the UE requests to add the TFCP header for packets belonging to this PDU session, or QoS flow, or Packet Filter.
NOTE:
The contents of the TFCP tunnel info depend on the definition of TFCP protocol. For example, if the GRE protocol is used as the TFCP layer, the TFCP tunnel Info can be the GRE key.
-
If the UE decides to establish a new PDU Session for multi-access, the UE sets the request type to "Initial Request". The other handling is the same as the above one.

2.
The AMF sends Nsmf_PDUSession_CreateSMContext Request to the SMF including the PDU Session Establishment Request message.
-
If request type indicates "Existing PDU Session", the AMF selects the same SMF serving the PDU Session identified by the PDU Session ID received in the request.

Editor's note:
It is FFS when the existing SMF cannot support multi-access PDU Session.

-
If request type indicates "Initial Request", the AMF selects an SMF that supports multi-access PDU Session.

3.
If Request Type indicates "Initial request"and if the SMF has not yet registered for this PDU Session ID, then the SMF registers with the UDM. If Session Management Subscription data is not available, then SMF retrieves the Session Management Subscription data. The SMF may check the validity of the UE request based on the subscription data and network policy.
4.
The SMF performs a Session Management Policy Establishment procedure or a Session Management Policy Modification procedure with the PCF. The PCF may determine whether the UE is allowed to establish the MA-PDU session. The PCF determines the ATSSS policy and send the ATSSS policy to the SMF.
5.
If allowed, the SMF selects the UPF and sends N4 Session Establishment Request/Modification Request message to the selected UPF. For the existing PDU Session, if there are more than one serving UPFs, the SMF selects N3 UPF or anchor UPF to send the N4 Session Modification Request message.


The SMF sends N4 Session Establishment/Modification Request to the UPF. If the UE requested to use the TFCP tunnel and the network supports the TFCP protocol, the SMF authorized to establish the TFCP tunnel. If UPF TFCP Tunnel Info is allocated by the SMF, the UPF TFCP Tunnel Info, UE TFCP Tunnel Info and the corresponding QoS flow Info are provided to UPF in this step. If UPF TFCP Tunnel Info is allocated by the UPF, the SMF sends UE TFCP Tunnel Info and the corresponding QoS flow Info to the UPF. The UPF TFCP Tunnel Info is provided to SMF in the response message. Additionally, the SMF indicates the TFCP tunnel applicable for per PDU session, per QoS flow or per Packet Filter.
6a-6b.
The SMF invokes the single or both separate N2 PDU Session establishment procedures according to Multi-Access indication and the request type.

-
If the request type indicates "Existing PDU Session", the SMF only performs step 5a. The SMF sends Namf_Communication_N1N2MessageTransfer to the AMF including the Multi-Access indication, N2 SM information, 3GPP access and PDU Session establishment Accept message. The Multi-Access indication notifies the AMF that it is the Multi-Access PDU Session. The PDU Session establishment Accept message is included in this message based on the 3GPP access type received in the step2. The SMF also indicates 3GPP access as the target access in the message. In the PDU Session Establishment Accept message, it includes the QoS Rule(s) with 3GPP or/and non-3GPP access type. The access type(s) included in the Authorized QoS Rule indicate the authorized access type used for the traffic flows matching this QoS Rule.  Optionally, when both 3GPP and non-3GPP are allowed by this QoS rule, it may include the Routing Factor for every access, as specified in subclause 6.3.1.2.
-
If the request type indicates "Initial Request", the SMF performs step 5a and 5b. In step 5b, the SMF sends Namf_Communication_N1N2MessageTransfer to the AMF including the Multi-Access indication, Non-3GPP access and N2 SM information.

The SMF sends the N2 SM information (PDU Session ID, QFI(s), QoS Profile(s)) to the NG-RAN or/and N3IWF. The QoS Profile(s) is calculated from the information provided by the PCF. If there is Routing Factor defined for some Packet Filters, the creation of the QoS profile(s) for NG-RAN or/and N3IWF is as below:

-
For non-GBR QoS flow: No impact, the same as the existing procedure.

-
For GBR QoS flow: The QoS profile(s) for one access needs to be calculated according to the QoS parameters related with this access type. For example, there are Packet Filters 1, Packet Filters 2 and Packet Filters 3 bound to one QoS flow, and the GFBR=45Mbps. More specific:

-
Packet Filters 1: guaranteed bitrate =5Mbps, access type=3GPP access.

-
Packet Filters 2: guaranteed bitrate =10Mbps, access type = non 3GPP access.

-
Packet Filters 3: guaranteed bitrate =30Mbps, access type =3GPP, routing ratio =20%; Second access type =non-3GPP, routing ratio=80%.


QoS profile for 3GPP access: guaranteed bitrate = (QoS rule 1= 5) + (QoS rule 3=30*0.2) =11Mbps.

QoS profile for non-3GPP access: guaranteed bitrate = (QoS rule 2=10) + (QoS rule 3=30*0.8) =34Mbps.

The AMF marks this PDU Session as Multi-Access PDU Session according to the Multi-Access indication received from SMF.

7.
The AMF initiates N2 session procedures towards 3GPP RAN, and forwards the RAN tunnel Info to the UE.

8.
The SMF sends the RAN tunnel Info and 3GPP access type to the selected UPF in step 3.

9.
The 5G RAN forwards the PDU Session establishment Accept message to the UE. The existing of the UPF TFCP tunnel Info and TFCP indication with the binding PDU session ID, or QoS flow Info or Packet Filter included in the PDU Session Establishment Accept message indicates the successful establishment of the TFCP tunnel.

10.
The AMF initiates N2 session procedures towards N3IWF, and forwards the N3IWF tunnel Info to the SMF.

11.
The SMF sends the N3IWF tunnel Info and Non-3GPP access type to the selected UPF in step 3. The UPF stored both access tunnel information and the binding access type for this Multi-Access PDU Session. This binding relationship can be used when performing the traffic splitting or switching in user plane.



In user plane, the UE and the UPF detect the existing of TFCP header based on the following information:

-
per PDU session: all the packets transported via one PDU session include the TFCP header. The TFCP packets can be identified by the GTP-U tunnel for this PDU session.

-
per QoS flow: all the packets transported via one QoS flow use the TFCP header. The UE and the UPF identify the TFCP packets based on the QFI included in the SDAP and GTP-U layer.

-
per traffic flow: all the packets belonging to this traffic flow have TFCP header. In order to differentiate the TFCP packets from other packets in the same QoS flow, the UE and the UPF create a TFCP indication in the SDAP or GTP-U layer for the inner data with TFCP encapsulation.

NOTE:
The TFCP indication added to SDAP will occupy one bit of the SDAP header.

****************** End of changes**********************
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