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Abstract of the contribution: Propos architectural assumption to support Authentication and Authorization of the Non-IP remote UE
1. Discussion
1.1. Connection procedure and Architecture solution for Layer2 Relay for Non-IP devices
Many of the low cost MTC devices (Like CIoT devices) may not support IP communication. All these devices would need the network connectivity and authentication procedure from network to do direct D2D communication. 
Since the purpose of this new study item is to enhance the reach of eProSe Relay node and use it for commercial use, the Relay node and SCEF [Ref TS 23.682] can assist these Non-IP devices to connect with the network to get authentication and D2D control procedures. In this document we propose the architectural assumption (For Key issue #1 of TS 23.733) to authenticate the Non-IP remote UE via eRelay-UE and SCEF. 
1.1. Discussion on network authentication for Non-IP remote UE using UE-To-Network Relay
The 3GPP TS 23.682 Section 4.5.14 defines NIDD (Non-IP Data Delivery) procedure to provide the network access to the Non-IP UE using Service Capability Exposure Function (SCEF) [Ref 23.682] which provides a means to securely expose the services and capabilities provided by 3GPP network interfaces to Non-IP devices. 

For enabling the D2D service Non-IP devices, the SCEF can be enhanced to support authorization and control procedures for Non-IP remote UE.  
The Remote UE will request for the Non-IP PDN connection request. SCEF [Ref TS 23.682]node in the network will provide the Non-IP PDN connection to the remote UE. A new interface is proposed between SCEF and ProSe Function () to process the D2D Non-IP service request/response messages handling. This new interface will use NIDD or RESTFul APIs
****** BEGINNING OF CHANGES ******
4
Architectural considerations

4.1
Architectural assumptions and requirements
4.1 SCEF should be enhanced to support authentication and authorization of non-IP eRemote_UE
****** END OF CHANGES ******
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