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This contribution includes discussion and proposal of the principles for replying the CT4 LS (S2-152992/C4-151071) and establishing CRs to TS 23.402.
1. Background

SA2 received LS from CT4 (S2-152992/C4-151071). CT4 asked whether the architecture below is allowed by SA2. If yes, then
· How does the TWAN select a PGW in VPLMNB when local breakout is applied?

· Which roaming agreements are required in this scenario between the HPLMN and VPLMN A / VPLMN B?
· Which VPLMN identity (used for roaming checking) should the AAA Proxy of VPLMN B send to HPLMN (PLMN A or PLMN B)?
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The following discussion is based on the assumption that the above architecture is allowed by SA2 according to current WLAN_NS procedure.

2. Discussion

Based on the current PGW selection mechanism, the following steps will be performed:

1) The HSS checks whether roaming in vPLMN is allowed during authentication procedure.

2) The HSS determines whether LBO in vPLMN is allowed during authorization procedure and sends PDN Gateway selection information to the TWAN.

3) The TWAN selects the APN-OI according to PGW selection information received from the HSS. If VPLMN-Dynamic-Address-Allowed AVP indicates “ALLOWED”, the TWAN may select a PGW in its own PLMN (vPLMN A). Otherwise, the TWAN shall select a PGW in the HPLMN.

Considering the following AAA proxy behaviour which is described in TS 29.273:
· When forwarding an authentication and authorization request, the 3GPP AAA Proxy shall check the presence and value of the visited network identifier. If the AVP was missing, it shall insert it, if the AVP was present, it may overwrite the AVP value before forwarding the request. 

During authentication and authorization procedure, the HSS may receive vPLMN B ID if the 3GPP AAA proxy in vPLMN B overwrites the AVP or vPLMN A ID if the 3GPP AAA proxy does not overwrite it. However, when the TWAN receives VPLMN-Dynamic-Address-Allowed AVP, it will not take vPLMN B into account.
To satisfy the requirement of selecting PGW in vPLMN B, the PGW selection mechanism may need to be enhanced to cover or distinguish all the three possible scenarios below:

1) select a PGW in the HPLMN (i.e., home routed scenario).

· The vPLMN A ID shall be sent to the HSS during authentication and authorization procedure to check whether roaming in vPLMN A is allowed.

· The VPLMN-Dynamic-Address-Allowed AVP could be reused to indicate roaming in vPLMN A is not allowed.

· Roaming agreement between the HPLMN and vPLMN A is required to enable home routed scenario. However, the current WLAN_NS procedure does not ensure that there is roaming agreement between vPLMN A and hPLMN, it is suggested not to guarantee successful home routed scenario to avoid impact to WLAN_NS procedure.

2) select a PGW in the vPLMN B.

· Roaming agreement between the HPLMN and vPLMN B is required.

· The vPLMN B ID shall be sent to the HSS during authentication and authorization procedure to check whether roaming in vPLMN B is allowed.
· The TWAN needs to be configured or notified to use the vPLMN B ID to construct APN. The detailed solution could be:
Option 1: The TWAN receives VPLMN-Dynamic-Address-Allowed AVP with value “ALLOWED”. The TWAN always selects a PGW in vPLMN B based on configuration. This may cause problems in other architectures, e.g., another UE does not attach to vPLMN B via 3GPP but connects to TWAN and selects vPLMN A as service provider.
Option 2: The TWAN receives an indication that LBO in VPLMN B is allowed.
3) select a PGW in the vPLMN A.

· The vPLMN A ID may need to be sent to the HSS during authentication and authorization procedure to check whether roaming in vPLMN A is allowed. 
· The VPLMN-Dynamic-Address-Allowed AVP could be reused to indicate roaming in vPLMN A is allowed.

To sum up,

· Roaming agreement is required between HPLMN and VPLMN B. Roaming agreement is not required between HPLMN and VPLMN A.
· Both vPLMN A ID and vPLMN B ID should be sent to the HSS during authentication and authorization procedure to check whether roaming in vPLMN A or vPLMN B is allowed.
· To select a PGW in VPLMN B, the TWAN needs to be configured or notified to use the vPLMN B ID to construct APN. 
3. Proposal
It is proposed to reply the CT4 LS with the following principles:
· Roaming agreement is required between HPLMN and VPLMN B. Roaming agreement is not required between HPLMN and VPLMN A.
· Both vPLMN A ID and vPLMN B ID need to be sent to the HSS during authentication and authorization procedure to check whether roaming in vPLMN A or vPLMN B is allowed.

· To select a PGW in VPLMN B, the TWAN needs to be configured or notified to use the vPLMN B ID to construct APN.
It is recommended to adopt Option 2 as described above for the last bullet to revise TS 23.402.
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