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FIRST CHANGE
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ANDSF
Access Network Discovery and Selection Function

DSMIPv6
Dual-Stack MIPv6

CPICH
Common Pilot Channel

DMNP
Delegated Mobile Network Prefix

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

FACoA
Foreign Agent Care-of-Address

FQDN
Fully Qualified Domain Name

GW
Gateway

H‑ANDSF
Home-ANDSF

HBM
Host-based Mobility

HRPD
High Rate Packet Data

HS‑GW
HRPD Serving Gateway

IFOM
IP Flow Mobility

IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility management Selection

LMA
Local Mobility Anchor

MAG
Mobile Access Gateway

MAPCON
Multi Access PDN Connectivity

MIPv4
Mobile IP version 4

MIPv6
Mobile IP version 6

MME
Mobility Management Entity

MTC
Machine-Type Communications

NBM
Network-based Mobility

NSWO
Non-seamless WLAN Offload

OPI
Offload Preference Indicator

P‑GW
PDN Gateway

PMIP/PMIPv6
Proxy Mobile IP version 6

RIM
RAN Information Management

RSRP
Reference Signal Received Power

RSSI
Received Signal Strength Indicator

SectorID
Sector Address Identifier

S‑GW
Serving GW

SON
Self-Configuring and self-Optimizing network

TWAP
Trusted WLAN AAA Proxy

TWAG
Trusted WLAN Access Gateway

TWAN
Trusted WLAN Access Network
UWAN
Untrusted WLAN Access Network
UICC
Universal Integrated Circuit Card

V‑ANDSF
Visited-ANDSF

WiMAX
Worldwide Interoperability for Microwave Access

WLCP
WLAN Control Protocol

NEXT CHANGE
7.4.3
UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b

7.4.3.1
Non-Roaming, Home Routed Roaming and Local Breakout Case

the UE-requested PDN disconnection procedure when GTP is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 7.4.3-1: UE/ePDG-initiated detach procedure with GTP on S2b

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are supported as specified in clause 7.4.1.

A.1)
The ePDG releases this particular PDN connection and sends a Delete Session Request (Linked EPS Bearer ID, UWAN Release Cause if available) message for this PDN connection to the PDN GW. UWAN Release Cause is only sent by the ePDG to the PDN GW if this is permitted according to ePDG operator's policy. 
A.2)
Same as step 3 of clause 7.4.1.1.
A.3)
The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF as specified in TS 23.203 [19]. If received from the ePDG, the PDN GW shall also forward the UWAN Release Cause, and PCRF shall forward it to the Application Function as specified in TS 23.203 [19].
B.1)
The PDN GW acknowledges with a Delete Session Response (Cause) message.

NEXT CHANGE
16.3.1.1
UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection Procedure in WLAN on GTP S2a
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Figure 16.3.1.1-1: UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection on GTP S2a

The procedure for UE/ TWAN Initiated Detach is represented in Figure 16.3.1.1-1 and described below.

This procedure applies to the transparent single-connection mode. This procedure also applies to the single-connection mode with the exception that step1 refers to clause 16.7.1.1.

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout case, the vPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do not occur. Instead, the PDN GW may employ static configured policies.

1)
To detach from EPC, the UE can send a disassociation or deauthentication notification according to 
IEEE Std 802.11-2012 [64]. Any time after the UE releases the IPv4 address using DHCPv4 or IPv4 address lease time expires, and if the PDN Type is IPv4, the TWAN initiates "TWAN initiated PDN Disconnection Procedure" procedure. If there is no traffic received from the UE for a configurable duration and the TWAN detects the UE has left based on unanswered probes (e.g., ARP Request, Neighbor Solicitation message), the TWAN triggers PDN disconnection.

2)
The TWAN releases the PDN connection by sending a Delete Session Request (Linked EPS Bearer ID, TWAN Release Cause if available) message for the PDN connection to the PDN GW. Additionally, the Delete Session Request includes the TWAN Identifier as described in clause 16.1.7, the Timestamp of this TWAN-Identifier and the UE Time Zone. TWAN Release Cause is only sent by the TWAN to the PDN GW if this is permitted according to TWAN operator's policy.

3)
The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

4)
The PDN GW deletes the IP‑CAN session associated with the UE and executes a PCEF-Initiated IP‑CAN Session Termination Procedure with the PCRF. If received from the TWAN, the PDN GW shall also provide the TWAN Release Cause as well as if available the User Location Information that contains the TWAN Identifier and/or UE Time Zone, and PCRF shall forward them to the Application Function as specified in TS 23.203 [19].

5)
The PDN GW acknowledges with Delete Session Response (Cause).

6)
The TWAN locally removes the UE context and deauthenticates and disassociates the UE at Layer 2 according to IEEE Std. 802.11-2012 [64].

NOTE:
The L2 disassociation serves as an indication to the UE that the previous IPv4 address/IPv6 prefix might no longer be valid. When UE connects to the network next time, the UE proceeds with re-validation or re-acquisition of its IPv4 address / IPv6 prefix.
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_1392134490.doc


vPCRF







4. PCEF-Initiated IP-CAN Session Termination Procedure











TWAN







5. Delete Session Response























1. UE or TWAN initiated detach Trigger











3. Update PDN GW Address



















2. Delete Session Request







hPCRF







HSS/



AAA







PDN GW







AAA Proxy











UE







Roaming  Scenarios











6. TWAN Specific resource release 
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Detach procedure as in Figure 7.4.1-1, after step (B)
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A3. PCEF-Initiated IP-CAN Session Termination Procedure







Detach procedure as in Figure 7.4.1-1, before step (A)
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Detach procedure as in Figure 7.4.1-1, after step (B)







Detach procedure as in Figure 7.4.1-1, between steps (A) and (B)







B.1.Delete Session Response
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Detach procedure as in Figure 7.4.1-1, before step (A)












