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Abstract of the contribution: This paper discusses solutions on how to avoid QCI I bearer establishment and suggest a proposal.
1. Discussion
In the last meeting, the conclusion is got on how to avoid the SRVCC for the WebRTC. 

To avoid SRVCC false trigger, it is recommended not to use QCI I for WebRTC traffic.
But detailed solution is not clarified. To avoid QCI 1 bearer establishment, there are several possible solution as following.
Option 1: eP-CSCF enhancement
When the eP-CSCF initiates the PCC procedure in the WebRTC session establishment, it creates“fake” media information, e.g. media type, codec, in the Rx interface. Because it is not voice traffic, so the PCRF will not trigger the QCI 1 bearer in the PCC procedure.
Pros: It just impacts the eP-CSCF.

Cons: There is a new feature in the eP-CSCF. The eP-CSCF is required to fake some information and the modification is quite big.
Option 2: Configuration on eP-CSCF and PCRF

In the existing PCC specs, it allows the PCC treat specific application with specific QoS parameters (e.g. QCI) using AF-Application-Identifier
In the TS 23.203 6.2.1.0, it 

The PCRF authorizes QoS resources. The PCRF uses the service information received from the AF (e.g. SDP information or other available application information) and/or the subscription information received from the SPR to calculate the proper QoS authorization (QoS class identifier, bitrates). The PCRF may also take into account the requested QoS received from the PCEF via Gx interface.
In the TS 29.214 5.3.5, 

5.3.5
AF-Application-Identifier AVP

The AF-Application-identifier AVP (AVP code 504) is of type OctetString, and it contains information that identifies the particular service that the AF service session belongs to. This information may be used by the PCRF to differentiate QoS for different application services.
For example the AF-Application-Identifier may be used as additional information together with the Media-Type AVP when the QoS class for the bearer authorization at the Gx interface is selected. The AF-Application-Identifier may be used also to complete the QoS authorization with application specific default settings in the PCRF if the AF does not provide full Session-Component-Description information.

And in the TS 29.213, 6.3

	Authorized QoS Class Identifier [QCI] 

(see NOTE 1, 2, 7, 12 and 14)
	IF an operator special policy exists THEN

  QCI:= as defined by operator specific algorithm; 

ELSE 

   IF MPS-Identifier AVP demands MPS specific QoS Class handling THEN

     QCI:= as defined by MPS specific algorithm;        

   ELSE 

     IF AF-Application-Identifier AVP demands application specific QoS Class

     handling THEN

       QCI:= as defined by application specific algorithm;
     ELSE IF Codec-Data AVP provides Codec information for a codec that is

     supported by a specific algorithm THEN
        QCI:= as defined by specific algorithm; (NOTE 5) 

     ELSE
     /* The following QCI derivation is an example of how to obtain the QCI 

         values in a GPRS network */
        IF Media-Type is present THEN

          /* for GPRS: streaming */

          IF (only uplink Flow Description AVPs are supplied for all IP

          flows of the AF session, which have media type “audio” or “video”
          and no flow usage “RTCP”, or

          only downlink Flow Desription AVPs are supplied for all IP

          flows of the AF session, which have media type “audio” or “video”
          and no flow usage “RTCP”) THEN
             CASE Media-Type OF

               “audio”:        MaxClassDerivation := 3 OR 4; (NOTE 9)   

               “video”:        MaxClassDerivation := 4

             END;      
           /* for GPRS: conversational */           

           ELSE

             CASE Media-Type OF

               “audio”:        MaxClassDerivation:= 1 OR 2; (NOTE 6)   

               “video”:        MaxClassDerivation:= 2

             END;       
           ENDIF;

           CASE Media-Type OF

             “audio”:        QCI := MaxClassDerivation

             “video”:        QCI := MaxClassDerivation

             “application”:  QCI := 1 OR 2; (NOTE 6) 
                /*e.g. for GPRS: conversational*/

             “data”:         QCI := 6 OR 7 OR 8; (NOTE 8)

                /*e.g. for GPRS: interactive with prio 1, 2 AND 3 
                   respectively*/

             “control”:      QCI := 6;      
                /*e.g. for GPRS: interactive with priority 1*/

/* NOTE: include new media types here */

             OTHERWISE:      QCI := 9;   

                /*e.g. for GPRS: background*/

           END;
         ENDIF;

       ENDIF;
     ENDIF;
   ENDIF;
ENDIF;
IF SIP-Forking-Indication AVP indicates SEVERAL_DIALOGUES THEN

   QCI = MAX[QCI, previous QCI](NOTE 10) 

ENDIF ;



With AF-Application-Identifier mechanism, the operator can define a new specific AF-Application-Identifier value for WebRTC. The eP-cSCF is configured with this value and informs PCRF in the PCC procedure in WebRTC session establishment. 

And PCRF is configured with WebRTC specific AF-Application-Identifier value and related QCI value which is.
So there is no QCI 1 bearer is established.

Pros: 

The existing mechanism is re-used. The only impact on the PCRF is configuration. The impact on the eP-CSCF is quite small. The eP-CSCF is configured new value and applies it in the PCC procedure.

Cons: 

Configuration is required in eP-CSCF and PCRF. And eP-CSCF is required to upgrade.
2. Proposal
Between Option-1 and Option-2, the option-2 makes much small modification to the existing system, so it proposes the option 2 to be specified. 
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