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1

Introduction
By taking the convenience of users into consideration, S1 discussed that the network should have a feature that notifies of the server address to MS, when MS activates.

CR (S199841) on this requirement was agreed in both S1 and SA Plenary.

The LS (S199839) was issued to S2, which ask the possibility of supporting this feature for R99.

This contribution introduces outline of the service requirement, and proposes how to realise this feature.

2

Discussion
2.1 Service Requirements

At first, MS (e.g. mobile phones with Micro-Browser) need to know a server address (destination address) when subscribers access to a server.  Otherwise subscribers cannot access to a server.  “Server address” means the address of server in the external PDN and not the address of GGSN.  See the attached reference document (S2-99B89ReferenceMaterial.ppt).  The server addresses are registered in GGSN.  In case the server IP address is changed for diversification of risk, burden, responsibility and so on, the address in GGSN is re-registered.  The subscriber specifies which server he/she wants to access and request to GGSN to notify the server address.  Then GGSN notify the adequate server IP address to the subscriber.
By the following 3 reasons, it is required that the network should have a feature that notifies of the server address to MS, when MS activates.

1. Easy configuration
Recently, mobile phones are used for very wide range people including those who cannot use Internet by themselves. Also, it is important for users to configure as easy as possible.
2. Advantage for roamers
Since a network has this feature (that notifies of the server address to MS), when a user roams, he or she can connect to the information providing server by knowing only information centre’s APN.
3. Flexibility
When the server address (e.g. gateway server address) is changed for the diversification of risk, burden, responsibility etc…, or in the case of changes of the system, it is important to follow up with no impact for the users.

2.2 Proposed Solution

As the method of solution, NTT DoCoMo discusses the function of notifying the server address to MS.
· C-Plane
Notifying a server address with C-Plane has a quick connectable advantage.  In addition, C-Plane is more reliable because there are no malicious messages from external PDN. 
· U-Plane

If U-Plane is used as the solution, it is inefficient because it takes longer time to connect.  This means it’s not suitable for information providing kind services.
For example, think of the solution by DNS, DNS exists in each APN and the subscriber doesn’t know the address of DNS server.  To know the DNS server address, broadcast address has to be used.  However, broadcast address impacts on network because broadcast increases network traffic.  Therefore, the solution by DNS is not suitable.  In addition, only server address is necessary for MS to access information providing service, therefore complicate address solution (e.g. DNS) is not necessary.

To consider above reasons, to notify server address with C-Plane is better solution.
There are two ideas of solution as follows. 

(1) GGSN notifies a server address when MS activates.  In this case, server address is notified although MS does not need it.  


[image: image1.wmf]GGSN

 4. Activate PDP Context Accept

 (

+ Server Address

)

 3. Create PDP Context Response

 (+ 

Server Address

)

 3. Create PDP Context Request

 1. Activate PDP Context Request

SGSN

MS

 2. Security Functions


(2) GGSN notifies a server address only when ”Activate PDP Context Request” message includes the server address requirement. 
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By the method (2), GGSN notifies the server address to MS only when MS requires. This seems to be more well-regulated than the method (1).

Moreover, in consideration of backward compatibility, the method (2) is more suitable. 
3 Proposal
  NTT DoCoMo suggests supporting this feature for R99 by the method (2). 
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9
Packet Routeing and Transfer Functionality
9.2.2
Activation Procedures

9.2.2.1
PDP Context Activation Procedure

The PDP Context Activation procedure is illustrated in Figure2. Each step is explained in the following list.
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Figure 2: PDP Context Activation Procedure for GPRS
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Figure 3: PDP Context Activation Procedure for UMTS

1)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options, server address) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS may use Access Point Name to select a reference point to a certain external network and/or to select a service. Access Point Name is a logical name referring to the external packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN. Server address may be used to request server address (e.g. gateway server address) from the GGSN. Server address is sent transparently through the SGSN.
2)
For GPRS, Security functions may be executed. These procedures are defined in subclause "Security Function".

3)
For GPRS, BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context". For UMTS, RAB setup procedure is performed. 3G SGSN sends a Radio Access Bearer Setup Request to RNS. The RNS initiates Radio access bearer setup procedure.

4)
The SGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name (optional) provided by the MS and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a GGSN are described in annex A.


If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, then the SGSN rejects the PDP context activation request.


If a GGSN address can be derived, the SGSN creates a TID for the requested PDP context by combining the IMSI stored in the MM context with the NSAPI received from the MS. If the MS requests a dynamic address, then the SGSN lets a GGSN allocate the dynamic address. The SGSN may restrict the requested QoS attributes given its capabilities, the current load, and the subscribed QoS profile. [Note: TEID is studied under N2. The impact should be clarified.]

The SGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TID, MSISDN, Selection Mode, PDP Configuration Options, server address) message to the affected GGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in annex A. PDP Address shall be empty if a dynamic address is requested. The GGSN may use Access Point Name to find an external network and optionally to activate a service for this APN. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by MS or a non-subscribed APN chosen by SGSN was selected. Selection Mode is set according to annex A. The GGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, then the GGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the SGSN with Selection Mode.


The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the external PDP network, and to start charging. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then returns a Create PDP Context Response (TID, PDP Address, BB Protocol, Reordering Required, PDP Configuration Options, QoS Negotiated, Charging Id, Cause, server address) message to the SGSN. PDP Address is included if the GGSN allocated a PDP address. If the GGSN has been configured by the operator to use External PDN Address Allocation for the requested APN, then PDP Address shall be set to 0.0.0.0, indicating that the PDP address shall be negotiated by the MS with the external PDN after completion of the PDP Context Activation procedure. The GGSN shall relay, modify, and monitor these negotiations as long as the PDP context is in ACTIVE state and use the GGSN-Initiated PDP Context Modification procedure to transfer the currently-used PDP address to the SGSN and the MS. BB Protocol indicates whether TCP or UDP shall be used to transport user data on the backbone network between the SGSN and GGSN. Reordering Required indicates whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request message, or may be sent unsolicited by the GGSN. The server address parameters may be requested by the MS in the Activate PDP Context Request message. PDP Configuration Options and server address are sent transparently through the SGSN. The Create PDP Context messages are sent over the PS backbone network.


If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

5)
The SGSN inserts the NSAPI along with the GGSN address in its PDP context. If the MS has requested a dynamic address, the PDP address received from the GGSN is inserted in the PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options, server address) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS, and to start charging.

For each PDP Address a different quality of service (QoS) profile may be requested. For example, some PDP addresses may be associated with E-mail that can tolerate lengthy response times. Other applications cannot tolerate delay and demand a very high level of throughput, interactive applications being one example. These different requirements are reflected in the QoS profile. The QoS profile is defined in subclause "Quality of Service Profile". If a QoS requirement is beyond the capabilities of a PLMN, the PLMN negotiates the QoS profile as close as possible to the requested QoS profile. The MS either accepts the negotiated QoS profile, or deactivates the PDP context.

After an SGSN has successfully updated the GGSN, the PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the PDP Context Activation Procedure fails or if the SGSN returns an Activate PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same APN up to a maximum number of attempts.
(Information)
3G TS 24.008 V3.0.1
9.5.2
Activate PDP context accept

This message is sent by the network to the MS to acknowledge activation of a PDP context.

See table 9.5.2/TS 24.008.

Message type:
activate PDP context accept

Significance:

global

Direction:

network to MS

Table 9.5.2/TS 24.008: Activate PDP context Accept message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	 Transaction identifier


	 Transaction identifier

10.3.2
	M
	V
	1/2

	
	Activate PDP context accept message identity
	Message type

10.4
	M
	V
	1

	
	Negotiated LLC SAPI
	LLC service access point identifier 10.5.6.9
	M
	V
	1

	
	Negotiated QoS
	Quality of service

10.5.6.5
	M
	LV
	4

	
	Radio priority
	Radio priority

10.5.7.2
	M
	V
	1/2

	
	Spare half octet
	Spare half octet

10.5.1.8
	M
	V
	1/2

	2B
	PDP address
	Packet data protocol address

10.5.6.4
	O
	TLV
	4 - 20

	27
	Protocol configuration options
	Protocol configuration options

10.5.6.3
	O
	TLV
	3 - 253

	FFS
	Server Address


	
	O
	TLV
	4 - 20


9.5.2.1
PDP address

If the MS did not request a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the network shall include the PDP address IE in this Activate PDP context Accept message.

If the MS requested a static address in the corresponding ACTIVATE PDP CONTEXT REQUEST message, the network shall not include the PDP address IE in this Activate PDP context Accept message. 

9.5.2.2
Protocol configuration options

This IE is included in the message when the network wishes to transmit protocol configuration options for the external PDN.
9.5.2.3
Server address
This IE is included in the message when the network wishes to transmit server addresss for the external PDN.
NOTE : For PPP and OSP:IHOSS and X.121, no server address is required.
10.5.6 Session management information elements
10.5.6.10
Server address
The purpose of the server address information element is to identify an address associated with a PDP.

The servess address is IPv4 or IPv6  information element with minimum length of 8 octets and a maximum length of 20 octets.

The server  address information element is coded as shown in figure 10.5.xxx/TS 24.008 and table 10.5.yyy

/TS 24.008.


	
	8
7
6
5
4
3
2
1
	

	
	Server address IEI
	octet 1

	
	Length of Server address contents
	octet 2

	
	0
0
0
0
spare
	PDP type organisation
	octet 3

	
	PDP type number
	octet 4

	
	Port Number
	octet 5
octet 6

	
	Address information
	 octet 7
octet n


Figure 10.5.xxx/TS 24.008: Server address information element

Table 10.5.yyy/TS 24.008: Server address information element

	
Length of Server address contents (octet 2)

PDP type organisation (octet 3)
BITS

4 3 2 1

In network to MS direction :
0 0 0 0

ETSI allocated address 
0 0 0 1

IETF allocated address

All other values are reserved.
If bits 4,3,2,1 of octet 3 are coded 0 0 0 0
PDP type number value (octet 4)
All  values are reserved. 

If bits 4,3,2,1 of octet 3 are coded 0 0 0 1
PDP type number value (octet 4)
Bits
8 7 6 5 4 3 2 1 
0 0 1 0 0 0 0 1  IPv4 address
0 1 0 1 0 1 1 1  IPv6 address

All other values shall be interpreted as IPv4 address
in this version of the protocol.
If bits 4,3,2,1 of octet 3 are coded 0 0 0 1Port number value (octet 5,6)
(Reffer to RFC 1700)

If bits 4,3,2,1 of octet 3 are coded 0 0 0 0
Port number(octet 5,6)must be omitted.

Octet 3, bits 8，7, 6, and 5 are spare and shall be coded all 0.
     


If PDP type number indicates IPv4, the Address information in octet 7 to octet 10 contains the IPv4 address. Bit 8 of octet 7 represents the most significant bit of the IP address and bit 1 of octet 10 the least significant bit .
If PDP type number indicates IPv6, the Address information in octet 7 to octet 22 contains the IPv6 address. Bit 8 of octet 7 represents the most significant bit of the IP address and bit 1 of octet 22 the least significant bit.
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