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At the August 98 meeting of SMG12 (Nice) the service requirements for Universal LSA ids (then called ‘private LSA ids’) were agreed. These requirements were reflected in the Stage 2 of SoLSA.

It was also agreed, at that meeting that a LS should be sent to the MoU asking them to consider taking on the role of ‘assigning authority’ for the Universal LSA ids. Unfortunately this LS seems to have gone missing and it is not clear whether it was ever received by the MoU.

As Universal LSA ids will be unusable without an Assigning Authority prepared to own and manage them a new LS (attached) has been drafted for approval and submission to a relevant MoU group. 
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As part of the Support for Localised Service Areas (SoLSA) work item, SMG12 have identified service requirements for corporate customers. Service requirements include the following:

· The ability for an employee’s MS to select and stay on corporate dedicated cells in preference to public network cells.

· The ability to restrict access to corporate dedicated cells. E.g. to only allow access to employees.

It is envisaged that preferential service and tariff packages will be offered, e.g. cheaper tariff for calls made within the coverage of the corporate dedicated cell.

It is likely that most corporate customers, particularly large corporations with sites world-wide, will want these service capabilities to apply for int’l roamers as well. I.e. if in the future a company has dedicated cells at each of it’s sites, it would seem reasonable to assume that a visiting employee would expect to have access to these dedicated cells to make his business calls rather than make all his calls via the public network. 

In order to achieve this all corporate sites will need to broadcast the same LSA identity, such that any employee’s MS can recognise it, at any corporate location world-wide. SMG12 have identified the need for such a unique number or code which can be assigned to a specific corporate customer for use world-wide. 

SMG12 have also identified the need for a suitable body to act as the assigning authority for such identities, and would like to ask the MoU if they would consider taking on this role. 

Further information on the service requirements for ‘Universal LSA identities’ is attached in the SMG12 Tdoc 98S611. The structure of the LSA identity is as specified in the SoLSA Stage 2 document (03.73).


























































