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Introduction

In order to get a sold foundation for the TS, the Technical Report TR 23.867 “Internet Protocol (IP) based IP Multimedia Subsystem (IMS) emergency sessions” provides a good starting point.  This contribution proposes text for the architectural principles chapter of the TS.  The text is based upon 4.1, 4.2 and 4.6 of the TR.

The mark-ups shown in the text are changes against the text in the TR – this contribution proposes that the clean version of these changes are included in the TS.  The text that is unchanged is directly from the text in the TR.

4
High level Principles

4.1
Architectural Principles


The solution for emergency sessions in the IMS fulfils the following architectural requirements:

1.
A CS capable UE shall use the CS domain for emergency services, if it is not explicitly guided by the network operator to use the PS domain.

2.
Emergency services are independent from the IP-CAN with respect to the detection and routing of emergency sessions. The emergency services shall be possible over at least a cellular access network, a fixed broadband access I-WLAN access and a nomadic access.

3.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling shall be supported.
4.
Emergency sessions should be prioritized over non-emergency sessions by the system.

5.
The establishment of IMS emergency sessions shall be possible for users with a barred public user identity.

6.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialled number) by itself and indicates the emergency session to the network. The cases where the UE can’t detect an emergency session shall also be supported.

7.
The solution shall work in case the UE has sufficient credentials to authenticate with the IMS and is registered to the IMS or is not registered with the IMS.  The case where the UE does not have sufficient credentials to authenticate with the IMS shall also be supported where regulations allow..  In the case that a UE is registered, it shall, in addition, perform a registration for the support of emergency services.  If the UE does not have sufficient credentials to authenticate with the IMS it shall be possible to perform session establishment without an existing security association between UE and P-CSCF.

8.
It shall be possible to reject emergency service requests from an UE, without sufficient credentials to authenticate with the IMS. in networks where emergency services from UEs with sufficient credentials to authenticate with the IMS are required.
9.
Emergency Service is not a subscription service and therefore will mainly be supported in the roamed to network.  In the case that a UE has sufficient credentials, it shall initiate a registration with the network (requiring the involvement of the home network)  The CSCFs providing service for emergency sessions may be different from the CSCFs involved in the other IMS services.  In the case that the registration fails, the UE may attempt an anonymous emergency call.
10.
If an emergency session establishment request is routed to a P-CSCF located in the home network, the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). 

11.
Emergency centers and PSAPs may be connected to the PSTN, CS domain, PS domain or any other packet network.

12.
Emergency centres and PSAPs shall be able to call back the user for an emergency session from a UE that has registered (i.e. containing valid credentials).



13.
The IMS core network shall be able to transport information on the location of the subscriber.
14.
The support of emergency calls on media other than voice shall be possible.
In addition to the architectural requirements, the following architectural principles apply to IMS emergency sessions:
· The IMS network shall be able to discriminate between emergency sessions and other sessions. This shall allow special treatment (e.g. with respect to filtering, higher priority, routing, QoS) of emergency sessions.
· If a visited network can support PS emergency service, the emergency session shall be established in the visited network whether or not UE is registered in IMS in the home network.
· The P-CSCF in the visited or home network is the IMS network entity, which always detects an emergency session. 

· The P-CSCF in the visited network should route the corresponding request to an E-CSCF in the visited network, which is able to handle emergency sessions. A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network). The P-CSCF checks whether an anonymous emergency session request, e.g. in the UICC-less case, is allowed. If such a request is allowed, no security association between UE and P-CSCF is established and the request is forwarded to an appropriate E-CSCF.

· The E-CSCF shall route the emergency request directly to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request. If the request is destined for a BGCF, the E-CSCF shall translate the received SIP-URI or Tel-URL based on location information and additionally other information such as type of emergency service into a number, which is routable in the PSTN or CS domain. This routable number is forwarded to the BGCF and should have the same format as used for CS emergency calls. If required by regulations, determination of the emergency centre or PSAP may also be based on location information provided by the network (e.g., Location Services).
In the case of a GPRS network, a UE is considered to have sufficient credentials to authenticate with the IMS network if the UE has a valid and active UICC card.
4.2
Naming and Addressing

Editor’s Note: Using the requirements documented in TR 23.867, section 4.2 as a baseline.

4.3 Location information for Emergency Session

Editor’s Note: Using the requirements documented in TR 23.867, section 4.6 as a baseline.

4.3.1 General Location Information Principles
If the UE has some location information, then the UE shall include the location information in the request to establish an emergency session.  The network may query the IP-CAN to obtain further location information or to validate the location information provided by the UE.
The E-CSCF routes the emergency request to the PSAP/Emergency Centre that corresponds to the current location of the UE. The access dependent variations of this approach are described below, for the cases where the UE is using GPRS, I-WLAN or fixed broadband access for the emergency service.

The IMS forwards the SIP request containing the UE’s location information to the PSAP/Emergency Centre. 
4.3.2 Location handling for PS domain
Editors Note:  For Further Study

4.3.3 Emergency location information for I-WLAN and fixed broadband access

Editors Note:  For Further Study
4.4 IP-CAN

The following are the expectations on the IP-CAN for IMS emergency services:

· It shall be possible to access the IP-CAN without sufficient security credentials.
· It shall be possible to reject requests from UE without sufficient security credentials to establish bearer resources

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, It shall be possible for the IP-CAN to prioritise emergency services traffic.

· In the case that the IP-CAN receives a request to establish bearer resources for emergency services, the IP-CAN shall ensure that the IP flows using the requested resources are only for communication with the network entities involved in the support of the emergency services. 
· The IP-CAN may provide emergency numbers to the UE in order to ensure that local emergency numbers are known to the UE Ref [22.101].
If the IP-CAN is a GPRS network, the requirements on the IP-CAN imply the following:

· It shall be possible to access the PS domain without a UICC

· It shall be possible to reject requests of a UE without a UICC to establish bearer resources

· A globally dedicated emergency APN shall be used to support emergency services.  The globally dedicated APN may be configured in the SGSN and GGSN.  The GGSN may use filter rules applicable to the globally dedicated emergency APN to ensure that only certain IP addresses (e.g. IP addresses of the emergency P-CSCF) can be reached.
· The PS domain may support the download of emergency numbers to the UE via the procedures defined in TS 24.008.
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