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1. Introduction
For the future communications, it is foreseen that the IP will be the dominant and prevalent transport layer to be used, both for voice and data.  The 3GPP IMS addresses the IP evolution at the core network, and the 3GPP WLAN interworking work item shows an example of adopting IP based access network in 3GPP network. 

With this in mind, it is simpler and more intuitive to distinguish the access networks and the core networks according to their ability to support IP. 

Access Network
· Legacy, non-IP based access network: This access network does not provide the IP access as a transport layer.  The interface the access network provides is specific to the access technology and closed to other access technologies.  The GERAN and UTRAN are categorized as non-IP based access network. If any future access network uses non-IP based transport mechanism, that access network would fall into this category. IP communication is typically occurs at application layer for end to end communication between a data application and a network host or server (e.g. GPRS, HSDPA).
· Generic IP based access network (IP-CAN): This access network uses the IP as native transport mechanism.  The physical and MAC layer can be different from one access network to another but all commonly provide the IP transport.  I-WLAN, Wi-Max, and FLASH-OFDM are few examples of the IP based access network.  Any future access network that provides native IP transport would fall into this category.  It is our assumption that the 3GPP Evolved RAN would be based on native IP, so the evolved RAN also falls into this generic IP based access network category.

Core Network
· Legacy core network: This core network does use the IP as a transport layer, but uses other protocols for communication between the nodes on top of IP.  The application layer IP comes on top of these specific protocols, resulting two IP layers – one for transport and one for application.  The 2G/3G GPRS core network is an example of the legacy core network.  It uses GTP between transport and application IP layers for traffic control between SGSN and GGSN.

· IP based core network: This core network uses native IP for the transport layer and the applications run on top of the IP layer. Any communications internal and external to this core network are based on IP.  The core network node for I-WLAN (e.g. TTG and/or PDG) is an example of the IP based core network.  It is assumed that evolved packet core will be based on the native IP and falls into this category.

Having identified the characteristics of the access and core networks based on the IP support, the SAE architecture should provide the most efficient means to let these heterogeneous networks interwork seamlessly.  We believe that it is best to re-use the legacy network nodes (both access and core networks) as much as possible without changes while providing the mechanism to make these legacy networks interwork with IP-based networks.  This is based on the reasoning that the networks will evolve toward the IP based network, and it is not a good approach to invest on the legacy nodes.  Rather, it is more reasonable to invest in the new, evolved nodes to provide the interworking capabilities.  
The paper proposes a SAE architecture that provides the seamless interworking capability and the mobility between non-IP and IP based networks.  This architecture is different from any of the architecture alternatives shown in the TR 23.882.  
2. Proposed SAE Architecture 
Figure 1 shows the proposed architecture for SAE to provide the seamless interworking, including seamless mobility, among heterogeneous networks.

[image: image1.emf]IP-CAN

GERAN/

UTRAN

Evolved RAN

WLAN

2G/3G Packet core

Evolved Packet core

SGSN GGSN

ASGW

Internet

Operator

IP service

Gb/Iu

R1

Wp+

PCRF

Gx+

Gn+

HSS

Gr

Gi

Gi

Gi+

Gi+

AAA

Gn+


Figure 1 Proposed SAE architecture
As described in the introduction section, four categories are identified in the suggested architecture, i.e. legacy access network, IP-based access network, legacy core network, and evolved, IP-based core network.  The ASGW in the evolved packet core is the main node to provide the seamless interworking between these heterogeneous networks.  The ASGW provides the following functionalities;
· Interface to 2G/3G packet core networks—The AGWS provides the interface to the 2G/3G packet core networks using the legacy interface, i.e. Gn.  The architecture shows Gn+ to accommodate the possibilities of using a subset or a superset of Gn interface for evolved packet core. However, no such requirements are identified at this stage, therefore Gn interface is considered enough to provide the interworking between 2G/3G packet core and evolved packet core.  The ASGW provides the Gn interface both to SGSN and GGSN.  When a user is connected through GERAN or UTRAN, the SGSN will send the connection request to AGWS and AGWS proxies the request to GGSN.  By virtue of the GPRS capability to separate the user and control plane traffic, the user plane traffic can be routed from SGSN to GGSN directly, without intervention of ASGW, while ASGW keeps the control of the user session.  It also has the knowledge of the user IP address so the application layer IP address is kept constant, making the inter-access network mobility transparent to the applications.  This mechanism is transparent to the user and there are no changes required to the 2G/3G packet core nodes.  
· Interface to IP-based access networks—The ASGW acts as an IP gateway towards the IP-based access networks.  It provides the security and mobility to the IP-based user session.  For the IWLAN, it provides TTG/PDG functionalities and terminates the IPSec connection.  The Wp interface is provided toward the WLAN access network for this purpose.  For evolved RAN, it provides the R1 interface (which is assumed to be based on IP) and supports any requirements mandated by the evolved RAN. Since the ASGW is the anchor point for all the control traffic, ASGW can decide which route is to be used for user traffic, i.e. through GGSN or directly from ASGW using Gi+ interface.
3. Mobility support using the suggested architecture

The proposed architecture supports mobility across all combinations of access and core networks. This section explains mechanism for mobility support through important scenarios..  
3.1 Legacy GPRS to WLAN handover

This scenario covers the mobility need of a user with legacy GPRS and WLAN subscription and with an UE with  the capability to support both GPRS and WLAN.  The handset complies with required specification for 3GPP-WLAN interworking.  Figure 2 shows the overview call flow of the handover.  Note that all the detailed message flows are not shown here for brevity.

[image: image2.emf]2G/3G SGSN ASGW

AAA/

PCRF

HSS

1

2

3

4

5

6

7

9

10

8

GGSN

Create_PDP_context

Create_PDP_Context

Activate_PDP_Context

Request 

Activate_PDP_Context

Accept (IP addr)

GTP leg 1

(SGSN-ASGW)

GTP leg 2

(ASGW-GGSN)

Update_PDP_Context

IKE_SA_INIT

(SA, KE, Nonce)

EAP-SIM authentication inside IKEv2

3GPP WLAN IPsec tunnel

GTP  leg

(ASGW-GGSN)

WLAN 

association


Figure 2 Legacy GPRS to WLAN handover

1. The user is in GPRS coverage and requests the PDN or Operator IP service by sending ‘Activate PGP context request’ to SGSN.
2. The ASGW is resolved as a GGSN, and the SGSN creates the PDP context toward the ASGW.

3. ASGW resolves the GGSN address through which the service is to be provided and proxies the create_PDP_context request/response to and from the GGSN.  The ASGW acts as a SGSN here.  
4. The SGSN sends the response to the client with the assigned IP address.

5. There are two GTP legs – one between SGSN and ASGW and the other between ASGW and GGSN.  Note that the optimization can be achieved using the user and control plane separation, already defined in GPRS specification.
6. User is associated with WLAN.

7. The 3GPP-WLAN tunnel setup procedure starts by exchanging IKE_SA_INIT.  The ASGW is acting as TTG specified in TS 23.234, and is able to terminate the IKE and IPsec exchanges.
8. To authenticate and authorize the tunnel, the EAP-SIM procedure is performed inside the IKEv2.  The EAP-SIM authentication involves the client, ASGW, AAA server, and HSS.  Note that the ASGW can assign the same IP address that was used for GPRS session to the WLAN session.  This is possible since the ASGW has the knowledge of the user session through GPRS.

9. When the authentication is successful, the ASGW can now switch the access network from the GPRS to WLAN.  Since there is already a GTP leg between the ASGW and GGSN to carry the traffic, there is no need for the ASGW to perform any further procedures toward the GGSN.  However, for accounting purposes (to let the GGSN know that the access network has been changed from GPRS to WLAN), the ASGW may optionally send the Update_PDP_context to the GGSN.  Only the RAT (Radio Access Type) needs to be updated.  
10. Now the traffic is switched by the ASGW from GPRS to the WLAN.  The IPsec tunnel has been established between the client and the ASGW, and one GTP tunnel is used between the ASGW and the GGSN.

3.2 WLAN to legacy GPRS handover

This scenario also covers the case of the legacy GPRS subscriber with the WLAN subscription.  Figure 3 shows the scenario to support the mobility from WLAN to the legacy GPRS.  This call flow is almost identical to the one described in section 3.1, except the order is reversed.
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Figure 3 WLAN to legacy GPRS handover
1. The user does not have any GPRS connection yet, and is associated with the WLAN. 
2. The client requests the 3GPP-WLAN tunnel setup to ASGW.  ASGW is acting as TTG here and terminates the IKE exchanges.

3. The EAP-SIM authentication occurs inside IKEv2 to authenticate the user. The EAP-SIM authentication involves the client, ASGW, AAA server, and the HSS.

4. The service authorization occurs. The ASGW may consult AAA server or HSS for user subscription profile.

5. Since the user is a 2G/3G GPRS subscriber, and if the policy is to route all the legacy GPRS user traffic through the 2G/3G packet core, ASGW knows that the traffic should be routed to the GGSN.  The ASGW creates the PDP context toward GGSN.
6. The IPsec tunnel is established between the client and the ASGW, and the PDP context is established between ASGW and GGSN.

7. The user is attached to a GPRS and decides to handover to GPRS.

8. The client requests the PDP context activation to the SGSN it is registered.

9. The SGSN sends the create_PDP_context request message to the ASGW after GGSN resolution.

10. Since the ASGW already has the user session information, it only needs to switch the traffic route from WLAN to GPRS. The GTP path between ASGW and the GGSN remains unchanged.  However, for accounting purposes, the ASGW may optionally send the ‘Update_PDP_context request’ to the GGSN to indicate to the GGSN that the access network has been changed.  
11. SGSN sends the response to the client.

12. There established two GTP legs – one between SGSN and ASGW and the other between ASGW and GGSN. Note that the optimization can be achieved using the user and control plane separation, already defined in GPRS specification.
3.3 Evolved RAN subscriber 

The operators can choose how to route the traffic of both legacy GPRS subscriber and the evolved RAN subscriber from ASGW.  It was assumed that the traffic is routed to the GGSN in case of legacy GPRS subscribers in the previous sections, but the traffic can be routed directly to the PDN or the Operator IP services from ASGW.  The choice depends on the operator’s network migration path and policy.
This section describes the example case where the user is an evolved RAN subscriber and all the traffic is routed directly from ASGW..  Figure 4 shows the example call flow of an evolved RAN subscriber, moving from GPRS AN to evolved RAN and then to WLAN.  Note that the ASGW works as an anchor point for any access networks, and provides the seamless mobility between the heterogeneous networks.  
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Figure 4 Call flow for evolved RAN subscriber

1. When the user is in GPRS coverage, it attempts to have a user session by activating the PDP context. The client sends the ‘activate_PDP_context request’ to the registered SGSN.

2. The SGSN resolves the ASGW address as a GGSN and creates PDP context towards ASGW.

3. The SGSN sends the response to the client.

4. The GPRS connection is setup between the client and the SGSN, and the GTP tunnel is setup between the SGSN and ASGW.  This is standard GPRS procedure.  The ASGW routes the traffic over IP through Gi+ interface (as GGSN does).

5. When the user moves into evolved RAN area, the evolved RAN attach may happen.

6. The client sends the evolved connection request to the ASGW over IP.  

7. Since the ASGW already has all the user session information, it can simply switches over the traffic from the GPRS to evolved RAN for handover.

8. The ASGW sends the connection response to the client.

9. The client sends the traffic through the evolved RAN connection toward ASGW.  ASGW sends the traffic to the PDN and/or Operator IP services over IP.

10. When the user enters into the WLAN area, the client is associated with WLAN.

11. The client initiates the 3GPP-WLAN tunnel setup procedure with IKE_SA_INIT message exchange with the ASGW, acting as PDG.

12. EAP-SIM authentication happens inside the IKEv2 for authentication and authorization of the tunnel setup request.

13. The IPsec tunnel is setup between the client and the ASGW, and the traffic is routed from ASGW to the PDN and/or Operator IP services over IP.

3.4 Intra access network mobility
From user experience standpoint seamless intra-access network mobility is equllay important.   Two types of intra-access network are considered.
· Intra legacy access network mobility—The intra GERAN/UTRAN mobility is supported by standard 3GPP procedures.  The RNS area, location area, routing area update procedures are already defined in 3GPP specifications and the mobility would be achieved by these procedures.

· Intra WLAN mobility—The intra WLAN mobility refers to a case where a user moves from one subnet to another subnet, resulting in the change of outer IP address of IPSec.  The IETF’s MOBIKE WG is working to define the protocol to update the IKE and IPSec SA addresses when these addresses change.  The protocol is called MOBIKE and the final protocol document is pending agreement.  The MOBIKE uses the IKE control messages to update the IKE/IPsec SA.  Using MOBIKE, the peers can keep the IPsec even with the outer IP address changes.  The intra WLAN mobility can be achieved using the MOBIKE. 

· Intra evolved RAN mobility—The intra evolved RAN mobility cannot be completely discussed at this point, since more detailed protocol has not been defined.  However, if the evolved RAN is based on the native IP and we if assume the IPSec is used for access network security, the same MOBIKE mechanism can be used to provide intra evolved RAN mobility

· Intra IP access network mobility—For any IP based access network that incorporates IPsec, the MOBIKE can be used to support the intra IP access network mobility.  The ASGW is the IPsec end point, and the mobility can be supported by updating the IKE and IPsec SA addresses at the ASGW and the client.  If the evolved RAN incorporates the IPsec, the mobility between the evolved RAN and the WLAN can even be supported by the MOBIKE, without any further complexities.  
Conclusions and Proposal

This architecture proposed in this paper facilitates interworking across legacy and IP based networks and also supports seamless mobility across heterogeneous access networks by designating the ASGW as the anchor point without requiring any change in already existing nodes.  The ASGW has the functionalities of GGSN, TTG, and PDG (and further functionalities to support the evolved RAN) and acts as an anchor point for any access networks.  It provides the Gn interface toward the 2G/3G GPRS packet core to support the legacy users, and provides the Wp interface to support the WLAN users.  The evolved RAN can be considered as another IP based access networks, and the ASGW provides the R1 interface to support the evolved RAN.  
As a conclusion, it is proposed that the suggested SAE architecture and its descriptions are reflected in the B.1 alternative of TR 23.882.
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