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Introduction

The detailed proposal below seeks to consolidate and generalize some of the Mobility Event Package related statements that are scattered throughout the document.  
This contribution builds upon version 1.5.0 of TR 23.806.  Modifications appear in change marks.  The different modified sections are separated by <start> and <end>.
Detailed proposal

<start>
3.3
Abbreviations
Note to the editor:
make sure MEP is not added to the abbreviations when all is said and done
<end>

<start>

6.2.2
Domain selection for terminating call
6.2.2.1
Description of Network Domain Selection (NeDS) Functionality

NeDS function is the control point for selecting which domain to use for terminating a call.
Normally it may be expected that a CS terminating call will terminate on the CS side of a multi-mode terminal, and an IMS terminating call will terminate on the IMS side of a multi-mode terminal, there are situations where the selection of the other domain is appropriate (e.g. in the case of a CS terminating call when the terminal is not CS-attached, but is IMS registered). In addition to technical considerations, user preferences and service availability considerations may need to be considered and are implemented in the NeDS function.

The decision of the domain in which to terminate the call could be generalised as the "Terminating network domain selection" (Terminating NeDS).functionality. Note that NDS implies Network Domain Security, so NeDS has been suggested as an alternative abbreviation.

Below are some of the factors which could influence the Terminating Network Domain Selection.

-
Registration status (CS attached; IMS registered (for multimedia telephony), or both);

-
IPCAN capabilities (in case of IMS registered);

· Service/subscription/operator preferences.

Domain selection shall be in accordance to TS 23.221, clause 7.2.  In order to generalise the discussion and understand the requirements the following is a general approach to the problem.
The Network Domain Selection (NeDS) function can be characterised as follows:

-
The NeDS function is aware of whether the terminal is registered on IMS from a device that is Multimedia telephony (with IMS voice) capable, and on an access that is capable to support IMS voice;

· The NeDS function is aware of whether the terminal is attached to the CS domain.

· The NeDS function is aware of or can obtain the ongoing voice call in the IMS and the CS domain.
The NeDS function controls the decision as to the appropriate terminating domain, taking into account the operator, user and service preferences.

Editor Note: the splitting of the NeDS from the CCCF may be reconsidered, when the TR conclusion on a solution is reached.
<end>

<start>

6.2a.1
Registration

6.2a.1.1
CS Domain Registration
The normal location update procedure (ref TS 24.008) is used by the UE to register to the CS Domain. 
6.2a.1.2
IMS Domain Registration

The normal IMS registration procedure applies. In addition, registration with the CCCF/NeDS follows the same procedure as defined in TS 23.228 for Application Server (AS). Namely, the filter criteria contain a condition that a 3rd party registration should be performed via the ISC interface.


IMS registration may be done independently of the UE’s CS state.














6.2a.1a
VCC Information Exchange
Prior to handover, the following information may be exchanged between CCCF/NeDS and UE as part of CCCF/NeDS service. 

· Collect certain network related information from the UE: this includes UE’s IMS and CS status (i.e. CS detach, CS attached-idle, and CS attached-active), the networks detected, the network link (e.g.,  link type, link parameters) and other network  information  (e.g., network name, network capabilities available)

· Depending upon the home operator policy, UE shall be able to query certain network parameters/capabilities  from the serving CCCF/NeDS (e.g. operator policy)
· UE may communicate user’s preference on a set of  target links for handover
When IMS connectivity is not available, a CS-domain signalling protocol (e.g., USSD) may be used. When IMS is available an IMS signalling message is used.
Note:
Mechanism/protocols for information exchange needs to taken into account the possibility that there could be multiple IMS devices registered to IMS using the same IMPU (IP multimedia Public User Identity). However, some of the devices may not be VCC capable. The CCCF/NeDS will need to be able to distinguish the VCC device.

6.2a.1a.1
ODC: Information Needed
In order to perform VCC procedures between CS and IMS the following data must be exchanged in addition to the data in Section 6.2a.1a.1:

· The radio channel description/target cell id.
6.2a.1a.2
ICM: Information Needed
Prior to call setup, the following information may be exchanged between CCCF/NeDS and UE as part of CCCF/NeDS service. 

· The CCCF PSI.
· Availability of CAMEL as an example of a network capability
· A handover initiation request as determined by operator policy
· The information needed to route the call if CAMEL is not available (e.g. the original called party number and call reference)
· Information for support of supplementary services
<end>

<start>

6.2a.2
Origination

6.2a.2.1
UE Origination from IMS Domain

This origination procedure applies to a user who is originating a voice session via their home IMS.

The CCCF/NeDS aspects of this procedure also apply when a user connects to their home IMS network via a 3GPP Visited Network. 


[image: image2]
Figure 6.2a.2.1-1: UE Origination from Home IMS

Procedure Mobile Origination from home IMS is as follows:

1.
UE previously registered on IMS.  The UE’s HSS profile includes CCCF/NeDS service.  As part of CCCF/NeDS service, the UE and CCCF/NeDS subscribe to each other’s VCC information.

2.
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the P-CSCF discovery mechanism.  The initial SDP may represent one or more media for a multi-media session. 

3.
P-CSCF generates and stores an Authorization-Token.  The P-CSCF remembers (from the registration procedure) the next hop CSCF for this UE.  In this case it forwards the INVITE to the S-CSCF in the home network.

4.
S-CSCF validates the service profile, and invokes any appropriate service logic required for this user. This includes authorization of the requested SDP based on the user's subscription for multi-media services.

5.
S-CSCF forwards the request to the CCCF/NeDS according to the service origination logic defined by initial filter criteria in the UE profile.

6.
CCCF/NeDS notes the call event, "record-routes" to stay in the signalling path and then forwards the request to the S-CSCF for termination handling.

7.
S-CSCF forwards the request, as specified by the S-S “Serving to Serving” procedures as defined in ref: TS 23.228.

8-24.
Standard IMS call progress as defined in ref: TS 23.228.

6.2a.2.2
UE Origination from CS Domain – Original Domain Control Model

There is no impact in the CS domain for the UE to originate a CS based voice call for the Original Domain Control.


<end>

<start>
6.2a.2.3.4
CS Origination static anchoring; call walk-through

Figure 6.2a.2.3-3 describes how signalling and bearer paths are established for originations from CS-IMS users at Visited MSCs in the areas of overlapping coverage or border between the CS and PS domains. The solution assumes CS anchoring decision criteria logic at the UE and uses IMS signalling to invoke a CS Origination static anchoring service at CCCF.  As part of CCCF/NeDS service prior subscription to VCC information exchange was performed.
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Figure 6.2a.2.3-3: CS Origination Anchored walk-through

1.
The user originates a call to a DN associated with CCCF PSI communicating the call reference of the call being established. The call reference uniquely identifies the user’s session at the UE and at CCCF. The configuration of call reference in the UE and CCCF is modelled on configuration and management of DTAP CC Transaction ID in the UE and the network respectively. The call reference can be communicated in called party address as digits appended to the CCCF PSI or in called party sub address.

2.
Upon receipt of Call Proceeding from the MSC, the UE initiates an IMS signalling message toward the CCCF, requesting a CS origination static anchoring service at the CCCF. The called party number, the called party sub address and any other information required to complete the call toward the called party is sent in a IMS signalling message. 

3.
Upon establishment of radio resources for the originating leg, the VMSC completes the call leg towards CCCF via the MGCF in subscriber’s IMS network. 

Note that radio resource allocation for the originating leg in step 3 takes place in parallel to the exchange of the IMS signalling message between the UE and CCCF in step 2.

4.
The MGCF initiates an INVITE by setting the Request-URI to Tel URI format using the CCCF PSI received in called party number in incoming IAM and sends it to the I-CSCF. 

5.
I-CSCF forwards the INVITE directly to an AS hosting the CCCF-PSI according to the standard procedure of “PSIs on the terminating side” described in TS 23.228. 

6.
CCCF terminates the incoming leg addressed to CCCF PSI and invokes a Routing B2BUA function to originate a session to the original called party destination on behalf of the user. CCCF retrieves the S-CSCF address from the HSS over the Sh interface to route the originating session to the original called destination. 
An ENUM dip for original called party number to SIP URI translations is required at the S-CSCF for routing to the original called destination. An IMS termination is assumed for this call walk-through. The BGCF and MGCF functions are involved in setting up of the terminating leg when terminating to the PSTN or CS Domain. CCCF maintains session states for the originating and terminating legs of the call via a third party call control (3pcc) function in order to control bearer upon Handover requests from the UE.

<end>
<start>

6.3.6.1
General 

VCC is a service in a CS-IMS user’s home IMS network that anchors user’s active CS calls and IMS sessions to enable active mode roaming across CS Domain and IM Subsystem.

Note:
This is a change from 3GPP Handover procedures defined for active mode roaming within GSM/UMTS CS, wherein, calls are anchored at the system used for initial call setup, with the Handover Target node relaying the Call Control messages between the Anchor node and the UE post Handover. Although SIP extensions can be suggested for encapsulation of 24.008 call control protocols in SIP for VCC transitions from GSM/UMTS CS to IMS over I-WLAN, significant changes to GSM/UMTS CS protocols are required for SIP encapsulation in BSSAP for VCC transitions from IMS to GSM CS, and SIP encapsulation in RANAP for VCC transitions from IMS to UMTS CS; it is therefore not feasible to maintain the same anchor control model with active mode roaming across CS and IMS.
CCCF provides functions for CS-IMS Voice Call Continuity. All VCC transitions (i.e. initial and subsequent) associated with a particular user session are executed and controlled by CCCF.

Since VCC transitions are executed across CS Domain and IM Subsystem with different call control protocols, 24.008 call control protocol is used in CS Domain whereas SIP is used in IMS for call control procedures; the VCC procedure is executed at the call control level. The call control Protocol State Machine is released in the handing-out domain and re-established in the handing-in domain. 

CCCF provides cohesive billing with a complete VCC transition history for the duration of a voice session. Details of accounting and charging implications are for further study, however, it should be noted that the call/session established to enable VCC transitions are captured as call continuity legs of the call/session being transferred and therefore do not impact the direction initially used to establish the call/session for the purpose of charging.

CCCF is globally routable using Public Service Identities, a service DN is used for routing within CS Domain and PSTN networks and a SIP URI is used for routing within IMS network. CCCF PSI associated with a CS-IMS user is dynamically assigned and communicated to the UE upon registration with IMS.

Simultaneous CS Domain and IM Subsystem registration is not required at the time of CS call or IMS session establishment; the user is required only to be registered in the domain from which it is currently receiving services. Simultaneous registration is required for initiation of the CS-IMS VCC procedures.

6.3.6.1
.1
Procedures for CS to IMS Voice Call Continuity

Figure 6.3.6.1-1 describes how signalling and bearer paths are established for execution of CS to IMS VCC procedures if CAMEL is not available. IMS termination is assumed in this walk-through, whereas an MGCF function is involved in the control path for the termination in case of CS terminations.


[image: image4]
Figure 6.3.6.1-1: CS to IMS Voice Call Continuity walk-through
Prior to handover, the UE initiates Registration with IMS and exchanges VCC information. 
1. The UE subsequently sends an INVITE including original session information to CCCF using CCCF PSI as a VCC indication requesting it to perform a VCC transition of the active CS call to IM Subsystem.
2. User’s S-CSCF routes the INVITE to CCCF application server assigned to the user upon execution of filter criteria.

3. CCCF performs the transfer of the user’s CS leg to IMS by using SIP Session Transfer procedures. It is an implementation option as to how the SIP Session Transfer is executed. Use of an UPDATE consisting of the SDP of the IMS leg is illustrated here; however, other options such as a ReINVITE can also be used to implement Session Transfer. Minor bearer path interruption, estimated to be about 100-200 milliseconds, is expected due to the switchover. 
4. The CS bearer and signalling legs are released upon successful execution of SIP Transfer. 

Note:
CCCF initiates the release of signalling and bearer in the handing-out domain as release from the UE cannot always be guaranteed due to possibility of loss of coverage in the handing-out domain during the VCC procedure. The UE may also initiate the release of the bearer and signalling in the handing-out domain, in which case, CCCF processes the release appropriately.
6.3.6.1.2
Subsequent VCC Transition Back to CS

Figure 6.3.6.2-1 describes how signalling and bearer paths are established for execution of subsequent VCC transition to CS Domain if CAMEL is not available.


[image: image5]
Figure 6.3.6.2-1: Subsequent VCC transition to CS walk-through
The UE registers with the Visited MSC and VCC Information may be exchanged. 
5. The UE subsequently initiates a CS call to CCCF using CCCF PSI requesting it to perform VCC transition of the active CS call to CS Domain. The CS call is routed via the MGCF and I/S-CSCF to CCCF application server.

Note:
The MGCF generates ACM on receipt of 200 OK for ETSI interworking.
6. CCCF performs the transfer of the user’s IMS leg to the CS Domain by using SIP Session Transfer procedures as described in the CS to IMS Voice Call Continuity walk-through. 

7. The IMS bearer and signalling legs are released upon successful execution of SIP Transfer. 

<end>

<start>
6.3.7.1
Voice Call Continuity for Multi-Session calls

CCCF uses VCC information exchange to communicate with the UE, session specific information that is required to perform VCC of a CS-IMS user when the user is involved in multiple sessions. 

All CS calls and IMS sessions for a CS-IMS user are anchored at CCCF via 3pcc Routing B2BUA function using static anchoring techniques discussed in Sections 6.2a. Upon successful allocation of a B2BUA function for a particular user session, CCCF assigns it a unique identifier along with and a SIP URI that is used to uniquely identify the session when requesting its VCC to IMS or a unique CS VCC ID that can be used to uniquely identify the session when requesting its VCC to CS. The VCC information exchange is used to communicate this information to the UE upon session anchoring. 

In the event that the CS IMS user is not registered with IMS when making a CS call, the session identifiers cannot be communicated to the UE upon CS call anchoring at CCCF. Connected party address is used to enable VCC for such calls. It should be noted that CLIP Override and COLP override subscription is required to ensure that the connected party address is available at the UE to enable VCC in these conditions.

The fundamental principle of transferring the call control protocol state machine from the source (“handing-out”) domain to the target (“handing-in”) domain discussed for single sessions Section 6.3.6 is applied to transfer multiple session between CS and IMS to provide Voice Continuity across CS and IMS with multiple sessions.
6.3.7.1.1 Anchoring of IMS Held and Active sessions at CCCF

Figures 6.3.7.1-1 and 6.3.7.1-2 below provides a walkthrough of a scenario in which CS IMS originates an IMS session to the other end A, holds the session toward other end A, and originates a session toward the other end B.


[image: image6]
Figure 6.3.7.1-1: IMS session toward other end – A


[image: image7]
Figure 6.3.7.1-2: Hold A and originate an IMS session toward other end - B

1.
As part of CCCF/NeDS service UE and CCCF/NeDS subscribe to each other for the VCC information. The UE subsequently initiates an IMS session.

2.
Upon successful execution of a Routing B2BUA function for IMS session to the other end A at CCCF, CCCF assigns a unique call reference identifier to the session for identification of the session between the UE and CCCF in subsequent dialogues. It also assigns a unique identifier which can be used for VCC of this session to CS Domain. The CS VCC identifier can be created by either assigning a unique routing number for the session or assigning a string of digits that can be appended to CCCF DN when requesting VCC, the latter is recommended due to the operational overhead associated with assignment of unique routing numbers for each active session. These new identifiers are communicated to the UE using VCC information exchange.

3.
The user puts session toward the other end A on hold and originates a new session towards the other end B. 

4.
Upon successful execution of a Routing B2BUA function for IMS session to the other end B at CCCF, CCCF assigns a unique call reference identifier to the session for identification of the session between the UE and CCCF in subsequent dialogue. It also assigns a unique identifier which can be used for VCC of this session to CS Domain.  These new identifiers are communicated to the UE using a VCC information exchange.

6.3.7.1.2
IMS to CS VCC of IMS Held and Active sessions

Figure 6.3.7.1-3 below provides a walkthrough of VCC of IMS Held and Active sessions established as described in previous section.



















































































































[image: image8]
Figure 6.3.7.1-3: VCC of IMS Held and Active sessions

1.
Upon detection of border conditions, the UE updates CCCF with the current session state information to be used during the VCC procedure. Session Hold, Active states are passed to CCCF using a VCC information exchange. The UE uses the session call reference identifiers exchanged during anchoring of IMS sessions to identify individual IMS sessions to CCCF.

2.
It should be noted that this message exchange can be avoided if CCCF maintains the session states for the all anchored sessions as it acts a B2BUA agent. This will also eliminate certain race conditions associated with information transfer via additional messaging.

3.
The UE performs VCC of the held IMS leg to CS using IMS to CS VCC procedures described in previous sections. CCCF ensures that the held status is maintained at the other end A when transferring the CS IMS user from IMS to CS.

4.
The UE holds the CS leg for A’s session at the MSC to re-establish the protocol state machine at the MSC. The UE sends an IMS signalling message to CCCF informing it of the execution of Hold service in CS Domain so that the media for the other end A can be resumed in IMS. It should be noted that the WLAN coverage may drop anytime after invocation of VCC procedures. CCCF ensures that the other end A’s held status is resumed after release of associated IMS leg for the “handing-out” user in the event of a timer expiry for the IMS signalling message indicating CS Hold.

5.
The UE subsequently performs VCC of the Active session to the other B to CS using IMS to CS VCC procedures described in previous sections. 

The bearer path interruption caused by transfer of Held/Active sessions is the same as the bearer path interruption of transfer of a single session as the media path is affected only when transferring the Active session.

The order of Held and Active sessions needs to be maintained when transitioning between domains to ensure replication of the original service state machine in the target (“handing-in”) domain.
6.3.7.1.3
Anchoring of CS Held and Active sessions at CCCF with active IMS Registration

Figure 6.3.7.1-4 below provides a walkthrough of a scenario in which CS IMS originates an IMS session to the other end A, holds the session toward other end A, and originates a session toward the other end B. It is assumed that the CS-IMS user has active IMS Registration at the time it establishes the CS calls for this walkthrough.


[image: image9]
Figure 6.3.7.1-4: Anchoring of CS Held and Active sessions at CCCF

1.
As part of CCCF/NeDS, CCCF and the UE subscribe to each other for the VCC information. The UE subsequently initiates a CS session.

2.
Upon successful execution of a Routing B2BUA function for CS session to the other end A at CCCF, CCCF assigns a unique call reference identifier to the session for identification of the session between the UE and CCCF in subsequent dialogue. It also assigns a SIP URI which can be used for VCC of this session to IMS. These new identifiers are communicated to the UE using VCC information exchange.

3.
The UE puts session toward the other end A on hold and originates a new CS session towards the other end B. 

4.
Upon successful execution of a Routing B2BUA function for session to the other end B at CCCF, CCCF assigns a unique call reference identifier to the session for identification of the session between the UE and CCCF in subsequent dialogue. It also assigns a SIP URI which can be used for VCC of this session to CS Domain.  These new identifiers are communicated to the UE using VCC information exchange.

6.3.7.1.4
CS to IMS VCC of CS Held and Active sessions; IMS active at the time of CS Anchoring

Figure 6.3.7.1-5 below provides a walkthrough of VCC of CS Held and Active sessions established as described in previous section.
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Figure 6.3.7.1-5: CS to IMS VCC of Held and Active sessions; IMS active at CS anchoring

1.
Upon detection of border conditions, the UE updates CCCF with the current session state information to be used during the VCC procedure. Session Hold, Active states are passed to CCCF using VCC information exchange. The UE uses the session call reference identifiers exchanged during anchoring of CS sessions to identify individual CS sessions to CCCF.

2.
The UE performs VCC of the held CS leg to IMS using CS to IMS VCC procedures described in earlier sections. CCCF ensures that the held status is maintained at the other end A when transferring the CS IMS user from IMS to CS.

3.
The UE subsequently performs VCC of the Active session to the other party B to IMS using CS to IMS VCC procedures described in earlier sections. 

The bearer path interruption caused by transfer of Held/Active sessions is the same as the bearer path interruption of transfer of a single session as the media path is affected only when transferring the Active session.

The order of Held and Active session needs to be maintained when transitioning between domains to ensure replication of the original service state machine in the target (“handing-in”) domain.
6.3.7.1.5
Anchoring of CS Held and Active sessions at CCCF without IMS Registration

Figure 6.3.7.1-6 below provides a walkthrough of a scenario in which CS IMS originates an IMS session to the other end A, holds the session toward other end A, and originates a session toward the other end B. It’s assumed that the CS-IMS user is not registered in IMS at the time it establishes the CS calls.


[image: image11]
Figure 6.3.7.1-6: Anchoring of CS Held and Active sessions at CCCF

Since the user is not registered in IMS, exchange of session identifier is not possible with the UE. However, CCCF assigns and maintains these session identifiers for communication to the UE upon subsequent IMS Registration.

The rest of the procedure is similar to the procedure described for CS session anchoring with IMS Registration.
6.3.7.1.6
CS to IMS VCC of CS Held and Active sessions; IMS not active at the time of CS Anchoring

Figure 6.3.7.1-7 below provides a walkthrough of VCC of CS Held and Active sessions established as described in previous section.


[image: image12]
Figure 6.3.7.1-7: CS to IMS VCC of Held and Active sessions; IMS not active at CS anchoring

1.
Upon detection of border conditions, the UE performs IMS Registration and updates CCCF with the current session state information to be used during the VCC procedure. Session Hold, Active states are passed to CCCF using VCC information exchange. Since the session anchor reference could not be communicated to the UE upon CS anchoring as the IMS Registration was not active at the time of anchoring of CS sessions, the UE uses the connected party addresses to identify individual CS sessions to CCCF.

2.
CCCF communicates SIP URIs to be used for VCC to IMS for individual sessions using connected address to identify individual CS sessions to the UE.

The rest of the procedure is same as described in CS to IMS VCC of Held/Active sessions with IMS Registration.

<end>

<start>

6.3.9.3
Supplementary Services Support

The benefits of this proposal include:

-
Approach consistent with the basic principle used for VCC that releases the call control PSM in handing-out domain and establishes a new PSM in handing-in domain.

-
The transfer is seamless to the user as the user can continue to control the supplementary services after the call continuity procedures are complete.

-
Since the information required to complete inter domain transition is exchanged with CCCF using VCC information exchange at the beginning of the execution of the inter domain transition procedure, and since a completely new protocol state machine is established in the new domain, loss of radio/I-WLAN coverage in the old domain any time after the exchange of initial information exchange does not affect completion of the inter domain transition procedure.

-
Converged services that are supported by both the CS domain and the IMS domain are supported during the call continuity procedures.  Converged services are those that are available for GSM/UMTS and are recommended by TISPAN for operation in the IMS domain for Release 1.
The drawbacks of this proposal include:

-
Exchange of  VCC information adds to signalling exchange as part of the CCCF/NeDS service which is exacerbated when combined with subscription of other events that may be required in addition to this package. It is recommended to consider signalling optimizations so that multiple events could be subscribed to during IMS Registration without significantly impacting the time required to complete IMS Registration.

-
Call continuity procedure setup time is proportionate to the number of sessions being transferred as the transfer happens serially. However, it should be noted that speech interruption is caused only during transfer of the Active session(s); and the call continuity procedure continues successfully even if coverage is lost in Handing-out domain during call continuity procedure execution.

<end>

<start>
6.4.6.1
CS to IMS call continuity

This Use Case illustrates the architecture used for handing off an active voice call from a GSM/UMTS system to a VoIP call on a WLAN/IMS system.

Figure 6.4.6.1-1 shows the bearer path for a UE in a CS domain call with a PSTN user; both before and after VCC procedures move the call to the IMS domain. The original call is from the UE to the MSC to the PSTN. After the UE moves to the IMS domain, the call leg from the MSC to the PSTN user remains, but the call leg from the MSC to the UE is now from the MSC to an IMS-MGW to the UE. Figure 6.4.6.1-2 shows the case where the UE is in a CS domain call to a UE in the IMS domain. After the UE moves to the IMS domain, the only change is to change the call leg from the MSC to the UE. In both cases, the MSC anchors the call.


[image: image13] 

Figure 6.4.6.1-1 Bearer Path: CS domain UE call to a PSTN user


[image: image14]
Figure 6.4.6.1-2 Bearer Path: CS domain call to an IMS UE
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NOTE: the P-CSCF is not shown in the diagram or the flows.

Figure 6.4.6.1-3 CS Domain UE to PSTN user call continuity to IMS domain

The procedure for VCC  from CS to IMS, as shown in Figure 6.4.6.1-3, is as follows:

The UE is a dual mode handset that is active in a CS domain voice call to a PSTN user, who could be a landline phone or CS domain user. (A similar flow applies when the PSTN is replaced by a CS domain user served by the same MSC as the UE.)

1.
The UE detects an IMS network and registers. As part of the VCC procedures, the UE and the CCCF/NeDS may complete a VCC information exchange prior to handover.  

2.
When the UE determines that it is time to request call continuity, it sends a Measurement Report that contains channel information (e.g., an ARFCN and BSIC) configured to trigger call continuity to the CCCF/NeDS.  The BSS translates this to a GCI and the MSC translates this to the CCCF/NeDS MSC ID.

3.
The MSC sends a Prepare Handover Request to the CCCF/NeDS.

4.
The CCCF/NeDS creates handover number and includes it along with a reference number in the Prepare Handover Response.

5.
The MSC sends an IAM to the handover number contained in the Prepare Handover Response.  The handover number routes to the MGCF.  The network elements in the signalling path between the MSC and MGCF are not shown for simplicity of the flow.

6-7.
The MGCF translates the handover number to a SIP URI and communicates with the MGW to create the SDP information for the connection to the circuit specified in the IAM.  The SDP and SIP URI are put into an INVITE which routes to the CCCF/NeDS.  (This may be direct or it may go through an S-CSCF.)

8-9.
The CCCF/NeDS responds with a Session Progress message.

10.
The MGCF sends an ACM message back to the MSC.   This may occur when it receives one of the intermediate steps that was omitted in the flow.

11.
The MSC sends a Handover Command towards the UE containing the reference number from the Prepare Handover Response.

12-13. 
At the same time as the CCCF/NeDS sent the Session Progress message, it forwards the INVITE towards the UE via the S-CSCF. The S-CSCF will need to use filter criteria or some other means to distinguish this INVITE from a normal terminating INVITE request.  For this INVITE, normal filtering criteria rules are not applied and the INVITE is forwarded to the UE.  This is to turn off normal service handling such as call forwarding unconditional that would prevent the INVITE from being sent to the UE.
Note 1: It is expected that the handover number will be sufficient for the CCCF/NeDS to identify the UE.  If not, then the UE could send an IMS signalling message to the CCCF/NeDS after step 9 which contains the reference number in the Handover Command.

Note 2: Filter criteria may need to be defined in the detail specification.
14.
At this point, the CCCF/NeDS and the MSC can do any needed GSM security procedures if required.

15-16.
The UE accepts the call and sends a 200 OK response.  There are generally additional steps between the INVITE and the 200 OK, but they are not shown for simplicity of the flow.

17-18.
The CCCF/NeDS sends the 200 OK to the MGCF.  The MGCF uses this information to complete the connection to the MGW by providing the SDP contained in the 200 OK.

19.
The CCCF/NeDS also sends a SendEndSignal message to the MSC.

20. The MSC responds with an ANM message and the path is now completed from the MSC to the MGW to UE and the VCC procedure to IMS for UE is completed.
The same procedures are used if the UE is in a complex call involving multiple parties.  As in normal GSM handover, these procedures also apply to UEs with supplementary services, such as call waiting, active at the time of call continuity.

There is no difference if the terminating PSTN Telephone in the previous example is replaced by an IMS UE.  The VCC procedures are the same.  Call control remains in the CS domain and only the call leg handing off to IMS is affected.

Note that a pseudo (ARFCN, BSIC) tuple is proposed to be assigned to identify an MSCID representing a specific CCCF within an IMS network. The ARFCN-BSIC tuple assigned must not be one that is used by any GSM/UMTS operator(s) in the area(s).. When a CCCF within an IMS network with co-operation arrangements is available as a neighbour to a GSM/UMTS cell, the BSC/RNC controlling this GSM/UMTS cell should be configured to transmit the ARFCN (representing a specific CCCF) as one of the neighbour lists. This needs to be configured in the BSC/RNC and the CCCF.

NOTE: the neighbour list length is limited by existing GERAN/UTRAN specifications. The neighbour list length is an upper bound for the total number CCCFs (i.e. both in this operator’s network as well as in the IMS networks with cooperation arrangements) that can be mapped by the BSC/RNC.
Editor Note: How would this be supported in 3G only environments

Figure 6.4.6.1-4 shows the case where the UE is in a CS domain multi-party call to a CS domain UE2 and a party in the PSTN. This could be a case of call waiting or the parties could be in a 3-way call  managed by the MSC.  After the UE moves to the IMS domain, the only change is to change the call leg from the MSC to the UE. The MSC continues to anchor the calls.
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Figure 6.4.6.1-4 CS to IMS voice call continuity procedure for multi-party CS domain call

The procedure for CS to IMS voice call continuity for a multi-party CS domain call, as shown in Figure x-1, is as follows:

The UE is a dual mode handset that is active in a multi-party CS domain voice call to a CS domain UE2 and a PSTN user.

1-20.
 The voice call continuity procedure is the same as present above and shown in Figure 6.4.6.1-3, CS Domain UE to PSTN user call continuity to IMS domain .
6.4.6.2 Basic IMS to CS call continuity procedure

This section describes the basic call continuity scenario for 2-party calls, one in which the B party is in IMS, and another in which the B party is a fixed subscriber.

Bearer path, if B party is in IMS

Before call continuity procedure: 



After call continuity procedure:

 
[image: image17]
Figure 6.4.6.2-1: call continuity procedure bearer path - IMS VoIP to CS Voice, B party in IMS

Bearer path, if B party is a fixed subscriber

Before call continuity procedure: 



After call continuity procedure:


[image: image18]
Figure 6.4.6.2-2: call continuity procedure bearer path - IMS VoIP to CS Voice, B party in PSTN


Editor’s note: The figure above needs updating as it specifically mentions REFER.  Whether REFER is used or not is a Stage 3 issue.  It is suggested to just use “VCC Information Exchange request” and “VCC Information Exchange response” instead of “REFER” and its associated “ACCEPTED”, respectively.
1.
UE1 has an ongoing 2-party call with UE2. The CCCF/NeDS is informed by the S-CSCF about the used CK/IK (cipher and integrity key) in the 3rd party register.  Note, for handovers to 2G RAN, the AKA keys shall be converted to SIM compatible keys according to the procedures specified in TS 33.102.

2.
The re-selection to GSM/UMTS criteria is fulfilled. UE1 requests call continuity to GSM/UMTS through a VCC Information Exchange. The VCC Information Exchange contains the target cell id within the GSM/UMTS system.

3.
The VCC Information Exchange  is forwarded to the CCCF/NeDS based on initial filter criteria.

4.
The CCCF/NeDS accepts the VCC Information Exchange and creates a subscription.

5.
The S-CSCF forwards the VCC Information Exchange acceptance response to UE1.

6.
Based on the target cell id  the CCCF/NeDS sends a MAP: PREPARE_HANDOVER request to the proper target MSC. The MAP: PREPARE_HANDOVER shall carry all information needed by the MSC for allocating a radio channel within the target GSM or UMTS cell.

7.
The target MSC returns the MAP: PREPARE_HANDOVER response after retrieving a Handover Number from its associated VLR. The Handover Number (HO#) shall be used for routing the connection of the call from MGCF1/MGW1 to the target MSC. If a traffic channel is available in the target cell, a MAP: PREPARE_HANDOVER response containing the radio resource description of the target GSM or UMTS cell is sent back to the CCCF/NeDS. Otherwise, the MAP: PREPARE_HANDOVER contains a handover failure indication and the CCCF/NeDS stops the handover procedure.

8.
The CCCF/NeDS requests the MGCF1 to establish an outgoing call to the target MSC (HO#) by sending an INVITE request. The SDP within the INVITE request contains the address of UE2, which uses the MGW1 for verification purposes.

9.
The request goes via the S-CSCF.

10.
Request IMS and remote resource configurations.

11.
Acknowledges resource configurations. 

12.
Initiated by the INVITE request, the MGCF1 sends an Initial Address Message (IAM) to the target MSC addressed by the Handover Number (HO#) to establish a circuit connection between MGW1 and the target MSC.

13.
The target MSC responds with the Address Complete Message towards the MGCF1 and waits for the capturing of the UE1 on the radio path in the target cell.

14.
The MGCF1 receives the ACM and knows that a circuit link has been established to the target MSC. The Session Progress triggers sending the Handover Command to the UE1.

15.
The Session Progress goes via the S-CSCF.

16.
The CCCF/NeDS sends the radio channel description of the target cell via a VCC Information Exchange to the CCCF/NeDS. Remember that VCC Information Exchange registration is part of the CCCF/NeDS service. The radio channel description of the target cell was provided by the Prepare Handover response.

17.
The  VCC Information Exchange is forwarded towards UE1. From now on the UE is able to do the call continuity even if the IMS bearer (e.g. WLAN) connection breaks.

18.
UE1 confirms the VCC Information Exchange.

19.
The UE starts accessing the target cell to establish a radio link.

20.
The  VCC Information Exchange confirmation is forwarded to the CCCF/NeDS.

21.
The MSC gets an HO detect from the access network and sends a MAP: Process Access Signalling request to the CCCF/NeDS. 

22.
As soon as the MSC receives the HO complete from the access network, it indicates the successful completion of call continuity to the CCCF/NeDS by the MAP: Send End Signal request.

23.
The CCCF/NeDS transfers the keys by sending an MAP: Forward Access Signalling request to the target MSC. The UE already has the keys from using EAP-AKA in I-WLAN.

24.
The MSC starts security procedures with UE1 and acknowledges security on to the CCCF/NeDS by a MAP: Process Access Signalling request. 

25.
The MSC accepts the call establishment request by sending an ANSWER message.

26.
MGCF activates voice processing.

27.
The circuit switched connection between UE1 and MGW1 is now established.

28.
The MGCF1 acknowledges (200 OK) the INVITE from step 8 and indicates the address of MGW1 for the re-INVITE (step 33).

29.
The 200 OK is forwarded to the CCCF/NeDS.

30.
The CCCF/NeDS sends a re-INVITE to link UE2 towards IP address of MGW1 (needed if B party is an IMS subscriber).

31.
The re-INVITE goes via the S-CSCF (needed if B party in an IMS subscriber).

32.
UE2 acknowledges the re-INVITE with a 200 OK (needed if B party is an IMS subscriber).

33.
The 200 OK goes via the S-CSCF (needed if B party is an IMS subscriber).

34.
S-CSCF sends an ACK (needed if B party is an IMS subscriber).

35.
The VoIP link between UE2 and MGW1 is now re-established (needed if B party is IMS subscriber).

36.
The CCCF/NeDS sends a final ACK, which indicates to the MGCF that the voice connection between UE1 over the CS domain and UE2 can now be connected through.

37.
The final ACK goes via the S-SCSF.

Editor Note: inconsistency of the CS to IMS vs IMS to CS call model

Editor Note: Confirm that call continuity to serving MSC function properly for a CS user, who already registered in the targeted MSC 

Editor Note: set matching cipher key in the UE and BSS/RNS (pending LS to SA2)

Editor Note: confirm MSC to MSC adhere to the existing security 

Editor Note: how does the UE and CCCF/NeDS exchange supplementary services call control message via DTAP?

Editor Note: Target element addressing

How does the visited network element know the CCCF/NeDS point code and vice versa?

Issue due to use of target cell ID, in particular for the case of 3G target cells

Figure 6.4.6.2-4 shows the case where UE1 is in a IMS domain multi-party call with two IMS domain parties, UE2 and UE3. This could be a case of call waiting or the parties could be in a 3-way call  managed by UE1.  After UE1 moves to the CS domain, the CCCF/NeDS has inserted an MRF in the media path (assuming that it was not already in the path) and a single media stream is sent to the CS domain.  The CCCF/NeDS remains in the session path and manages the IMS sessions for the UE.
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Figure 6.4.6.2-4 IMS to CS voice call continuity procedure for multi-party IMS domain call
Editor’s note: The figure above needs updating as it specifically mentions REFER.  Whether REFER is used or not is a Stage 3 issue.  It is suggested to just use “VCC Information Exchange” instead of “REFER”.

1.
UE1 has an ongoing 2-party call with UE2 and UE3.   The CCCF/NeDS is informed by the S-CSCF about the used IK/CK/IK (cipher and integrity key) in the 3rd party register.

2.
The re-selection to GSM/UMTS criteria is fulfilled. UE1 requests call continuity to GSM/UMTS through VCC Information Exchange. The VCC Information Exchange contains the target cell id within the GSM/UMTS system.  The VCC Information Exchange may contain additional information about the sessions to handover.

3-29. These are the same as the steps in the preceding figure, except that an MRF is added into the bearer path and MGW1 is configured to point to it and not UE2.

31a.
At some time during steps 3-31, the CCCF/NeDS will configure an MRF and provide bearer path links to MGW1.  

Note: If an MRF was already inserted into the media stream for call control purposes, this step could be eliminated.

30-35. These are the same as the steps in the preceding figure, except that UE2 is pointed to a port on the MRF and not MGW1.

30a-35a. These are similar steps for UE3.

36-37.  Finally, the ACK is sent back to MGCF 1 completing the voice call continuity procedure.

Clause 6.4.7.2 will describe how supplementary service messages are processed after the voice call continuity procedures have completed.
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Intermediate SIP message exchange and resource reservation as normal - skipped for brevity.
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