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1. Introduction

This contribution discusses the IMS model proposal for VCC.It reviews and analyzes some of the conclusions drawn previously. 
2. Discussion
The acceptance of the VCC solution hinges on the cost of overall solution and the overall cost of the implementation of the solution for both operators and subscribers consisting of enterprise users and consumers. The in-building on campus use of VCC for both data and voice sessions is well understood for solving coverage, service availability, speed of data access and thereby increasing the loyalty of customers and reducing churn cost for operators. Similarly, the VCC solution allows the operators to increase the coverage and also off load traffic by saving cost and increasing customer satisfaction. The largest percentage of cost is primarily the cost of the dual mode handsets. Today, for VCC and equivalent solutions the challenges include devices availability, the cost thereof, and applicability of the handset features for both enterprise and consumer markets. Historically, the wireless technology has been driven by initial “Mobile Professionals” demand followed by the mass acceptance by the consumer market. The “Mobile Professionals” demand richer set of features from their communication tools with mobility.  Hence the best way to solve the current device problem is to minimize the impact on the device implementation. One can reduce the complexity of the devices by implementing a larger percentage of features in the network and make the devices upgradeable in the software as well as firmware, preferably over the air. This approach would support existing dual mode devices as well as the next generation compliant dual mode devices adhering to VCC standards.

The other requirements include there be minimal or no change in the existing services to users with complete backwards compatibility for existing services as well as minimal or no impact on the networks. This is critical in the case of operator’s ability to support enterprises as the operators shall have no or limited influence on the network architecture of the enterprises, especially given the tighter security requirements of most enterprises before implementing such service. VCC also for the first time offers the ability to combine the strengths of different networks and hence the architecture may allow such synergistic combinations, for example, location information from Cellular network is well defined where the same methods may not apply to Wi-Fi networks and may not be tractable in near future.

The third important aspect of the VCC architecture is the ability of the architecture to be able to continue to support consistent quality of voice as well as reduce the cost of transport by not requiring tromboning for calls in the native access mode. The operators have finally solved the tromboning issues for cellular networks by eliminating the unnecessary bearer carrying cost that cannot be reintroduced by VCC. 

The security aspects for the subscribers and the operators are different and hence require consistent AAA processes, preferably the same as the existing processes in the network. This allows operators to include the VCC services into their portfolio without expensive upgrades to their back office infrastructure. Secondly, the service offering can also eliminate fraudulent service use and allow rated billing implementation.

2.1. Services

As noted previously, services and their use across multiple networks are essential to VCC. The requirement that a single number be used to identify the device signifies that the IMS provider controls the user, the access and the services. Since the subscriber is owned by the IMS domain provider, the services provided are controlled by the CCCF. Therefore, with the static routing with the CCCF IMS anchor, the CCCF will know the call state of the UE regardless of the feature invoked. For example, for call waiting, the incoming second call will also go through the CCCF/NeDS for routing and the subsequent acceptance or rejection of the incoming call is known by the CCCF. Similarly, if it is a three-way call invocation, the origination from the UE will go through the CCCF therefore the CCCF will know that another leg is in progress. However, the invocation may be in the CS domain where the CCCF is unaware of the invocation.  This can pose issues when a VCC procedure is completed when a feature such as call waiting is invoked.

Further, services activated in one domain must be activated simultaneously or as soon as the other domain is available to maintain parity. For example, a user activates a Do Not Disturb function which does call forward unconditional in the CS domain during an active call prior to going into a meeting. Once the user enters the meeting, the local Wi-Fi coverage allows IMS control. The user expectation will be that the DND feature must be extended to the IMS domain otherwise the user experience and expectations are violated.

2.2. VCC and Routing Implications

Tromboing is referred to the use of resources for carrying bearer from a visited network (or location in the PLMN) to the home network (or location in PLMN) and return from home back to the visited network for completing the call. This was an issue in the earlier wireless cellular network implementation. The HLR location lookup combined with the recognition of the called party location being in the same visited network, the tromboning was eliminated. This scheme is also referred to as SOR, 3GPP specification TS 23079 for VPLMN and HPLMN implementation, mainly developed for the out of country roaming. It can be easily applied for cellular IMS to cellular domain roaming as well. As the standard is well understood for more than 10 years and implemented in multiple networks, it will be worthwhile to use this mechanism for the VCC as well. 

The other problem faced by the VCC implementation is the in network roaming resulting into suboptimal routing as noted in the Appendix A of the VCC study. There are two scenarios that apply in such situation as follows:

a. If the IMS domain operator is the Cellular operator then the HLR/HSS are integrated and in such situation, the roaming UE in a given VMSC can easily be identified through a simple HLR query. This allows a direct signalling path on to the VMSC and hence to mobile with network centric call initiation making the concern noted in the Appendix A inapplicable for such implementation.

b. If the IMS domain operator is different from the Cellular operator, but if the two operators have roaming partnership, then the similar situation to the item (a) above applies.

If the IMS domain operator does not have a roaming “partnership” with the Cellular operator, then the static anchoring in the IMS domain is not feasible. The static methods for anchoring the cellular domain originated call terminating to the called party via the IMS domain network requires a change in the network for all three proposed implementations.

Now let us review the impact of the CCDF calling the VCC PSI on the billing for the “Calling party pays” countries. As the call is terminated in the IMS domain at the VCC intermediary network the billing semantic is completely altered and may become an expensive proposition for IMS domain operator. The implementation in such case becomes US centric, one of the few places where such billing scenario does not exist. 

The CCDF implementation proposes dynamic allocation of the VCC PSI for handoffs. The reason for such an implementation is that the static allocation of the number will result in all the calls to setup a bearer from the visited cellular PLMN to the IMS domain operator. This results in the overhead if the called party is either in the VPLMN or non IMS operator domain, a scenario more than likely in most cases. Now therefore, the VCC PSI has to be dynamically allocated in the visited network for eliminating sub optimal routing introduced by the CCDF implementation. 
Most scenarios for IMS domain access networks use, the user location cannot be even known in the IMS domain unless the CCCF/NeDS can query the HLR in the cellular domain, for example user using Boingo network where the authentication and the P-CSCF are centralized. Therefore, dynamic allocation of the VCC PSI is not pragmatic or feasible [unless the location can be clearly determined and after that the deployment cost issue still remains for the IMS operators.]

In conclusion, the CCDF implementation adds a call leg that may not always result in the optimal setup of the call. Secondly, in the normal network deployment scenarios, it does not apply as discussed in the items (a) and (b).   
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