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TR 23.867 requires that a special emergency public user identity be used for emergency session registration. The text for this requirement is in two sections, Section 4.7 and Section 5.1. In Section 5.1, the requirement is very clearly stated “shall” requirement:

8.
The UE shall use a special emergency public user identifier in the emergency registration request. The format of this public user identity has to be defined by stage 3.

However, in Section 4.7, the following statement could be read to imply an optional requirement:

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. Not to disturb established services the UE shall use a special emergency public user identifier in the emergency registration request.

One could read the above statement to mean that if a UE does not want to disturb established services, then it could use special emergency public service identity in the emergency registration request, i.e. the use of emergency public user identity is optional. Text in Section 5.1 clearly that use of emergency public user identity is a MUST and not optional. 
We wish to clarify it by proposing the following changes.
Proposal

************************FIRST CHANGE ******************************************************
4.7.1
UE Detectable Emergency Session

The following flow contains a high level description of the emergency service procedures performed when the UE can detect the emergency session is being requested.
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Figure 4.4: Terminal Detected Emergency Calls

The following steps are performed:

1.
The UE detects the request for the establishment of an emergency session.

2.
In the case that the UE has insufficient resources or capabilities to establish an emergency call due to other ongoing sessions then the UE should terminate the ongoing communication and release reserved bearer resources.  In the case of GPRS this implies e.g. to release a PDP context.

3.
In the case that bearer registration is required and has not been performed, the UE shall perform bearer registration to the IP-CAN.  In the case of GPRS, the bearer registration is the PS-attach procedure.  If the UE is already registered or attached to the IP-CAN, then the bearer registration procedures are not required to be performed.
Depending on the IP-CAN, the UE may be assigned an IP address at this stage.

4.
In the case that bearer resources for the transport of the IMS related signalling are required to be reserved in the IP-CAN, the UE shall reserve the resources in the IP-CAN. The UE shall provide an indication that this is for an emergency service.
In the case of a GPRS network, the bearer resource request procedure is the PDP context Activation Procedure, and a globally dedicated emergency APN is used as indication for an emergency request.
If the IP-CAN does not provide an IP address to the UE in step 3, then the IP-CAN shall allocate an IP address to the UE during the bearer resource request procedures.

5.
UE performs a P-CSCF discovery procedure, where the UE discovers a P-CSCF in the local network suitable for use in emergency sessions.

6.
If the UE is equipped with an UICC, it shall initiate an IMS registration by providing the IP address obtained at step 3 or step 4 to the P-CSCF selected at step 5. The IP address used for signalling purposes is allocated in association with step 3 or step 4.  The IMS registration request shall include an indication that this is for emergency services. This indication may be used to route calls coming from the PSAP to the contact address registered during the emergency registration procedure. The UE shall use a special emergency public user identifier in the emergency registration request. Using a special emergency public user identity will result in not disturbing established services that use other public user identifiers.
**************************************************END FIRST CHANGE ******************************************************
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