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1
Introduction

This contribution discusses the pros and cons of architecture alternatives in the context of distribution of policy control capabilities among the UE, eNodeB (BS), access gateway (aGW), mobility gateway (mGW) and Inter-AS MM (HA), and in particular the location of PEP and TPF in relation to user plane traffic. The working assumption of the architecture with two user plane nodes as presented in [3] is assumed, and the document follows the RAN - CN functional allocation presented in [1] as well as the previous Nokia contribution on Policy and Charging Control (PCC) architecture [2]. This contribution then proposes related modifications to TR 23.882 [4].

2
Discussion

The policies discussed in this paper can be understood to perform not only QoS and charging control, but they may also control other functionality such as network or service admission. The control can be done at various levels of granularity, with aggregation to bulk basic IP connectivity service at one end of the spectrum and high layer flow based control of individual services at the other end. The choice of architecture options also has implications to performance and other architecture aspects due to dependencies with roaming, operator agreements, and policy transfer mechanisms.

In the descriptions below, the term aGW is used to denote a serving gateway located in the access network. The term mGW is used to denote a gateway providing mobility anchoring for the AS, and connectivity to operator services or Internet. The term HA is used to denote the global mobility anchor node located beyond the AS. In a roaming case, aGW could be in VPLMN and mGW in HPLMN. Otherwise, the aGW and mGW functionality can be placed into a single node.

The architecture alternatives are as follows:

1. mGW/HA control with aGW assist: PEP/TPF in mGW. PEP/TPF in HA. QoS control in aGW for last-mile control if separate from mGW and HA. Limited charging support in aGW if separate from mGW and HA.

2. mGW control with UE assist: PEP/TPF in mGW, which as tunnel termination in HPLMN supports Inter-AS mobility. QoS control in UE for last-mile control.

3. BS control without UE assist: PEP in BS and TPF in aGW. QoS control and charging assumed to be in HA for Inter-AS mobility.

The pros and cons of the architecture alternatives are summarized in Appendix A, and the conclusions are drawn in Appendix B. The first architecture alternative is preferred for the following reasons:

1. The choice needs to be made with knowledge that each alternative has advantages and disadvantages.

2. The first alternative maintains PEP/TPF unchanged during UE mobility in the same way as the second alternative, but offers potential for higher performance by not being dependent on tunneling to the HPLMN. It also avoids relying on UE in supporting QoS in the last-mile, and offers a cleaner authority separation between home and visited PCRF.

3. The second alternative uses PEP/TPF more consistently due to its location in mobility tunnel end point, but in addition to performing less well compared to the first alternative on issues described above, it requires a separate tunnel mode for use of visited services, including local Internet breakout.

4. The third alternative has a severe problem with the relocation of PEP/TPF in response to UE mobility. It also results in unclear PCRF authority and charging capability in roaming scenarios.

4
Proposal

It is proposed to modify TR 23.882 [4] as follows:

**** Start of 1st set of changes ****

7.1.2 
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

Editors Note: In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. In a B2 context, it is FFS if the Inter AS-MM shall contain an enforcement point that is controlled by a PCRF. Alternatively in a B2 context, it is FFS how the interaction between the PCRF(s) and IP Gateways is performed in Inter Access System Handover.

· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

· The placement of PEP and TPF functionalities into network elements shall be such that the applying of flow filters to user data traffic is not threatening overall system performance.

· The likelihood of relocation of PEP/TPF resulting from intra-AS mobility and inter-AS mobility events shall be minimized.
**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

7.2.2
 Solution for key issue – Roaming with Local Breakout

Roaming of subscribers (to different VPLMNs and to different types of VPLMN access) requires certain policies from the home operator to be available in the Visited network. This information may be downloaded or it may be pre-configured and used during the subscriber access to the visited network. These policies may be static, dynamic or a combination.

In order to provide high performance as well as real time services for roaming customers, efficient routing of user data or media traffic is required. Features shall be provided to the home operator to negotiate with the visited operator if the traffic of the user is always transported to the home network over a roaming interface or broken out locally for transport towards the destination. 

Such policies shall be based on the home operator’s preference and have a granularity such that the gain justifies the roaming infrastructure and complexity in operations for such a set up.

The IP Gateway (defined as GW in the context of current Policy and Charging Control work) in a VPLMN may connect to multiple HPLMNs. The IP Gateways in the VPLMN serves to enforce the policies and charging as negotiated between the visited and home operators. 

Using the policy enforcement function in the IP Gateway in the visited network, home operators can control routing of traffic for roaming users. The IP Gateway in the HPLMN serves as a global mobility anchor point and at the same time enforces the policies of, and the charging for the home operator. This IP Gateway can provide session continuity, even if the VPLMN changes.

Editor’s Note:  Roaming with UTRA system needs additional evaluation.

Editor’s Note: Further refinement of the architecture will need to be performed to allow the concept to be further elaborated and evolved.

Editor’s Note: The User plane interface and the AAA interface in roaming case needs to be defined for 3GPP access System and non 3GPP access System.

· The authoritative PEP/TPF shall be under HPLMN policy control when UE uses home operator services or is connected to a peer UE.

· The VPLMN shall only contain parts of PEP/TPF needed for provision of a necessary level of QoS control for both the HPLMN and the VPLMN, and charging collection in order for VPLMN to be able to verify HPLMN charging.

· It shall be possible for VPLMN to provide subscription-based access service for bulk user data.
**** End of 2nd set of changes ****
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APPENDIX A

The generic pros and cons of architecture alternatives, and those specific to a particular scenario, are presented in the following tables. Due to insufficient information on the SAE architecture alternatives presented so far in SA2, some table contents are based on estimates. In some cases, an advantage may also be considered to be a disadvantage and vice versa.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEP/TPF in mGW
	+ PEP/TPF in mGW
	++ PEP in BS

	-- PEP/TPF in HA (some Inter-AS  cases)
	+ no additional PEP/TPF
	- additional TPF in aGW

	- additional charging in aGW (some roaming cases)
	+ no additional QoS or charging
	-- additional QoS and charging assumed in HA (some Inter-AS cases)

	- additional last-mile QoS control in aGW
	-- additional last-mile QoS control in UE
	+ no additional last-mile control

	+ no flow filters in BS or UE for classification
	-- flow filters in UE for classification
	- flow filters in BS for classification

	+ only basic IP connectivity QoS signalling to aGW
	-- aGW-BS-UE PDP context or tunnel setup signalling
	- PCRF-BS and PCRF-aGW policy signalling

	+ no QoS context setup or transfer needed for intra-AS mobility if context in aGW
	++ no context setup or transfer needed for intra-AS mobility
	-- full context setup or transfer needed for intra-AS mobility

	+ no Gx+/Gy/Gz in BS
	+ no Gx+/Gy/Gz in BS
	- Gx+in BS, Gy/Gz in aGW

	+ HPLMN control of HPLMN service use by QoS/charging in HPLMN mGW/HA
	+ HPLMN control of HPLMN service use by QoS/charging in HPLMN anchor mGW
	- HPLMN control of HPLMN service use by QoS/charging in VPLMN BS/aGW

	+ VPLMN control of HPLMN service use by some QoS/charging in VPLMN aGW
	- VPLMN control of HPLMN service use by QoS/charging in HPLMN anchor mGW
	++ VPLMN control of HPLMN service use by QoS/charging in VPLMN BS/aGW

	+ VPLMN control of bulk VPLMN use by some QoS/charging in VPLMN aGW
	- VPLMN control of bulk VPLMN use by QoS/charging in HPLMN anchor mGW
	++ VPLMN control of bulk VPLMN use by QoS/charging in VPLMN BS/aGW

	-- HPLMN control of bulk VPLMN use by some QoS/charging in VPLMN aGW
	+ HPLMN control of bulk VPLMN use by QoS/charging in HPLMN anchor mGW
	- HPLMN control of bulk VPLMN use by QoS/charging in VPLMN BS/aGW

	- some traffic requires directing to mGW/HA
	+ traffic passing mGW by default
	+ traffic passing BS and aGW by default

	++ no PEP/TPF change in intra-AS mobility
	++ no PEP/TPF change in intra-AS mobility
	- PEP changed in intra-AS mobility

	- AS dependent PEP/TPF changed in inter-AS mobility
	+ no PEP/TPF change in inter-AS mobility if mGW is anchor supporting multiple ASs
	-- PEP/TPF changed in inter-AS mobility

	+ only AS dependent PEP/TPF may change when roaming
	+ no PEP/TPF change when roaming if mGW is anchor supporting multiple ASs, and tunnel extends to HPLMN
	- PEP/TPF changed when roaming

	- centralized filter processing
	- centralized filter processing
	+ distributed filter processing

	+ service admission control by both involved home and visited operator
	+ service admission control by both involved home and visited operator
	+ service admission control by both involved home and visited operator


Table 1: Generic pros and cons of architecture alternatives.

In service use scenarios, the UE (client) has a connection with an application function (server). In the operator service case, the service is managed with IMS and CSCF participation, or independently of IMS. In the Internet service case, the service is managed independently of IMS. For the non-roaming case, the server is located in the home operator network of the UE.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in mGW/HA controlled by home PCRF
	++ PEP/TPF in mGW controlled by home PCRF
	++ PEP in BS and TPF in aGW controlled by home PCRF

	+ any charging model
	+ any charging model
	+ any charging model


Table 2: Pros and cons for non-roaming operator service use.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in mGW/HA controlled by home PCRF, or no PEP/TPF for bulk traffic
	++ PEP/TPF in mGW anchor controlled by home PCRF, or no PEP/TPF for bulk traffic
	++ PEP in BS and TPF in aGW controlled by home PCRF, or no PEP/TPF for bulk traffic

	+ any charging model
	+ any charging model
	+ any charging model


Table 3: Pros and cons for non-roaming Internet service use.

In UE-UE connection scenarios, the UE has a connection with a peer UE. The connection is managed with IMS and CSCF participation. For the non-roaming case, the server is located in home operator’s network. For the non-roaming case, the UEs are in their respective home operator networks. In the intra-operator connection case, UEs have the same home operator.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in mGW/HA controlled by home PCRF
	+ PEPs/TPFs in one or two mGW anchors controlled by home PCRF
	+ PEPs in two BSs and TPF in aGW controlled by home PCRF

	+ aGW-aGW RO possible if mGW is aGW or on path to aGW, or for non-prioritized traffic
	+ aGW-aGW RO possible for any traffic if mGW is aGW
	++ aGW-aGW RO possible for any traffic

	+ BS-BS RO possible for non-prioritized, unmetered traffic
	- BS-BS RO not possible due to tunnel
	+ BS-BS RO possible for unmetered  traffic

	+ any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	+ only home subscriber filters
	+ only home subscriber filters
	+ only home subscriber filters


Table 4: Pros and cons for non-roaming intra-operator UE-UE connection.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in two mGWs/HAs controlled by home PCRFs
	+ PEPs/TPFs in two mGWs controlled by home PCRFs
	+ PEPs in two BSs and TPFs in two aGWs controlled by home PCRFs

	+ aGW-aGW RO possible if mGW is aGW or on path to aGW, or for non-prioritized traffic
	+ aGW-aGW RO possible for any traffic if mGW is aGW
	++ aGW-aGW RO possible for any traffic

	+ BS-BS RO possible for non-prioritized, unmetered traffic
	- BS-BS RO not possible due to tunnel
	+ BS-BS RO possible for unmetered traffic

	+ any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	+ only home subscriber filters
	+ only home subscriber filters
	+ only home subscriber filters


Table 5: Pros and cons for non-roaming inter-operator UE-UE connection.

For the roaming cases of operator service use scenarios, the default case is that a UE located in visited operator’s network has a connection with a server located in the home operator’s network. One other potential but less important case consists of a UE located in visited operator’s network having a connection with a server located in the visited operator’s network. In yet another theoretical case that is unlikely to ever happen, a UE located in home or visited operator’s network would have a connection with an application server located outside of both the home and visited operator’s network (in a foreign operator’s network).

In the roaming cases of Internet service use scenarios, the UE located in visited operator’s network has a connection with a server located in the Internet either via the home operator network (home breakout), or directly via the visited operator’s network (local breakout).

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in mGW/HA controlled by home PCRF
	- PEP/TPF in mGW controlled by visited PCRF with AF policies from home PCRF
	- PEP in BS and TPF in aGW controlled by visited PCRF with AF policies from home PCRF

	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	+ VPLMNs have charging capability in aGWs

	+ any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	- visited subscriber filters in aGW
	+ only home subscriber filters in mGW as tunnels extend to HPLMN
	-- visited subscriber filters in BSs/aGWs

	- visited operator restricted to bulk user data provision unless it can unambiguously identify home service, or trusts home operator
	- visited operator restricted to bulk user data provision unless it can unambiguously identify home service, or trusts home operator
	- visited operator needs to be able to unambiguously identify home service in order to perform PEP/TPF functions


Table 6: Pros and cons for home operator service use while roaming.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEP/TPF in mGW controlled by visited PCRF with AF policies from visited PCRF
	- PEP/TPF in aGW controlled by visited PCRF with AF policies from visited PCRF
	- PEP in BS and TPF in aGW controlled by visited PCRF with AF policies from visited PCRF

	++ no PEP/TPF change in intra-AS mobility
	++ no PEP/TPF change in intra-AS mobility
	- PEP changed in intra-AS mobility

	++ no PEP/TPF change in inter-AS mobility
	+ no PEP/TPF change in inter-AS mobility if using local aGW anchor supporting multiple ASs
	- PEP/TPF changed in inter-AS mobility

	- PEP/TPF changed when roaming
	- PEP/TPF changed when roaming if using local aGW anchor without tunnel to HPLMN
	- PEP/TPF changed when roaming

	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it
	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it
	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it

	- visited subscriber filters in aGW
	- visited subscriber filters in aGW
	- visited subscriber filters in BSs/aGWs

	+ service admission control by both home and visited operator
	+ service admission control by both home and visited operator
	+ service admission control by both home and visited operator


Table 7: Pros and cons for visited operator service use while roaming.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	- PEP/TPF in mGW controlled by foreign PCRF with AF policies from foreign PCRF
	-- PEP/TPF in aGW controlled by home or visited PCRF with AF policies from foreign PCRF
	-- PEP in BS and TPF in aGW controlled by home or visited PCRF with AF policies from foreign PCRF

	++ no PEP/TPF change in intra-AS mobility
	++ no PEP/TPF change in intra-AS mobility
	- PEP changed in intra-AS mobility

	++ no PEP/TPF change in inter-AS mobility
	+ no PEP/TPF change in inter-AS mobility if using local aGW anchor supporting multiple ASs
	- PEP/TPF changed in inter-AS mobility

	++ no PEP/TPF change when roaming
	- PEP/TPF changed when roaming
	- PEP/TPF changed when roaming

	- home or visited operator cannot verify service charging by foreign operator unless foreign service is unambiguously identified
	- home or visited operator cannot verify service charging by foreign operator unless foreign service is unambiguously identified
	- home or visited operator cannot verify service charging by foreign operator unless foreign service is unambiguously identified

	- service admission control by both home or visited operator, and foreign operator
	- service admission control by both home or visited operator, and foreign operator
	- service admission control by both home or visited operator, and foreign operator


Table 8: Pros and cons for foreign operator service use.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEP/TPF in mGW/HA controlled by home PCRF
	+ PEP/TPF in mGW controlled by home PCRF
	- PEP in BS and TPF in aGW controlled by visited PCRF with policies from home PCRF

	++ no PEP/TPF change in intra-AS mobility
	++ no PEP/TPF change in intra-AS mobility
	- PEP changed in intra-AS mobility

	- PEP/TPF changed in inter-AS mobility
	+ no PEP/TPF change in inter-AS mobility if mGW is anchor and supports multiple ASs
	- PEP/TPF changed in inter-AS mobility

	++ no PEP/TPF change when roaming
	+ no PEP/TPF change when roaming if mGW is anchor and supports multiple ASs, as tunnel extends to HPLMN
	- PEP/TPF changed when roaming

	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	+ VPLMNs have TPF in aGW

	+ any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	- visited subscriber filters in aGW
	+ only home subscriber filters in mGW as tunnels extend to HPLMN
	-- visited subscriber filters in BSs/aGWs

	- visited operator restricted to bulk user data provision unless it can unambiguously identify home Internet breakout, or trusts home operator
	- visited operator restricted to bulk user data provision unless it can unambiguously identify home Internet breakout, or trusts home operator
	- visited operator needs to be able to unambiguously identify home Internet breakout in order to perform PEP/TPF functions


Table 9: Pros and cons for home Internet breakout while roaming.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEP/TPF in mGW controlled by visited PCRF
	- PEP/TPF in aGW controlled by visited PCRF with policies from home PCRF
	- PEP in BS and TPF in aGW controlled by visited PCRF with policies from home PCRF

	++ no PEP/TPF change in intra-AS mobility
	++ no PEP/TPF change in intra-AS mobility
	- PEP changed in intra-AS mobility

	++ no PEP/TPF change in inter-AS mobility
	+ no PEP/TPF change in inter-AS mobility if local aGW anchor supports multiple ASs
	- PEP/TPF changed in inter-AS mobility

	- PEP/TPF changed when roaming
	- PEP/TPF changed when roaming if using local aGW anchor without tunnel to HPLMN
	- PEP/TPF changed when roaming

	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it
	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it
	- home operator cannot verify charging, restricting visited operator to bulk user data provision unless home operator trusts it

	- visited subscriber filters in mGW
	- visited subscriber filters in aGW
	-- visited subscriber filters in BSs/aGWs

	- VPLMNs need to have additional charging capability in their mGWs
	- VPLMNs need to have additional charging capability in their aGWs
	+ VPLMNs have TPF in aGW


Table 10: Pros and cons for local Internet breakout while roaming.

For the roaming cases of UE-UE connection scenarios, one or both of the the UEs are not in their respective home operator network. In the intra-operator connection case with roaming, the UE located in visited operator’s network has a connection with a peer UE of the same home operator located in the home operator’s network, or vice versa. In the inter-operator connection case with roaming, the roaming UEs have different home operators.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	+ PEPs/TPFs in mGW/HA controlled by home PCRF
	+ PEP/TPF in mGW anchor controlled by home PCRF, as tunnel extends to HPLMN
	-- PEP in one BS and TPF in aGW controlled by visited PCRF with home policies, and another BS/aGW controlled by visited or home PCRF

	+ aGW-aGW RO possible if mGW/HA on path to aGW, or for non-prioritized traffic
	- aGW-aGW RO possible for any traffic but no benefit as tunnel extends to HPLMN
	++ aGW-aGW RO possible for any traffic

	- VPLMN needs to have additional charging capability in its aGW to verify usage
	- VPLMN needs to have additional charging capability in its aGW to verify usage
	+ VPLMN has TPF in aGW

	+ BS-BS RO possible for non-prioritized, unmetered traffic
	- BS-BS RO not possible due to tunnel
	++ BS-BS RO possible for unmetered traffic

	+ any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	- visited subscriber filters in aGW
	+ only home subscriber filters in mGW as tunnel extends to HPLMN
	-- visited subscriber filters in BS/aGW


Table 11: Pros and cons for roaming intra-operator UE-UE connection.

	1.mGW/HA control with aGW assist
	2.mGW control with UE assist
	3.BS control without UE assist

	- PEPs/TPFs in two mGWs/HAs controlled by home PCRFs
	- PEPs/TPFs in two mGW anchors controlled by home PCRFs, as tunnels extend to HPLMN
	-- PEPs in two BSs and TPFs in two aGWs controlled by visited PCRFs with home policies

	- aGW-aGW RO possible for non-prioritized traffic, unless directing traffic via mGW/HA
	- aGW-aGW RO possible for any traffic but no benefit as tunnel extends to HPLMN
	++ aGW-aGW RO possible for any traffic

	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	- VPLMNs need to have additional charging capability in their aGWs to verify usage
	+ VPLMNs have TPF in aGWs

	+ BS-BS RO possible for non-prioritized, unmetered traffic
	- BS-BS RO not possible due to tunnel
	++ BS-BS RO possible for unmetered traffic

	- any charging model if traffic passes mGW/HA
	+ any charging model as traffic passes mGW
	++ any charging model

	- visited subscriber filters in aGW
	+ only home subscriber filters in mGW as tunnels extend to HPLMN
	-- visited subscriber filters in BSs/aGWs


Table 12: Pros and cons for roaming inter-operator UE-UE connection.

APPENDIX B

Some conclusions can be drawn from the tables. First, it is obvious that many details of the exact operation of the architecture alternatives require further clarification. Second, despite that it is also obvious that all alternatives contain various advantages and disadvantages, and that there needs to be a trade-off between the desired targets. Third, there are significant challenges in the area of charging for operator or Internet service use in visited operator network that none of the alternatives seem to address adequately. Fourth, it is sometimes unclear whether the PEP/TPF receives its policies from the home or the visited network.

One guiding principle is to make the evolved system optimized for performance in non-roaming scenarios. This means that compromizes in terms of complexity or performance of the preferred architecture alternative are possible for roaming scenarios, as long as it provides better utilization of the IP access network capacity and minimal signalling for policy transfer in non-roaming scenarios. One area where performance gains are possible is route optimization, which would require decentralization of PEP/TPF, but this needs to be balanced against the need to avoid excessive policy transfers that calls for centralization of PEP/TPF. The compromize can be to decentralize only a subset of functions, such as QoS and charging for bulk user data. Another means would be to use preconfigured rules in VPLMN for VPLMN offered services.

Nevertheless, both the complexity of the overall solution and the required policy transfers should be kept to a minimum. For this to be possible, the there should be as few nodes with PEP/TPF as possible responsible for policing a single service, as long as both the home and visited operator have a level of control that is relative to the value of the service that they are providing. Furthermore, the PEP/TPF should be placed in a node where the control over a service is subject to the minimum number of relocation events when the UE moves within or without the AS. This means that the default location of PEP/TPF should be sufficiently deep in the home network instead of being near the network boundary, leaving a gateway in the home network as the most likely location. It might even be worth considering whether charging could be an access independent functionality, or whether TPF could be placed in HA.

Due to foreseen difficulties in establishing a common agreement regarding the identification and policing of, and charging for, a particular service between home and visited operators, it is necessary to consider what part of PEP/TPF functionality can be performed in the VPLMN. Assuming that the default location for PEP/TPF is in a home network gateway as argued above, the roles of VPLMN seem to focus on the provision of a necessary level of QoS control for both the HPLMN and the VPLMN, and charging collection in order for VPLMN to be able to verify HPLMN charging. The issue of potential local service provision such as local Internet breakout requires further PEP/TPF capabilities in the VPLMN, but has charging issues since the HPLMN cannot verify the charging using its own PEP/TPF.

Therefore, we propose the first architecture alternative to be taken as the basis for further development.
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