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1. Introduction
In the design of Inter-access gateway and 3GPP/non-3GPP access mobility, the location privacy and optimal routing requirements specified in TS 22.258 shall be carefully considered in order to ensure that the mobility design can support both requirements simultaneously.
In this contribution, we discuss location privacy and optimal routing requirements specified in TS 22.258 and clarify location privacy and IP address relationship. We also discuss the conceptual idea of local switching in order to support the optimal routing requirement. 
It should be noted that this discussion item needs to be discussed as a part of Inter 3GPP Access Mobility in “Idle” since it is the majority opinion to allocate the IP address even in the idle mode for session setup delay reduction and etc.

2. Requirements for location privacy and optimal routing
2.1 Location privacy
The description of location privacy in section 11.2.1 of TS22.258 is as follows:
It shall be possible to provide no disclosure, at any level of granularity, of location, location-related information, or information from which a user’s location can be determined, to unauthorised parties, including another party on a communication.

Looking the location information from the aspects of packet routing and mobility, the IP address is the primal information that needs to be carefully considered.
In the IP network, the IP address shows the topological location as well as the identifier of the node for which the IP address is assigned. Thus, in the simple IP network which forwards a packet based on the destination IP address of the packet, the receiver UE can track the sender location from the IP address of the sender by the mapping of IP address and geographical location which can become open by third party by using some techniques known as geolocating, for example.
In the first wave of Internet services most services were client-server based, thus the location traceability of the IP address have been of less concern. With the increased popularity of peer-to-peer services the tractability of the IP address is becoming an increased concern of the end-users. As telecom operators are moving towards VoIP based system the location information in the IP address becomes an increased problem as users for example are used to have the ability to use hidden number to perform anonymous calls. 

In the mobile world, the IP address can be used to track the UE movement, so that the issue becomes more serious than the case of the fixed terminal such as the home PC connected through the xDSL.
Therefore, if a mobile user wants to hide the location and movement, the IP address which shows the location should not be used for the communication, i.e. as the source address of the packet forwarding.
2.2 Optimal routing
The description of optimal routing in section 6.1 of TS22.258 is as follows:
The AIPN shall be able to efficiently handle a variety of different types of IP traffic including user-to-user and user-to-group traffic models. The routing of IP traffic, especially user-to-user traffic, shall be optimized.
The optimal routing can be achieved to transport packets between two peer nodes by using the shortest path in the core network. In the non-roaming communication case, optimal routing enables the packet to loop back at the nearest local switching point, while in the roaming case, packets are directly forwarded between visited networks. 
The figure 1 shows the concept of optimal routing in the case of non-roaming situation. Local switching point is a crossover router to loop back the packet if the destination is located in the same area of the local switching point. Upper local switching point is the crossover router which is the topologically upper node and aggregates two local switching points. Upper local switching point provides local switching function and forwards a packet if the communication peers are located in the different local switching points. 

Optimal routing is to use the nearest local switching point, which is located in-between two communication peers, to let the packets loop back. In figure1, the upper local switching point provides the function for the packet to loop back in the case of UE1-UE2 communication, whereas local switching point provides the function for the packet to loop back in the case of UE1-UE3 communication.
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Figure 1. Optimal routing in the non-roaming case
The figure 2 shows the concept of optimal routing in the case of roaming situation. Local switching point is the entity to select the forwarding path to the correspondent UE and loop back the packets if the network judged the data for a certain communication should be transported in the optimal route based on the user profile or operator policy, for example. Home gateway is the entity to provide the forwarding function if the UE or operator doesn’t want to use the optimal route.
Optimal routing in the roaming situation is to loop back the packets at the local switching point. In figure2, the packets for the communication between UE1 and UE2 get back via the local switching point, so that the propagation delay and jitter can be reduced by minimizing the length of path that the packets need to travel. It shall always be possible to use optimal routing if allowed by the home and visited network and the UE.
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Figure 2. Optimal routing in the roaming case

3. Discussion
The location privacy and optimal routing are the requirement for the SAE, and they need to be satisfied not only individually, but also simultaneously, i.e. optimized routing packet with location privacy. 
Considering the location privacy the IP address assigned to UE should not represent the topologically correct location. Thus, in the achievement of the optimal routing requirement with location privacy, the optimal routing solution shall not rely on the IP address assigned to UE that shows the exact location and enables the local switching point to loop back the packet by this information. 
From this consideration, the IP address should not be assigned from local switching points since such addresses show the location information that can be used to identify the granularity of the local switching point.
4. Proposal
Based on the above discussion, we propose to agree on the following policy for the IP address allocation for UE

-In order to ensure the location privacy in the case of optimal routing, the IP address for UE should not be allocated from the local switching points which show the topologically correct location information. 
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