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Introduction

One of the main objectives stated in TR 23.882 is to address the overall architecture aspects for the support of mobility between heterogeneous access networks, e.g., between I-WLAN access and 3GPP PS access. In order to contribute to the fulfilment of this objective, this paper first introduces a definition that clarifies when two access technologies can be considered to be heterogeneous. The paper then highlights the basic requirements that the solution targeting the mentioned objective of TR 23.882 needs to fulfil. The paper concludes that only an access independent mobility management scheme can fulfil the objectives stated in TR 23.882, and proposes that a solution based on Mobile IP is selected to address the mobility between heterogeneous access networks. It is further highlighted that this solution is relevant and valid for both architecture alternatives B-1 and B-2.
Defining heterogeneity

Inter-system mobility is an existing feature across GERAN- and UTRAN- based systems. The GGSN is a common anchor point, and a fixed IP point of attachment common to both RANs. In such scenarios, mobility is handled through mechanisms below the user-IP layer. This type of mobility necessitates that either each new access system needs to be designed such that it is reverse compatible (homogeneous) with earlier access technologies to allow existing mobility mechanisms to be re-used without significant adaptation, or the inter-access mobility management mechanisms needs to be revised each time a new access system is introduced in order to account for the properties of the new access technology. From the mobility management perspective, two access technologies are thus heterogeneous:

· If adaptation of one of the access technologies to the mobility scheme of the other is undesirable or not feasible; or
· If adaptation of an existing mobility scheme to at least one of the two access technologies is undesirable or not feasible.
The alternative approach is to shift the inter-system mobility management one layer higher in the protocol stack – i.e. the IP layer, which is common to any access technology that provides IP connectivity. This approach allows access agnostic mobility management support, possibly requiring additional support below IP layer only across selected access systems which require enhanced service continuity performance support.

Following these definitions, this paper argues that mobility management at the IP layer needs to be introduced in the evolved 3GPP architecture in order to allow new access systems (including non-3GPP access systems) to be introduced into the architecture without imposing dependencies (homogeneity) between these access technologies.

Note that for mobility across 3GPP and scenario 3 WLAN access, GTP tunnel switching could in principle be applied to switch the GTP tunnel between SGSN and TTG while maintaining a fixed IP address. This however is an example of an attempt to extend 3GPP mobility schemes beyond their original scope, resulting in negative consequences, some of which are listed below:

· It violates the original role of an IP address, which is that of uniquely identifying a network interface, since the terminal would use the same IP address in its WLAN and UTRAN/GERAN interfaces. This, in turn, would have negative repercussions in the terminal implementation complexity.

· Solution would provide mobility on top of WLAN 3GPP IP Access (scenario 3) and it is not applicable for WLAN Direct IP Access (scenario 2).

· Identification of the target SGSN or TTG to allow for the tunnel switching would demand the introduction of complex network procedures..

Requirements for mobility between heterogeneous access networks

The primary purpose of a solution for mobility between heterogeneous access systems is to assure that ongoing sessions (e.g., transport level connections) and active services can survive without any service specific support. However, the change of access system may be noticeable to the user, but there will be no need for the user/UE to re-establish the service or the transport level connections.

The mobility mechanism between heterogeneous access systems shall be access agnostic, therefore the solution shall rely on IP based protocols, and shall not present any requirements as to what mechanism is used below IP. In order to maintain the capability to utilize both IPv4 and IPv6 connectivity, both IPv4 and IPv6 mobile terminals shall be supported. The requirements to the access system (e.g., the number of IP based protocols supported by the access system) should be minimized to ease the deployment of the solution. The re-use of existing standardized protocols also ease the deployment. Moreover the mobility solution shall not compromise existing 3GPP services, such as IP flow based charging.
Mobile IP for mobility between heterogeneous access networks 

Mobile IP for IPv4 is specified in IETF RFC 3334 and Mobile IP for IPv6 is specified in IETF RFC 3775 and RFC 3776. These specifications contain protocol enhancements that allow transparent routing of IP datagrams to mobile nodes independently from their IP point of attachment. The Mobile IP architecture is depicted in the figure below. 
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Mobile IP is a suitable mechanism to fulfil the requirements for mobility between heterogeneous access networks:

· Without any service specific support it can assure that ongoing sessions (transport level connections) can survive the changes in the point of IP attachment. 

· It is access agnostic.

· It can be used both in IPv4 and IPv6 environments.

· It is the IETF standards track protocol for IP mobility.

· It can be deployed without changing the access system.

Conclusions and Proposal

Mobility between heterogeneous access systems is a key requirement of the evolved 3GPP system architecture. This demands an access agnostic mobility management solution which translates to a solution at the IP layer. It is worth to note that this conclusion introduces some convergence between architecture alternatives B-1 and B-2 in appendix B of TR 23.882. In architecture B-2 the IP-based mobility management overlay is represented by the term Inter-AS MM in figure B-2, and is applied for mobility also to- and from- the Evolved RAN. In architecture B-1 the access independent IP mobility management solution falls within the scope of the Evolved Packet Core, however, mobility across Evolved RAN and GERAN/UTRAN- based access may not need to rely on the support from the IP mobility management layer, if the evolved 3GPP access is designed in such a way that lower layer mobility management schemes adopted from earlier 3GPP releases.

Mobile IP is an existing mechanism that fulfils the requirements of heterogeneous access mobility and is valid for both architecture alternatives. The main difference is the set of access technologies that require mobility support from this layer. Therefore it is proposed to include the following changes in TR 23.882.

**** Start of 1st set of changes ****

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

[3]
3GPP TS 23.002: “Network Architecture”

[4]
3GPP TR 22.978 “All-IP network (AIPN) feasibility study”

[a1]
3GPP TR 22.987, " All-IP Network (AIPN) Feasibility Study  (Release 7)"

[a2]
IETF RFC 3344, "IP Mobility Support for IPv4"

[a3]
IETF RFC 3775, "Mobility Support in IPv6"

[a4]
IETF RFC 3776, “Using IPsec to Protect Mobile IPv6 Signaling Between Mobile Nodes and Home Agents”

**** End of 1st set of changes ****

**** Start of 2nd set of changes ****

5.X Terminal Mobility Requirements

5.X.1 Requirements for mobility within 3GPP access systems

[Editor’s note: This clause will contain requirements for mobility within the evolved 3GPP access system (E-UTRAN), and between the evolved (E-UTRAN) and existing 3GPP access systems (UTRAN, GERAN).]
5.X.2 Requirements for mobility between 3GPP and non-3GPP access systems 

One of the principal requirements of the evolved overall 3GPP architecture is to support terminal mobility as per the definition described in 3GPP TR22.978 [a1]. Therefore the architecture shall support mobility between different types of IP based access systems including mobility between IP based 3GPP access systems and IP based non-3GPP access systems.

The mobility solution between 3GPP and non-3GPP access systems shall have the following properties:

· It shall assure that ongoing sessions (e.g., transport level connections) and active services can survive the changes in the point of IP attachment without any service specific support. However, the change of access may be noticeable to the user, but there will be no need for the user/UE to re-establish the service or the transport level connections.

· It shall be based on IP based protocols, and shall not present any requirements as to what mechanism is used below IP.

·  Both IPv4-only and IPv6-capable mobile terminals shall be supported.

· Existing services of the legacy 3GPP access systems shall not be degraded (e.g., IP flow based charging shall still be possible in GGSN and PDG).

During the design of the global terminal mobility solution the following issues should be considered:

· The requirements to the access system (e.g., the number of IP based protocols supported by the access system) should be minimized to ease the deployment of the solution. 
· IPv6 capable terminal using IPv6 services shall be able to continue using those services after moving from IPv6 access system to IPv4 only access system.
· It should re-use existing standardized protocols as much as possible.

· The effects of a change of access to the user services should be minimized.

**** End of 2nd set of changes ****

**** Start of 3rd set of changes ****

6.Y Terminal mobility

6.Y.1 Mobility within 3GPP access systems

[Editor’s note: This clause will describe mobility within the evolved 3GPP access system (E-UTRAN), and between the evolved (E-UTRAN) and existing 3GPP access systems (UTRAN, GERAN).]
6.Y.2 Mobility between 3GPP and non-3GPP access systems

6.Y.2.1 Introduction

The purpose of this clause is to describe mobility between IP based 3GPP access systems and IP based non-3GPP access systems according to the requirements introduced in clause 5.X.2. 

Mobile IP is a suitable mechanism to fulfil the requirements set in clause 5.X.2. Mobile IP for IPv4 is specified in RFC 3334 [a2] and Mobile IP for IPv6 is specified in RFC 3775 [a3] and RFC 3776 [a4]. These specifications contain protocol enhancements that allow transparent routing of IP datagrams to mobile nodes independently from their point of IP attachment. The subsequent clause(s) describes how Mobile IP can be used for mobility between 3GPP and non-3GPP access systems.

6.Y.2.2 Mobile IP for mobility between 3GPP and non-3GPP access systems

In order to provide mobility between IP based 3GPP access systems and IP based non-3GPP access systems the Home Agent(s) (HA) are located in the network of the 3GPP operators. The Home Address is assigned by the network where the Home Agent is located. The HA can be accessed from any type of access network, including GPRS access systems that use GERAN and/or UTRAN radio technology, the evolved 3GPP access system, the 3GPP I-WLAN access systems and non-3GPP access systems. 

[Editor’s note: The location of the HA, e.g., the relation of the HA and the GGSN/PDG is FFS.]

Operators can define policies at what extent the mobility service provided by the HA (as in case of any other provided services) is useable from different access systems. For example an operator can define that via WLAN Direct IP Access only a subset of the provided services are available.

In case of Mobile IPv4 both co-located care-of address and Foreign Agent (FA) care-of address modes shall be supported. The former allows faster deployments (less implementation requirements) and avoids introduction of functionality that is only required for IPv4. FA mode can be deployed as an optimisation, removing any Mobile IP specific tunnelling over the radio interface.
In case of Mobile IPv6 both bi-directional tunnelling and route optimization modes shall be supported. The former does not require Mobile IPv6 support from the Correspondent Node. The latter requires Mobile IPv6 support from the Correspondent Node but allows natural and more efficient routing of IP packets. For Mobile IPv6 it should be possible to maintain the IPv6 connectivity even after moving to IPv4 only access system. Therefore, the required IP transition mechanism should be implemented as part of the Mobile IPv6.
[Editor’s note: The used IP transition technology is FFS. But e.g. Dual Stack Mobile IP like solution could be used.]
When the mobile terminal behaves as a Mobile Node according to the Mobile IP specifications [a2, a3 and a4], the session continuity is provided for services using its home address. When PDG is used for the IP access, i.e., I-WLAN 3GPP IP Access and the mobility between 3GPP and non-3GPP access systems is enabled, the mobile terminal should use remote IP allocated via the PDG as the (co-located) care-of address in Mobile IP.
[Editor’s note: The details, such as the supported Mobile IP options, and security features, are FFS.]

**** End of changes ****

3GPP

SA WG2 TD


_1171976728.ppt








Other Network



Visited Network



Home Network

Mobile

Node

Foreign

Agent

Home

Agent

Correspondent

Node

Path with Route optimization (IPv6 only)

Path without Route optimization

Path involving FA (IPv4 only)

Tunneling applied








