Brainstorming

1 Scope

Session establishment

2 Identifying Subscriptions

2.1 Negotiation at Registration

Negotiation of device capabilities. The objective is to be identified in the system to be able to use services. This will occur at Registration time.

3 Invoking a Multimedia Session

Creating a Multimedia Session

3.1 Identification of Entities

Initiating and Terminating called entities.

3.2 Authentication/Registration

Verification of user authorization to use network resources.

3.3 End user device independence

Flexibility of the UE. UE/TE separation.

3.4 Negotiation at Usage

Mapping what the user wants to what the service that can be provided and the devices (at each end) can support. Session capability negotiation.

3.5 Service Selection

Type of Communication

Identification of initial media types. Media is something recognised by the user as a component of a session; e.g. video, voice, text etc.).

4 During a session

4.1 User Modification of Media

QoS may be re-negotiated during the session by the user adding or removing media.

4.2 Operator modification
Operator modification of QoS. 

4.2.1 Availability of network resources

Dynamic modification of resources due to roll-out availability .

Possible network awareness of the criticality of applications resource requirements.

4.3 Suspending

4.4 Forwarding a session

5 Ending a Session

5.1 Ending

Associations for one session

Active relationships

Do I want to keep this up for later?

Do I want to close it?

6 Accepting a Session (Called)

6.1 Identification

Presentation of session media characteristics, identification of initiating entity, identification of cost implications of accepting a session. 

6.2 Negotiation

6.3 Accepting

6.4 Rejecting

6.5 Forwarding

6.6 Delay

Accept session when capabilities match.

7 Personalising/Customising service usage

I don’t want to receive certain types of media sessions on certain types of devices/conditions.

Is this all at the application level?

7.1 Filtering

8 Emergency

9 Interesting things to look at

[Virus identification (could be done at any point in the network); could be at the application level.]

10 Collection of charging information

10.1 Charging

Capabilities for charging. Ability to be able to 

10.2 Network statistics

