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*** START OF CHANGES ***
I.10.5.1.2	NSWO support in SNPN using CH with AAA server via 5GC
[image: ]





Figure I.10.5.1.2-1 - Procedure for NSWO authentication using CH with AAA server via 5GC
1-5. Same as steps 1-5 of clause S.3.2, except that SUCI is replaced with SUPI. If the EAP method supports privacy and the UE is configured to use anonymous SUPI, the UE sends an anonymous SUPI.	
6. Same as steps 3 of clause I.2.2.2, except that SUCI is replaced with SUPI and NSWO_indicator is also sent to the UDM by the AUSF. 
7-136. Same as steps 4-103 of clause I.2.2.2.2.
14-16. Same as steps 11-13 of clause I.2.2.2.2 except that the AUSF shall include the NSWO indicator in step 14. Based on the NSWO indicator received in step 14, the UDM shall not perform the linking increased home control to subsequent procedures (as stated in present document clause 6.1.4) since there is no subsequent procedures after NSWO procedure.
Remaining steps are performed as described in steps 16-18d of clause S.3.2.


*** END OF CHANGES ***
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