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<<<<<<<<<<<<<<<<<       First Change      >>>>>>>>>>>>>>>
8.4
Handover Signalling

8.4.1

Handover Preparation

8.4.1.1
General

The purpose of the Handover Preparation procedure is to request the preparation of resources at the target side via the EPC. There is only one Handover Preparation procedure ongoing at the same time for a certain UE.

8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation
The source eNodeB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNodeB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNodeB shall indicate the appropriate cause value for the handover in the Cause IE. 

The source eNodeB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message. 

In case of intra-system handover, the container shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in [19]. If the handover is to GERAN A/Gb mode then the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE.

When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNodeB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNodeB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.
In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in [19]. In case of inter-system handover to GERAN A/Gb mode, the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in [18].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNodeB to Target eNodeB Transparent Container IE of the HANDOVER REQUIRED message and it is set to “DL forwarding proposed”, it indicates that the source eNodeB proposes forwarding of downlink data.
The source eNodeB may include the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message if a direct data path is available. 

If the HANDOVER REQUIRED message does not contain the Direct Forwarding Path Availability IE then indirect forwarding may be applied, if available.

The source eNodeB may include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in [9]. The source eNodeB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. In case of inter-system handover from E-UTRAN, the source eNodeB shall indicate in the Target ID IE, in case of inter-system handover to UTRAN, the Target RNC-ID of the RNC, in case of inter-system handover to GERAN A/Gb mode the Cell Global Identity (including the Routing Area Code) of the cell in the target system.

If the HANDOVER COMMAND message contains DL GTP TEID IE and DL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB accepts the forwarding of downlink data for this bearer, proposed by the source eNB.

If the HANDOVER COMMAND message contains UL GTP TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Subject to Forwarding List IE then the target eNB requests forwarding of uplink data for this bearer.

For handover to an external system the eNB shall use the NAS downlink COUNT IE received in the HANDOVER COMMAND message as specified in [15].
Interactions with E-RAB Management procedures:

If, after a HANDOVER REQUIRED message is sent and before the Handover Preparation procedure is terminated, the source eNB receives a MME initiated E-RAB Management procedure on the same UE associated signaling connection, the source eNB shall either:

1.
cancel the Handover Preparation procedure by executing the Handover Cancel procedure with an appropriate cause value "Interaction with other procedure”. After successful completion of the Handover Cancel procedure, the source eNB shall continue the MME initiated E-RAB Management procedure

or

2.
terminate the MME initiated E-RAB Management procedure by sending the appropriate response message with the cause value “Handover Triggered” to the MME and then the source eNB shall continue with the handover procedure.
8.4.1.3
Unsuccessful Operation
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Figure 8.4.1.3-1: Handover preparation: unsuccessful operation
If the EPC or the target system is not able to accept any of the bearers or a failure occurs during the Handover Preparation, the MME sends the HANDOVER PREPARATION FAILURE message with an appropriate cause value to the source eNodeB. 

8.4.1.4
Abnormal Conditions

8.4.2

Handover Resource Allocation

8.4.2.1
General

The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNodeB for the handover of a UE. 

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation
The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNodeB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which may contain roaming area or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context.

The eNB should use the information in Handover Restriction List IE to determine a target cell for handover. If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no access restriction applies to the UE.

Upon receiption of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC operation possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the received SRVCC operation possible in the UE context and use it as defined in [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use to derive the security configuration as specified in [15] 

If the Trace activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in [10].
If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNodeB to Target eNodeB Transparent Container IE, the target eNB shall store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in [14].

Upon reception of the UE History Information IE, which is included within the Source eNodeB to Target eNodeB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory and may collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.
After all necessary resources for the admitted E-RABs have been allocated the target eNodeB generates the HANDOVER REQUEST ACKNOWLEDGE message. The target eNodeB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell shall be included in the E-RABs Failed to Setup List IE.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP TEID IE and the DL Transport Layer Address IE IE within the E-RABs Admitted List IEs IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.
The DL GTP tunnel endpoint in the DL GTP TEID IE may be different from the corresponding GTP tunnel endpoint in GTP TEID IE in the E-RABs Admitted Item IEs IE of the HANDOVER REQUEST ACKNOWLEDGE message depending on implementation choice.
If the HANDOVER REQUEST ACKNOWLEDGE message contains UL GTP TEID IE and UL Transport Layer Address IE for a bearer in E-RABs Admitted List IE then the target eNB requests forwarding of uplink data for this bearer.

If the Request Type IE is included in the HANDOVER REQUEST message then the target eNB should perform the requested location reporting functionality for the UE as described in section 8.11.
8.4.2.3
Unsuccessful Operation
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Figure 8.4.2.3-1: Handover resource allocation: unsuccessful operation
If the target eNodeB is not able to admit any of the E-RABs or a failure occurs during the Handover Preparation, it shall send the HANDOVER FAILURE message to the MME with an appropriate cause value. 

If the target eNodeB receives a HANDOVER REQUEST message containing RRC Container IE that does not include required information as specified in [16], the target eNodeB shall send the HANDOVER PREPARATION FAILURE message to the MME.

8.4.2.4
Abnormal Conditions

If the eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in [13]), and which does not contain the GBR QoS Information IE, the eNB shall not admit the corresponding E-RAB.  

If the eNB receives a HANDOVER REQUEST message containing several E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the eNB shall not admit the corresponding E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is not contained in the Source eNodeB to Target eNodeB Transparent Container IE whereas available in the source eNB, the target eNB shall trigger a local error handling.
8.4.3

Handover Notification

8.4.3.1
General

The purpose of the Handover Notification procedure is to indicate to the MME that the UE has arrived to the target cell and the S1 handover has been successfully completed.

8.4.3.2
Successful Operation
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Figure 8.4.3.2-1: Handover notification
The target eNodeB shall send the HANDOVER NOTIFY message to the MME when the UE has been identified in the target cell and the S1 handover has been successfully completed.
8.4.3.3
Abnormal Conditions

8.4.4
Path Switch Request

8.4.4.1
General

The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.

8.4.4.2
Successful Operation
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Figure 8.4.4.2-1: Path switch request: successful operation

The eNodeB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME. 

If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the Ue Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.

After all necessary updates including the UP path switch have been successfully completed in the EPC for at least one of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall send the PATH SWITCH REQUEST ACKNOWLEDGE message to the eNodeB and the procedure ends. 

In case the EPC failed to perform the UP path switch for at least one, but not all, of the E-RABs included in the PATH SWITCH REQUEST E-RAB To Be Switched in Downlink List IE, the MME shall include the E-RABs it failed to perform UP path switch in the PATH SWITCH REQUEST ACKNOWLEDGE E-RAB t To Be Released List IE. In this case, the eNB shall release the corresponding data radio bearers, and the eNB shall regard the E-RABs indicated in the E-RAB To Be Released List IE as being fully released.
Upon reception of the PATH SWITCH REQUEST ACKNOWLEDGE message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it for next X2 or Intra eNB handovers as specified in [15].

The PATH SWITCH REQUEST ACKNOWLEDGE message may contain 

· the UE Aggregate Maximum Bit Rate IE 

If the UE Aggregate Maximum Bit Rate IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE the eNB shall
· replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context; the eNB shall use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE. 
If the UE Aggregate Maximum Bit Rate IE is not contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall use the previously provided UE Aggregate Maximum Bit Rate which is stored in the UE context.

In case the EPC decides to change the uplink termination point of the tunnels it may include the E-RAB To Be Switched in Uplink List IE in the PATH SWITCH REQUEST ACKNOWLEDGE message to specify a new uplink transport layer address and uplink GTP-TEID for each respective E-RAB for which it wants to change the uplink tunnel termination point. 

When the eNodeB receives the PATH SWITCH REQUEST ACKNOWLEDGE message and if this message includes the E-RAB To Be Switched in Uplink List IE, the eNodeB shall start delivering the uplink packets of the concerned E-RABs to the new uplink tunnel endpoints as indicated in the message.

8.4.4.3
Unsuccessful Operation
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Figure 8.4.4.3-1: Path switch request: unsuccessful operation
If the EPC fails to switch the downlink GTP tunnel endpoint towards a new GTP tunnel endpoint for all E-RAB included in the E-RAB To Be Switched in Downlink List IE during the execution of the Path Switch Request procedure, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNodeB with an appropriate cause value. 

8.4.4.4
Abnormal Conditions

If the MME receives a PATH SWITCH REQUEST message containing several E-RAB ID IEs (in the E-RAB To Be Switched in Uplink List IE) set to the same value, the MME shall send the PATH SWITCH REQUEST FAILURE message to the eNB.
8.4.5

Handover Cancellation

8.4.5.1
General

The purpose of the Handover Cancel procedure is to enable a source eNB to cancel an ongoing handover. The Handover Cancel procedure may not be initiated by the source eNB during the Handover Preparation procedure after 
-
the source eNB has initiated the execution of the handover via the Uu interface

except if
-
the UE has returned to the source eNB by transmitting an RRC message which indicates that the UE considers the source eNB as its serving eNB
The procedure uses UE-associated logical S1-connection. 

8.4.5.2
Successful Operation
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Figure 8.4.5.2-1: Handover Cancel procedure. Successful operation.


The source eNB initiates the procedure by sending a HANDOVER CANCEL message to the EPC. 

The HANDOVER CANCEL message 
shall indicate the reason for cancelling the handover by the appropriate value of the Cause IE 

Upon reception of a HANDOVER CANCEL message, the EPC shall terminate the ongoing Handover Preparation procedure, release any resources associated with the handover preparation and send a HANDOVER CANCEL ACKNOWLEDGE message to the source eNB.

Transmission and reception of a HANDOVER CANCEL ACKNOWLEDGE message terminate the procedure in the EPC and in the source eNB. After this, the source eNB does not have a prepared handover for that UE-associated logical S1-connection.

8.4.5.3
Unsuccessful Operation

Not applicable.

8.4.5.4
Abnormal Conditions

Not applicable.
8.4.6

eNB Status Transfer

8.4.6.1

General

The purpose of the eNB Status Transfer procedure is to transfer the uplink PDCP-SN and HFN receiver status and the downlink PDCP-SN and HFN transmitter status from the source to the target eNodeB via the MME during an intra LTE S1 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.

8.4.6.2

Successful Operation


[image: image9.emf] 

eNodeB  

eNB  STATUS T RANSFER  

MME  


Figure 8.4.6.2-1: eNB Status Transfer procedure

The source eNodeB initiates the procedure by stop assigning PDCP SNs to downlink SDUs and sending the eNB STATUS TRANSFER message to the MME at the time point when it considers the transmitter/receiver status to be freezed. 

At that point of time, the source eNodeB either:

-
discard the uplink packets received out of sequence for a bearer and include the bearer in the E-RABs Subject to Status Transfer List IE to indicate that PDCP SN status preservation applies for the bearer, 

-
forward the uplink packets received out of sequence for a bearer and, if status preservation applies for the bearer, include the bearer in the E-RABs Subject to Status Transfer List IE to indicate that PDCP SN status preservation applies for the bearer,

-
send the uplink packets received out of sequence to the EPC for each bearer for which the PDCP SN status preservation doesn’t apply.
The source eNB may also include in the eNB STATUS TRANSFER message the missing and received uplink SDUs in the Receive Status Of UL PDCP SDUs IE for each bearer for which the source eNB has accepted the request from the target eNB for uplink forwarding.
8.4.6.3
Unsuccessful Operation

Not applicable.

8.4.6.4

Abnormal Conditions


8.4.7

MME Status Transfer

8.4.7.1

General

The purpose of the MME Status Transfer procedure is to transfer the uplink PDCP-SN and HFN receiver status and the downlink PDCP-SN and HFN transmitter status from the source to the target eNodeB via the MME during an S1 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.

8.4.7.2

Successful Operation
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Figure 8.4.7.2-1: MME Status Transfer procedure

The MME initiates the procedure by sending the MME STATUS TRANSFER message to the eNB. 

For each bearer within the E-RABs Subject to Status Transfer List IE within the eNB Status Transfer Transparent Container IE for which the UL COUNT value IE is received in the MME STATUS TRANSFER message, the target eNodeB shall use it and not deliver any uplink packet which has a PDCP SN lower than the value contained in the PDCP SN IE of this IE.

For each bearer in E-RABs Subject to Status Transfer List IE within the eNB Status Transfer Transparent Container IE received in the MME STATUS TRANSFER message, the target eNodeB shall use DL COUNT valueIE for the first downlink packet for which there is no PDCP SN yet assigned.

If the Receive Status Of UL PDCP SDUs IE is included for at least one bearer in the eNB Status Transfer Transparent Container IE of the MME STATUS TRANSFER message, the target eNB may use it in a Status Report message sent to the UE over the radio.
8.4.7.3
Unsuccessful Operation

Not applicable.

8.4.7.4

Abnormal Conditions

If the target eNodeB receives this message for a UE for which no prepared handover exists at the target eNodeB, the target eNodeB shall ignore the message. 

<<<<<<<<<<<<<<<<<       End of Changes      >>>>>>>>>>>>>>>
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