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1. Overall Description
RAN3 would like to inform CT4 that RAN3 has introduced a new SON (Self-Optimizing Network) mechanism over S1 interface. The mechanism consists in exchanging IP addresses between two neighbour eNBs so that they can use them to establish the X2 interface between them. 

When the two eNBs belong to the same pool, the mechanism uses only the S1 interface and is typically made of the following steps:

1. eNB A would like to set up the X2 interface with a neighbour eNB B for which it knows the identity (eNB B ID) but not an IP address suitable for X2,
2. eNB A sends over S1 an eNB CONFIGURATION TRANSFER message which contains a request for the X2 TNL IP address information and the eNB B identity,
3. MME transfers the request to the eNB B over S1 in an MME CONFIGURATION TRANSFER message,

4. eNB B responds by sending an eNB CONFIGURATION TRANSFER message over S1 including its requested X2 TNL IP addresses and the identity of eNB A for the routing,

5. the MME relays the provided IP addresses to eNB A in an MME CONFIGURATION TRANSFER message. 
6. the eNB A sends an SCTP INIT chunk to eNB B over X2 using one of the received IP addresses of eNB B. 

The corresponding RAN3 CR is attached. In this CR the IP addresses are included in a generic “SON INFORMATION” container relayed by the MME. This container has been defined to transport SON configuration information.
RAN3 would see advantage to extend this mechanism to the case of the two neighbour eNBs belong to two different pool areas (scenario of two eNBs close to the pool borders). In RAN3 understanding, this inter-MME scenario would add a step 2bis and 4bis:
1. eNB A would like to set up the X2 interface with a neighbour eNB B for which it knows the identity (eNB B ID) but not an IP address suitable for X2,

2. eNB A sends over S1 an eNB CONFIGURATION TRANSFER message which contains a request for the X2 TNL IP address (included in SON Information Container) and the eNB B identity,

2bis.Source MME1 transparently tunnels the SON Container to the target MME2, over the S10 interface.

3. Target MME2 transfers the request to the eNB B over S1 in an MME CONFIGURATION TRANSFER message,

4. eNB B responds by sending an eNB CONFIGURATION TRANSFER message over S1 including its requested X2 TNL IP addresses (included in SON Information Container) and the identity of eNB A for the routing,

4bis. MME2 transparently tunnels the SON Container to MME1, over the S10 interface.

5. MME1 relays the SON Information Container (including the IP addresses) to eNB A in an MME CONFIGURATION TRANSFER message. 

6. eNB A sends an SCTP INIT chunk to eNB B over X2 using one of the received IP addresses of eNB B. 

2. Actions 
To CT4 : 
RAN3 kindly request CT4 to introduce the required message or IE, over S10, to meet RAN3 requirement. 
To SA2 : 
RAN3 kindly request SA2 to take this into account and update any specification, if changes are necessary. 

3. Date of Next RAN3 Meetings:
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