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	Reason for change:
	In Rel-16 and Rel-17 IAB, the MME/AMF authorizes the IAB-node during network integration. TS 38.401 presently does not describe the RAN’s behavior in case the IAB-node is not authorized.

TS 38.401 presently does not describe the RAN’s behavior when receiving an authorization change from the MME/AMF.

RAN3 agreed that during IAB-MT migration for an IAB-node operating in SA, the authorization status is also included in the XnAP HANDOVER REQUEST message and in the NGAP PATH SWITCH ACKNOWLEDGE message to the target IAB-donor-CU. However, TS 38.401 presently does not describe the behavior of the receiving IAB-donor.

	
	

	Summary of change:
	A section on IAB-node authorization is added to TS 38.401. This section describes the RAN's behavior when receiving the IAB-node authorization indicator for the IAB-node.

The general behavior of the IAB-donor-CU receiving the IAB-node’s authorization status is the following:
· In case the authorization status is “not authorized”, the IAB-donor-CU does not configure BAP address, BAP configuration or IP address, or, in case these parameters are already configured, it removes the configuration of these parameters.
· In case the authorization status is “authorized”, the IAB-donor-CU follows phase 2 and phase 3 of the respective network integration procedure.

In many IAB scenarios, the RAN node receiving the IAB-node’s authorization status from the AMF/MME is not the IAB-donor. In these cases, the authorization status is passed via Xn/X2 to the IAB-donor. This applies to the following scenario:
· (1): The IAB-node is dual-connected to an eNB and an IAB-donor operating in ENDC. In this case, the authorization status is passed via the SeNB Addition/Modification Request message.
· (2): The IAB-node is dual-connected to a non-IAB-capable gNB and an IAB-donor, and the non-IAB-capable gNB is the MN. In this case, the authorization status is passed via the SN Addition/Modification Request message.
· (3) The IAB-MT is connected with a non-F1-terminating IAB-donor and the IAB-DU has F1 connection with an F1-terminating IAB-donor. In this case, the authorization status is sent from the non-F1-terminating IAB-donor to the F1-terminating IAB-donor via the Transport Management Modification Request message.

Impact analysis
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release).
This CR has impact on the functional point of view, will only impact the RAN handling for the authorization status for an Rel-17 IAB-node from CN.


	
	

	Consequences if not approved:
	If the CN sends authorization status for an Rel-17 IAB-node the RAN, the RAN does not know how to use the received authorization status.  
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8.9.Y IAB-node authorization
8.9.Y.1	IAB-node in NSA
During the IAB-node integration procedure, the eNB receives the authorization status of the IAB-node from the EPC. The eNB forwards the authorization status to the IAB-donor-CU in the SGNB ADDITION REQUEST message. If the authorization status is “not authorized”, the IAB-donor-CU neither establishes the backhaul resources nor allocates any BAP address, TNL address or default BAP configuration for this IAB-node. 
When the authorization status for the IAB-node changes, the EPC sends an updated authorization status to the IAB-MT’s eNB. The eNB forwards the authorization status to the IAB-donor-CU in the SGNB ADDITION REQUEST message or SGNB MODIFICATION REQUEST message. 
In case the authorization status is “not authorized”, the IAB-donor-CU performs the following actions in this order: it attempts to hand over the UEs served by the IAB-node to other cell(s), releases the F1 interface towards the IAB-DU, and releases all backhaul resources (including the BAP address, TNL address and default BAP configuration) for this IAB-node. In case the authorization status is changed back from “not authorized” to “authorized”, the phase 2 and phase 3 of the IAB-node integration procedure as defined in clause 8.12 are carried out.
8.9.Y.2	IAB-node with single IAB-donor in SA
8.9.Y.2.1 IAB-node is single-connected
During the IAB-node network integration or RLF recovery, the IAB-donor-CU receives the authorization status of the IAB-node from the 5GC. Also, during the mobile IAB-MT migration procedure, the target IAB-donor-CU receives the authorization status of the mobile IAB-node from the source IAB-donor-CU as well as from the 5GC when performing the Path Switch procedure. If the authorization status is “not authorized”, the IAB-donor-CU neither establishes the backhaul resources nor allocates any BAP address, TNL address or default BAP configuration for this IAB-node. When the authorization status for the IAB-node changes, the 5GC sends an updated authorization status to the IAB-donor-CU. When the authorization status received by the IAB-donor-CU changes, the IAB-donor-CU performs the SA equivalent of the steps described for NSA in 8.9.Y.1.
8.9.Y.2.2 IAB-node is NR dual-connected 
In case the IAB-node is dual-connected to the IAB-donor-CU, the IAB-donor-CU receives the authorization status of the IAB-node from the 5GC. Upon reception of the authorization status, the IAB-donor-CU performs the SA equivalent of the steps described for NSA in 8.9.Y.1.
In case the IAB-node is dual-connected to a non-IAB-capable gNB and to an IAB-donor-CU, the MN receives the authorization status of the IAB-node from the 5GC. If the MN is the non-IAB-capable gNB and the SN is the IAB-donor-CU, the MN forwards the authorization status to the IAB-donor-CU in the S-NODE ADDITION REQUEST message or S-NODE MODIFICATION REQUEST message. Upon reception of the authorization status, the IAB-donor-CU performs the SA equivalent of steps described for NSA in 8.9.Y.1. If the MN is the IAB-donor-CU and the SN is not the non-IAB-capable gNB, the IAB-donor-CU performs the SA equivalent of the steps described for NSA in 8.9.Y.1.
8.9.Y.3	IAB-node is served by two IAB-donors in SA
In case the IAB-MT only connects to the non-F1-terminating IAB-donor-CU or in case the IAB-MT is NR dual-connected with the non-F1-terminating IAB-donor-CU as the MN, the non-F1-terminating IAB-donor-CU sends the authorization status received from the 5GC to the F1-terminating IAB-donor-CU in the IAB-TRANPORT MIGRATION MODIFICATION REQUEST message. Upon reception of the authorization status, the F1-terminating IAB-donor-CU performs the SA equivalent of steps described for NSA in 8.9.Y.1. If the authorization status is “not authorized”, the F1-terminating IAB-donor-CU sends to the non-F1-terminating IAB-donor-CU an IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message requesting the release of all offloaded traffic, after which the non-F1-terminating IAB-donor-CU releases the offloaded traffic and all backhaul resources, BAP address, TNL address and default BAP configuration for the IAB-node.
In case the IAB-MT is NR dual-connected, where the MN is the F1-terminating IAB-donor-CU and the SN is a non-F1-terminating IAB-donor-CU, upon reception of the authorization status the IAB-node’s authorization procedure follows the same steps as described in 8.9.Y.2.
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