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The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.
For signalling only connections and if the UE Context Request IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.
[bookmark: _Toc138760399]8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Initial context setup: successful operation
In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.
If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.
If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-	attempt to execute the requested PDU session configuration;
-	store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];
-	store the received Mobility Restriction List in the UE context;
-	store the received UE Radio Capability in the UE context;
-	store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];
-	store the received UE Security Capabilities in the UE context;
-	store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use;
-	if supported, store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [31];
-	store the received NR V2X Services Authorization information, if supported, in the UE context;
-	store the received LTE V2X Services Authorization information, if supported, in the UE context;
-	store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services;
-	store the received LTE UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services;
-	store the received PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.287 [33];
-	store the received Management Based MDT PLMN List information, if supported, in the UE context;
-	if supported, store the received IAB Authorization information in the UE context, and use it accordingly for the IAB-MT;
-	store the received 5G ProSe Authorization information in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-	store the 5G ProSe UE PC5 Aggregate Maximum Bit Rate in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-	store the 5G ProSe PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.304 [47];
-	if supported, store the received Mobile IAB Authorization information in the UE context, and use it accordingly for the mobile IAB-MT as defined in TS 38.401[2].
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
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8.3.4	UE Context Modification
[bookmark: _Toc20954867][bookmark: _Toc29503304][bookmark: _Toc29503888][bookmark: _Toc29504472][bookmark: _Toc36552918][bookmark: _Toc36554645][bookmark: _Toc45651898][bookmark: _Toc45658330][bookmark: _Toc45720150][bookmark: _Toc45798030][bookmark: _Toc45897419][bookmark: _Toc51745619][bookmark: _Toc64445883][bookmark: _Toc73981753][bookmark: _Toc88651842][bookmark: _Toc97890885][bookmark: _Toc99122960][bookmark: _Toc99661763][bookmark: _Toc105151824][bookmark: _Toc105173630][bookmark: _Toc106108629][bookmark: _Toc106122534][bookmark: _Toc107409087][bookmark: _Toc112756276][bookmark: _Toc120536770]8.3.4.1	General
The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.
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Figure 8.3.4.2-1: UE context modification: successful operation
Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-	if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
-	if supported, store the received Mobile IAB Authorization information in the UE context. If the Mobile IAB Authorized IE is set to "not authorized" for a mobile IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the mobile IAB-node will not serve any UE(s) according to TS 38.401[2].
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.4.2	Handover Resource Allocation
8.4.2.1	General
The purpose of the Handover Resource Allocation procedure is to reserve resources at the target NG-RAN node for the handover of a UE. The procedure uses UE-associated signalling.
8.4.2.2	Successful Operation


Figure 8.4.2.2-1: Handover resource allocation: successful operation
The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

<<<<<<<<<<<<<<<<<<<< Unaffected part is skipped >>>>>>>>>>>>>>>>>>>>
If the IAB Authorized IE is contained in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, consider that the handover is for an IAB node.
If the Mobile IAB Authorized IE is contained in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, consider that the handover is for a mobile IAB-node. If the Mobile IAB Authorized IE is set to "not authorized" for a mobile IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the mobile IAB-node will not serve any UE(s) as defined in TS 38.401[2]. In addition, if the No PDU Session Indication IE is contained in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, consider the mobile IAB-MT does not have any PDU sessions activated, ignore the PDU Session Resource Setup List IE, and it shall not take any action with respect to PDU session setup.
If the Enhanced Coverage Restriction IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it as defined in TS 23.501 [9].
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The purpose of the Path Switch Request procedure is to establish a UE associated signalling connection to the 5GC and, if applicable, to request the switch of the downlink termination point of the NG-U transport bearer towards a new termination point. The procedure uses UE-associated signalling.
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Figure 8.4.4.2-1: Path switch request: successful operation
The NG-RAN node initiates the procedure by sending the PATH SWITCH REQUEST message to the AMF. Upon reception of the PATH SWITCH REQUEST message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transparently transfer the Path Switch Request Transfer IE to the SMF associated with the concerned PDU session.
<<<<<<<<<<<<<<<<<<<< Unaffected part is skipped >>>>>>>>>>>>>>>>>>>>
If the 5G ProSe PC5 QoS Parameters IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, use it as defined in TS 23.304 [47].
If the IAB Authorized IE is contained in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store the received IAB Authorization information in the UE context. If the IAB Authorized IE is set to "not authorized" for an IAB-MT, the NG-RAN node shall, if supported, initiate actions to ensure that the IAB node will not serve any UE(s).
[bookmark: _Hlk151710686]If the Mobile IAB Authorized IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the NG-RAN node shall, if supported, store the received mobile IAB Authorization status in the UE context of the mobile IAB-MT. If the Mobile IAB Authorized IE for a mobile IAB-MT is set to "not authorized", the NG-RAN node shall, if supported, ensure that the mobile IAB-node will not serve any UE(s) as defined in TS 38.401[2].
Interactions with RRC Inactive Transition Report procedure:
If the RRC Inactive Transition Report Request IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message and set to "single RRC connected state report" and the UE is in RRC_CONNECTED state, the NG-RAN node shall, if supported, send one RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE.
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>
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