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	Reason for change:
	RAN3 agreed that PCI Space Partitioning via OAM can be used for PCI collision avoidance in some cases, e.g., to avoid PCI collision between stationary cell and mobile IAB cell. And once PCI collision is detected F1-terminating donor can reconfigure PCI using existing F1AP message. 
	RAN3#117 agreement:
PCI space partitioning via OAM configuration can be used in some cases for avoidance of PCI collisions. 
RAN3#117bis agreements:
PCI Space Partitioning is performed by OAM and up to implementation.
As baseline, to avoid PCI collision, F1-terminating IAB-donor can reconfigure PCI for the cell of mobile IAB-DU via existing F1AP message.
PCI collision can be detected by the F1-terminating IAB-donor of the mobile IAB-node.


However, these agreements on PCI collision avoidance has not been captured in specification. 
On the other hand, RAN3 agreed the transfer and handling of mobile IAB authorization status during mobile IAB-MT migration. However, the handling of mobile IAB authorization status and IAB donor behaviour during mobile IAB-MT migration has not been captured in specification. 

	
	

	Summary of change:
	Add stage 2 description for PCI partitioning via OAM and authorization handling during MT migration for mobile IAB. 

Impact analysis
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release).
[bookmark: _GoBack]This CR has no impact on the functional point of view.


	
	

	Consequences if not approved:
	Stage 2 description for PCI partitioning via OAM and authorization handling during MT migration for mobile IAB is missing. 

	
	

	Clauses affected:
	8.9.14, 8.9.x(new)

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	-



	This CR's revision history:
	· 



Page 1






[bookmark: _Toc52574109][bookmark: _Toc98868180][bookmark: _Toc98868183][bookmark: _Toc46488688][bookmark: _Toc52574195][bookmark: _Toc100877284][bookmark: _Toc105927835][bookmark: _Toc99731172][bookmark: _Toc105511303][bookmark: _Toc106110375][bookmark: _Toc99038909]-------------------------------------------Start of changes-------------------------------------------
[bookmark: _Toc155906893][bookmark: _Toc98351799][bookmark: _Toc107829580][bookmark: _Toc105704490][bookmark: _Toc106108608][bookmark: _Toc98748097][bookmark: _Toc155905848][bookmark: _Toc112703339]8.9.14	Mobile IAB-node authorization
During the mobile IAB-node integration procedure, the RRC-terminating IAB-donor-CU receives the authorization status of the mobile IAB-node from the 5GC. If the authorization status is “not authorized”, the RRC-terminating IAB-donor-CU will neither establish any backhaul resources nor allocate any BAP address, TNL address or default BAP configuration for this mobile IAB-node. If the authorization status for the mobile IAB-node changes, the 5GC sends an updated authorization status to the RRC-terminating IAB-donor-CU. 
In case the mobile IAB-MT and its co-located mobile IAB-DU connect to same IAB-donor-CU, and the updated authorization status received from the 5GC is “not authorized”, the IAB-donor-CU will perform the following actions in this order: it will attempt to hand over the UEs served by the mobile IAB-node to other cell(s), release the F1 interface towards the mobile IAB-DU, and release all backhaul resources (including the BAP address, TNL address and default BAP reconfiguration) for this mobile IAB-node.
In case the mobile IAB-MT and its co-located mobile IAB-DU connect to different IAB-donor-CUs, the RRC-terminating IAB-donor sends the updated authorization status to the F1-terminating IAB-donor-CU via the IAB TRANSPORT MIGRATION MODIFICATION REQUEST message. The F1-terminating IAB-donor-CU confirms the reception of the updated authorization status via the IAB TRANSPORT MIGRATION MODIFICATION RESPONSE message.
NOTE: 	In absence of Xn connectivity between the RRC-terminating IAB-donor-CU and the F1-terminating IAB-donor-CU, the passing of the authorization status is left up to implementation.
If the updated authorization status for the mobile IAB-node is “not authorized”, the F1-terminating IAB-donor, attempts to hand over the UEs served by the mobile IAB-node to other cell(s), and then releases the F1 interface towards the mobile IAB-DU. After that, the F1-terminating IAB-donor requests from the RRC-terminating IAB-donor the release of all the offloaded traffic via the IAB TRANSPORT MIGRATION MANAGEMENT REQUEST message. The RRC-terminating IAB-donor releases the offloaded traffic and all backhaul resources (including BAP address, TNL address and default BAP reconfiguration) for this mobile IAB-node. The RRC-terminating IAB-donor may send an indication which indicates that the mobile IAB-MT can be deregistered, to AMF.
If the authorization status is changed back from “not authorized” to “authorized”, the phase 2 and phase 3 of the mobile IAB-node integration procedure as defined in clause 8.12.3 are carried out.
During the migration procedure of mobile IAB-MT via Xn handover, the target RRC-terminating IAB-donor-CU receives the authorization status of the mobile IAB-node from the source RRC-terminating IAB-donor-CU via the HANDOVER REQUEST message. If the authorization status is “not authorized”, the target RRC-terminating IAB-donor-CU will neither establish any backhaul resources nor allocate any BAP address, TNL address or default BAP configuration for this mobile IAB-node. Furthermore, the target RRC-terminating IAB-donor-CU receives authorization status of the mobile IAB-node from the 5GC via the PATH SWITCH REQUEST ACK message.
During the migration procedure of mobile IAB-MT via NG handover, the target RRC-terminating IAB-donor-CU receives the authorization status of the mobile IAB-node from the 5GC. If the authorization status is “not authorized”, the target RRC-terminating IAB-donor-CU will neither establish any backhaul resources nor allocate any BAP address, TNL address or default BAP configuration for this mobile IAB-node. 

-------------------------------------------Next change-------------------------------------------
8.9.x PCI collision avoidance for mobile IAB
The PCI of mobile IAB-DU’s cell is configured by the OAM, and it can be reconfigured by the F1-terminating IAB-donor-CU serving the mobile IAB-DU, in case of an PCI collision with other cells. PCI space partitioning between mobile IAB cells and stationary cells can be performed by OAM for avoidance of PCI collision and it’s up to implementation. 
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